
 

Privacy Policy 
 

Your privacy is important to us. It is Syncology's policy to respect your privacy regarding any 
information we may collect from you across our website, http://lms.syncology.tech, and 
other sites we own and operate. 
 
Our policy complies with the limited use requirements 

1. Allowed Use: Developers are only allowed to use restricted scope data to provide or 
improve user-facing features that are prominent from the requesting app's user 
interface. It should be clear to your users why and how you use the restricted scope 
data they've chosen to share with you. 

2. Allowed Transfer: Developers are only allowed to transfer restricted scope data to 
others if that transfer is (a) necessary to provide or improve user-facing features that 
are prominent from the requesting app's user interface, (b) to comply with 
applicable laws, or (c) a part of a merger, acquisition or sale of assets of the 
developer. All other transfers or sales of user data are completely prohibited. 

3. Prohibited Advertising: Developers are never allowed to use or transfer restricted 
scope data to serve users advertisements. This includes personalized, re-targeted 
and interest-based advertising. 

4. Prohibited Human Interaction: Developers cannot allow humans to read restricted 
scope user data. For example, a developer with access to a user's data is not allowed 
to have one of its employees read through a user's emails. There are four limited 
exceptions to this rule: (a) the developer obtains a user's consent to read specific 
messages (for example, for tech support), (b) it's necessary for security purposes (for 
example, investigating abuse), (c) to comply with applicable laws, and (d) the 
developer aggregates and anonymizes the data and only uses it for internal 
operations (for example, reporting aggregate statistics in an internal dashboard). 

 
We only ask for personal information when we truly need it to provide a service to you. We 
collect it by fair and lawful means, with your knowledge and consent. We also let you know 
why we’re collecting it and how it will be used. 
 
We only retain collected information for as long as necessary to provide you with your 
requested service. What data we store, we’ll protect within commercially acceptable means 
to prevent loss and theft, as well as unauthorized access, disclosure, copying, use or 
modification. 
 
We don’t share any personally identifying information publicly or with third-parties, except 
when required to by law. 
 



Our website may link to external sites that are not operated by us. Please be aware that we 
have no control over the content and practices of these sites, and cannot accept 
responsibility or liability for their respective privacy policies. 
 
You are free to refuse our request for your personal information, with the understanding 
that we may be unable to provide you with some of your desired services. 
 
Your continued use of our website will be regarded as acceptance of our practices around 
privacy and personal information. If you have any questions about how we handle user data 
and personal information, feel free to contact us. 
 
This policy is effective as of 1 January 2020. 
 


