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I Streszczenie

wykonawcze

1.1. Gtdwna teza i kluczowe liczby

Polska powinna gruntownie przebudowac administracje podatkowa. Obecny model
(2.0), oparty na cyfrowych formularzach i raportowaniu po fakcie, wyczerpat swoje
mozliwosci. Jest zbyt kosztowny dla przedsiebiorcéw, niewystarczajgco szczelny dla
budzetu i nieprzygotowany na wyzwania gospodarki cyfrowej.

Raport przedstawia strategie transformacji do modelu administracji podatkowej
3.0 (TA 3.0). Rekomendujemy fundamentalng zmiane: przejscie od reaktywnego
zbierania danych do proaktywnej automatyzacji rozliczen w czasie rzeczywistym,
bezposrednio w systemach ksiegowych (ERP) firm.

Wizja TA 3.0: podatek rozlicza sie sam

Celem jest, aby podatek ,rozliczat sie sam” w tle dziatalnosci. Przedsiebiorca koncen-
truje sie na firmie, a system automatycznie przygotowuje propozycje rozliczenia do
akceptacji jednym kliknieciem (zob. 5.1, 5.2).

Warunkiem sukcesu jest suwerennos¢ technologiczna. System podatkowy to in-
frastruktura krytyczna. Paristwo musi unikac¢ uzaleznienia od globalnych dostawcéw
i zachowac kontrole nad danymi, technologig i regutami (zob. 2.3).

Ekonomika transformacji: wysoki zwrot z inwestycji

Wdrozenie TA 3.0 to optacalna inwestycja w konkurencyjnos$¢ gospodarki. Analiza
kosztéw i korzysci (zob. 7.2 i aneks 10.4) wskazuje, ze zyski wielokrotnie przewyzszaja
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naktady. Przy catkowitych kosztach (inwestycyjnych i operacyjnych w horyzoncie
8 lat) na poziomie 7,70 mld PLN, program wygeneruje znaczace efekty.

Szacowane korzysci dla budzetu panstwa (+7,19 mld PLN rocznie):

® Uszczelnienie systemu (VAT i CIT): +6,39 mld PLN. Dane w czasie rzeczywi-
stym (KSeF) i zaawansowana analiza ryzyka zredukuja luki podatkowe.

® Efektywnosc¢ KAS (oszczednosci budzetowe): +0,80 mid PLN. Automaty-

zacja proceséw manualnych generuje oszczednosci i zwieksza efektywnos¢
Krajowej Administracji Skarbowej (KAS).

Szacowane korzysci dla gospodarki (+8,22 mld PLN rocznie):

® Odciazenie MSP: +7,19 mld PLN pozostajace w firmach. Automatyzacja
zredukuje obcigzenia biurokratyczne.

® Uproszczenie ptatnosci (R2P): +1,03 mld PLN. Wdrozenie standardu ,zada-
nie zapfaty” (R2P — Request-to-Pay’) eliminuje reczne wprowadzanie danych
do przelewow.

taczne szacowane roczne korzysci (docelowe) to 15,41 mld PLN. Inwestycja zwraca
sie w ciagu 1,18 roku (uwzgledniajac stopniowe wdrazanie). Warto$¢ biezaca netto
(NPV) projektu w horyzoncie 8 lat wynosi 62,85 mid PLN.

Rycina 1.1. Ekonomika wdrozenia administracji podatkowej 3.0 w Polsce.

Struktura rocznych korzysci z wdrozenia TA 3.0 (mid PLN)

15,41

mid PLN
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Uszczelnienie  Efektywnos$é Odcigzenie Pratnosci taczne korzysci
KAS MSP (R2P)

Korzysci dla budzetu (7,19) Korzysci dla gospodarki (8,22)

! European Payments Council. ,SEPA Request-to-Pay (SRTP) scheme — overview". Dostep: https://www.european-
paymentscouncil.eu/what-we-do/other-schemes/sepa-request-pay
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Jak czyta¢ wykres: Wykres przedstawia strukture rocznych korzysci wynikajacych
z wdrozenia Administracji Podatkowej 3.0. Poszczegdlne stupki (jasnoczerwone
i czerwone) pokazujg wktad kazdego elementu w faczny wynik finansowy (stupek
ciemnoczerwony), ktéry wynosi 15,41 mld PLN rocznie. Wykres ilustruje podziat ko-
rzysci na cze$¢ budzetowa (7,19 mid PLN) i gospodarczg (8,22 mld PLN).

Imperatyw suwerennosci: kontrola nad regutami i technologia

Aby zabezpieczyc¢ interesy panstwa i unikna¢ ryzyka uzaleznienia od dostawcéw,
transformacja musi opierac sie na trzech filarach (zob. 4.1).

1. Otwarte interfejsy (polityka ,otwarte APl przede wszystkim”). Systemy
panstwa powinny komunikowac sie za pomocg otwartych, publicznych i sta-
bilnych API. Gwarantuje to réwne szanse dla polskich firm IT.

2. Prawo jako kod (LaC). Panstwo powinno publikowaé oficjalne, cyfrowe
reguty obliczen (LaC - maszynowo wykonywalna interpretacja przepiséw)
(zob. 4.3). Pomoze to wyeliminowac niepewnos¢ prawna.

3. Neutralno$¢ chmurowa. Architektura powinna umozliwia¢ fatwe przeno-
szenie systemdw miedzy dostawcami chmury obliczeniowe;j.

Budowa zaufania poprzez przejrzystosc (Sl)

Wykorzystanie sztucznej inteligenc;ji (SI) powinno i$¢ w parze z gwarancjami dla oby-
wateli. Kluczowe jest zapewnienie przejrzystosci algorytméw (objasnialna sztuczna
inteligencja — XAl, czyli zdolnos¢ systemu SI do wyjasnienia podjetej decyzji). Podat-
nik ma prawo wiedzie¢, dlaczego system podjat dana decyzje. Réwnie wazna jest
gwarancja nadzoru cztowieka (tzw. cztowiek w petli - HIL, Human-in-the-Loop: zasa-
da weryfikacji kluczowych decyzji automatycznych przez urzednika). W kluczowych
sprawach ostateczne stowo powinno naleze¢ do urzednika (zob. 6.2).

Tabela 1.1. Poréwnanie modeli: stan obecny a propozycja.

Wymiar Stan obecny (TA 2.0) Propozycja (TA 3.0)

. . . Proaktywna automatyzacja w czasie
Filozofia Reaktywne raportowanie po fakcie. rzeczywistym.,
Glowny Interfejs Portale publiczne, formularze (JPK). System ksiegowy (ERP) podatnika, otwarte API.
Pewnos¢ Prawa Rozproszona interpretacja przepisow. Jedno zrédto prawdy: Prawo jako kod (LaC).
Rola SI Wsparcie analizy historycznej. Rdzen automatyzacji i oceny ryzyka (z XAI/HIL).
Kontrola Czesto rutynowa, masowa. Precyzyjna, oparta na ryzyku.

Tarcza dla uczciwych.

Suwerennos¢ Wysokie ryzyko uzcagsvzmema od dostaw- Suwerenno$¢ wbudowana w projekt.
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1.2. Plan dziatan i kluczowe rekomendacje

Transformacja do modelu TA 3.0 to ztozony program zaplanowany na 36 miesiecy
(przyjmujac start projektu 1 stycznia 2026 r.). Jego realizacja wymaga podejécia
etapowego (zob. 7.1).

Trzy fale wdrozenia (36 miesiecy) - propozycja harmonogramu

® Fala 1 (0-12 mies.): fundamenty suwerenne. Stabilizacja KSeF. Opracowa-
nie wspdlnego modelu danych (CDM). Przyjecie polityki,Otwarte APl przede
wszystkim”. Start prac nad LaC. Pilotaze Sl z objasnialnoscia (XAl).

® Fala2(12-24 mies.): budowa ekosystemu. Petny obowigzek KSeF. Wdroze-
nie LaC dla VAT. Start certyfikacji oprogramowania ERP. Wstepne wypetnianie
VAT dla MSP. Wdrozenie oceny ryzyka Sl z nadzorem cztowieka (HIL).

® Fala 3 (24-36 mies.): skalowanie i autonomia. Wstepne wypetnianie PIT
i CIT. Petne wdrozenie ptatnosci jednym kliknieciem (R2P). Publiczny dostep
do objasnien XAl.

Krytyczne czynniki sukcesu: (1) Petna stabilno$¢ techniczna i prawna KSeF oraz (2)
dtugoterminowy konsensus w sprawie suwerennosci technologicznej i stabilnosci
regulacyjnej.

Kluczowe rekomendacje strategiczne
Rekomendujemy podjecie pieciu kluczowych decyzji:

1. Rekomendacja prawna: gwarancja stabilnosci i praw cyfrowych. Noweli-
zacja Ordynacji podatkowej wprowadzajaca (zob. 6.1, 6.2):

® Gwarancje stabilnosci APl i LaC: Ustawowy wymog minimum
12-miesiecznego okresu vacatio legis na przygotowanie do zmian
wptywajacych na systemy firm.

® ,Karte praw podatnika cyfrowego”: Gwarancja objasnialnosci de-
cyzji SI (XAl) i prawa do interwencji cztowieka (HIL).

2. Rekomendacja technologiczna: otwarte standardy jako obowigzek.
Przyjecie polityki,Otwarte APl przede wszystkim”i LaC jako standardu. Wpro-
wadzenie do Prawa zaméwien publicznych (PZP) klauzul zapobiegajacych
uzaleznieniu od dostawcy (zob. 6.3).
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3. Rekomendacja rynkowa: otwarty program certyfikacji ERP. Uruchomie-
nie automatycznego programu certyfikacji oprogramowania ERP, opartego
na publicznych testach zgodnosci (zob. 5.5).

4. Rekomendacja organizacyjna: silne przywédztwo ds. danych. Powotanie
petnomocnika ds. danych (CDO - Chief Data Officer) w Ministerstwie Finan-
s6w z mandatem do zarzadzania danymi i standardami SI.

5. Rekomendacja wsparcia MSP: narodowy program wsparcia cyfrowego.

Uruchomienie programu wsparcia (np. vouchery) na zakup certyfikowanego
oprogramowania i szkolenia dla najmniejszych firm.

1.3. Whnioski

® Transformacja do administracji podatkowej 3.0 to wysoce optacal-
na inwestycja (NPV 62,85 mld PLN), ktéra zwraca sie w ciagu 1,18
roku.

® Giéwnym celem jest odcigzenie MSP przez automatyzacje (,poda-
tek rozlicza sie sam”) i dalsze uszczelnienie systemu (tagcznie 15,41
mld PLN rocznych korzysci).

® Suwerennos$¢ technologiczna (kontrola panstwa nad regutami
i technologig) jest warunkiem koniecznym bezpieczenstwa infra-
struktury krytycznej.

® Kluczowe dla sukcesu sa: stabilnos¢ KSeF oraz wprowadzenie usta-
wowej gwarangji 12-miesiecznego okresu na zmiany w systemach
cyfrowych (API).

® Wykorzystanie sztucznej inteligencji wymaga silnych gwarancji
dla obywateli: prawa do objasnienia decyzji (XAl) i interwencji
cztowieka (HIL).
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2.
Y Kontekst,

definicje i problem
do rozwigzania SN

Polska stoi przed koniecznoscig fundamentalnej przebudowy systemu podatkowego.
Obecny model cyfryzacji, oparty na raportowaniu historycznym, wyczerpuje swoje
mozliwosci. Przysztoscia jest administracja podatkowa 3.0: system dziatajacy w czasie
rzeczywistym, zintegrowany z gospodarka cyfrowa. Jednak ta transformacja odbywa
sie w gestej sieci regulacji Unii Europejskiej i niesie ze sobg krytyczne ryzyko utraty
kontroli nad technologia. Kluczowym wyzwaniem jest wdrozenie nowoczesnych roz-
wigzan przy jednoczesnym zachowaniu petnej suwerennosci technologicznej pan-
stwa. W 2025 r. suwerennos¢ technologiczna polskiej administracji podatkowej jest
niska: w kluczowych wymiarach oceny mieszcza sie w przedziale 0,5-3,0 pkt w skali
0-5. To uzasadnia niezwtoczne podjecie dziatan.

2.1. Administracja podatkowa 3.0 (OECD)
— krytyczna ocena dla Polski

Ewolucja systemdéw podatkowych przebiegata od ery papierowej (model 1.0), przez
cyfryzacje formularzy i raportowanie po fakcie, takie jak Jednolity Plik Kontrolny (mo-
del 2.0), az po model oparty na zdarzeniach gospodarczych w czasie rzeczywistym
(model 3.0). Organizacja Wspdtpracy Gospodarczej i Rozwoju (OECD) definiuje model
3.0 jako administracje opartg na danych. Procesy podatkowe sg w niej maksymalnie
zautomatyzowane i zintegrowane z naturalnymi systemami podatnika, czyli ERP2. Wi-
zZja ta zaktada, ze podatek ,rozlicza sie sam” w tle codziennej dziatalnosci firmy.

2 OECD. (2020). Tax Administration 3.0: The Digital Transformation of Tax Administration. OECD Publishing, Paris.
Dostep: https://www.oecd.org/tax/forum-on-tax-administration/publications-and-products/tax-administration-3-0-the-
digital-transformation-of-tax-administration.htm
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Kierunek OECD wymaga adaptacji. Automatyzacja wymaga,Prawa jako Kodu” (LaC) -
oficjalnej, cyfrowej interpretacji przepisow. Rekomendujemy tez silniejsze gwarancje
prawne dotyczace przejrzystosci algorytmow (XAl) i ochrony prywatnosci. Pomoze to
zbudowac niezbedne zaufanie spoteczne.

Krytycznym aspektem jest ryzyko monopolizacji rynku informatycznego i uzaleznie-
nia technologicznego od globalnych dostawcow. Dlatego polska strategia powinna
ktas¢ fundamentalny nacisk na suwerennos¢ technologiczna jako warunek bezpie-
czenstwa narodowego.

2.2. Regulacje UE jako katalizator i zagrozenie

Unijne ramy prawne dla gospodarki cyfrowej maja istotny wptyw na kierunek i tempo
transformacji administracji podatkowej. Regulacje te standaryzuja przeptywy danych
i narzucajg wymogi dotyczace wykorzystania technologii. Jednoczeénie niosa one
ryzyko wysokich kosztéw zgodnosci i uzaleznienia technologicznego. Rekomendu-
jemy, aby strategia wdrozenia opierata sie w wiekszosci obszaréw na zasadzie mi-
nimalnej implementacji wymogoéw, bez wprowadzania nadmiernych regulacji (tzw.
gold-plating). Jednoczesénie nalezy maksymalizowa¢ ochrone suwerennosci techno-
logicznej Polski.

2.2.1. Akt o SI (Akt o sI): systemy wysokiego ryzyka w podatkach

Akt o SI (Al Act)®* wprowadza zharmonizowane zasady wykorzystywania systemow
sztucznej inteligeng;ji (SI). Jego wptyw na administracje podatkowa jest fundamental-
ny: kluczowe zastosowania SI w modelu 3.0 — takie jak ocena ryzyka podatkowego
i typowanie do kontroli — bedg klasyfikowane jako systemy wysokiego ryzyka. Na-
ktada to obowigzki (art. 9-15) dotyczace zarzadzania ryzykiem, jakosci danych, doku-
mentacji i nadzoru cztowieka.

Wdrozenie modelu 3.0 powinno zapewniac petng zgodnos¢ z tymi wymogami. Po
pierwsze, systemy powinny by¢ trenowane na danych wysokiej jakosci, wolnych od
bteddw i uprzedzen (stronnicznosci algorytmicznej). Po drugie, rekomendujemy pro-
wadzenie szczegétowej dokumentacji i automatyczne rejestrowanie zdarzen w sposéb
uniemozliwiajacy ich modyfikacje, aby zapewni¢ petna identyfikowalnos¢ decyzji.

Kluczowe dla budowy zaufania s3 wymogi przejrzystosci i objasnialnosci. Systemy
muszg umozliwia¢ uzytkownikom interpretacje wynikéw. Wymaga to implementacji
mechanizméw objasnialnosci (XAl). Ponadto, systemy wysokiego ryzyka musza pod-

3 Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2024/1689 (Akt o sztucznej inteligencji). (2024). Dz.U. L
2024/1689. Dostep: https://eur-lex.europa.eu/eli/reg/2024/1689/0j
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lega¢ skutecznemu nadzorowi cztowieka (HIL). Urzednik musi mie¢ mozliwo$¢ zro-
zumienia dziatania systemu i uniewaznienia decyzji automatycznej. Minimalistyczne
wdrozenie Aktu o Sl oznacza skupienie sie na precyzyjnym spetnieniu tych wymogéw
tylko dla systemdéw wysokiego ryzyka. Z perspektywy suwerennosci kluczowe jest
zbudowanie wewnetrznych kompetencji do audytu systemoéw SI, zamiast polegania
wylacznie na podmiotach zewnetrznych.

2.2.2. Pakiet VAT w erze cyfrowej (ViDA) i wymogi raportowania
(DRR)

Pakiet , VAT w erze cyfrowej” (ViDA), przyjety jako Dyrektywa (UE) 2025/516 #, ma na
celu modernizacje systemu VAT poprzez wprowadzenie cyfrowych wymogéw rapor-
towania (Digital Reporting Requirements, DRR) opartych na fakturowaniu elektro-
nicznym. ViDA zaktada raportowanie transakcji wewnatrzunijnych w czasie zblizo-
nym do rzeczywistego w ustandaryzowanym formacie europejskim. Krajowy System
e-Faktur (KSeF) jest zgodny z ta koncepcjg i stanowi baze do wdrozenia DRR.

Gltéwne ryzyko zwigzane z ViDA dotyczy standardéw interoperacyjnosci. Istnieje
zagrozenie narzucenia przez Komisje Europejska konkretnych rozwigzan technolo-
gicznych lub centralnych platform wymiany danych, co mogtoby ograniczy¢ krajowa
kontrole nad infrastrukturg krytyczna. Dziataniem ochronnym jest zapewnienie, ze
KSeF i interfejsy wymiany danych sg oparte na otwartych, miedzynarodowych stan-
dardach zgodnych z Europejskimi Ramami Interoperacyjnosci (EIF) %, a nie na rozwig-
zaniach wiasnosciowych. Polska powinna aktywnie promowac rozwigzania zapew-
niajace neutralno$¢ technologiczna.

2.2.3. Wspbtpraca administracyjna (DAC7/8): dane z platform
cyfrowych

Dyrektywy w sprawie wspotpracy administracyjnej DAC7 ¢i DAC8 ’ rozszerzajg zakres
automatycznej wymiany informacji podatkowych, naktadajgc obowiazki raportowa-
nia na operatoréw platform cyfrowych (handel elektroniczny, ekonomia wspétdzie-
lenia) oraz dostawcow ustug w zakresie kryptoaktywoéw. Regulacje te zapewniajg do-
step do nowych zbioréw danych o dochodach, co stanowi szanse na uszczelnienie
systemu w sektorze e-commerce i tzw. gig economy. Efektywne wykorzystanie tych

4 Dyrektywa Rady (UE) 2025/516 - VAT in the Digital Age (ViDA). (2025). Dostep: https://eur-lex.europa.eu/legal-
-content/PL/ALL/?uri=CELEX:32025L0516

5 European Commission. (2017). European Interoperability Framework (EIF). Brussels: European Commission. Do-
step: https://commission.europa.eu/publications/european-interoperability-framework-eif_en

5 Dyrektywa Rady (UE) 2021/514 (DAC7). (2021). Dz.U. L 104. Dostep: https://eur-lex.europa.eu/eli/dir/2021/514/0j

7 Dyrektywa Rady (UE) 2023/2226 (DACS8). (2023). Dz.U. L 2023/2226. Dostep: https://eur-lex.europa.eu/eli/
dir/2023/2226/0j
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danych wymaga jednak zaawansowanych zdolnosci analitycznych opartych na Sl do
krzyzowania informacji z r6znych zrédet. Rekomendujemy skupienie sie na minimal-
nym zakresie danych wymaganych przez dyrektywy i unikanie lekkomys$lnego nakfa-
dania na polskich przedsiebiorcéw dodatkowych obowigzkdw.

2.2.4. Ochrona danych i dostep do nich (RODO, Akt o danych)

RODO? stanowi nadrzedne ramy dla przetwarzania danych osobowych, a uzupetnie-
niem jest Akt o danych (Data Act)?, regulujacy dostep do danych i interoperacyjnosc
ustug chmurowych (w tym zasady zmiany dostawcy chmury). Transformacja admi-
nistracji podatkowego wymaga szerokiego wykorzystania zautomatyzowanego
przetwarzania danych. RODO gwarantuje podatnikowi prawo do niepodlegania de-
cyzjom opartym wytacznie na automatyzacji, jesli wywotujg one skutki prawne. Pan-
stwo powinno zapewni¢ srodki ochrony praw, w tym prawo do interwencji ludzkiej
i wyjasnienia decyzji, co jest zbiezne z wymogami Aktu o SI. Przetwarzanie danych na
duza skale wymaga réwniez przeprowadzenia uprzedniej oceny skutkéw dla ochrony
danych (DPIA, Data Protection Impact Assessment).

Z perspektywy suwerennosci technologicznej, Akt o danych moze by¢ istotnym na-
rzedziem walki z uzaleznieniem od dostawcy. Wprowadza on zasady promujace por-
towalnos$¢ danych i interoperacyjnos$¢ ustug chmury obliczeniowej, wymuszajac na
dostawcach umozliwienie tatwej migracji systeméw. Wspiera to strategie neutralnosci
chmurowej administracji. Akt ten wzmacnia réwniez suwerennos¢ danych poprzez me-
chanizmy ochrony przed bezprawnym dostepem do danych przez panstwa trzecie.

2.2.5. Interoperacyjnoéé i otwarte standardy (EIF)

Europejskie Ramy Interoperacyjnosci (EIF)™ to zestaw zalecen dotyczacych projek-
towania ustug publicznych w sposéb interoperacyjny. Moga one stanowi¢ kluczowe
narzedzie ochrony suwerennosci technologicznej, promujac otwartos¢, neutralnos¢
technologiczng i portowalnos¢ danych. Stosowanie tych zasad w architekturze Ad-
ministracji Podatkowej 3.0 moze stanowi¢ mechanizm zapobiegania uzaleznieniu od
dostawcow. Wymodg stosowania otwartych APl zapewnia, ze polskie firmy informa-
tyczne moga konkurowac na réwnych zasadach oraz ze panstwo zachowuje kontrole
nad swojg infrastrukturg. Aby zasady interoperacyjnosci byty skuteczne, rekomendu-
jemy ich wigczenie do krajowego PZP jako obowigzujagcego wymogu.

8 Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 (RODO). (2016). Dz.U. L 119. Dostep: https://eur-
-lex.europa.eu/eli/reg/2016/679/0j

° Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2023/2854 (Akt o danych). (2023). Dz.U. L 2023/2854. Do-
step: https://eur-lex.europa.eu/eli/reg/2023/2854/0j

© European Commission. (2017). European Interoperability Framework (EIF). Brussels: European Commission. Do-
step: https://commission.europa.eu/publications/european-interoperability-framework-eif_en

(16 Y RAPORT Ai TAX



2.2.6. Implikacje dla suwerennosci technologicznej i mapa
zaleznosci

Regulacje UE tworzg ztozong siatke zaleznosci, ktéra powinna by¢ zarzadzana strate-
gicznie. Strumienie danych (ViDA, DAC7/8) stanowia wsad dla systemow SI. Dziatanie
tych systeméw jest regulowane przez Akt o SI (jako$¢, nadzér cztowieka, objasnial-
nosc¢), ktory opiera sie na fundamentach RODO. Catos¢ musi by¢ realizowana zgodnie
ze standardami interoperacyjnosci (EIF, Akt o danych), aby zapewni¢ otwartos¢ i kon-
trole. Szczeg6towe mapowanie wymogow, szans i zagrozen zwigzanych z poszcze-
golnymi aktami prawnymi znajduje sie w Aneksie 10.5.

Zapewnienie zgodnosci z tymi regulacjami wymaga wdrozenia zintegrowanego sys-
temu nadzoru. Obejmuje to prowadzenie centralnego rejestru algorytmow publicz-
nych, ustrukturyzowany proces oceny skutkéw dla ochrony danych zintegrowany
z oceng ryzyka Sl, infrastrukture do monitorowania jakosci modeli S, oraz procedury
niezaleznych audytow.

W celu monitorowania wptywu regulacji UE na suwerenno$¢ technologiczna, proponu-
je sie wprowadzenie mierzalnych wskaznikow. Wskaznik otwartosci interfejséw mierzy
odsetek publicznych APl zgodnych ze standardami interoperacyjnosci (cel propono-
wany: 100%). Wskaznik audytowalnosci SI okresla odsetek systeméw wysokiego ryzy-
ka z petng dokumentacjg i mechanizmami objasnialnosci (cel proponowany: 100%).
Wskaznik portowalnosci chmurowej mierzy odsetek systeméw krytycznych umozli-
wiajacych migracje miedzy dostawcami chmury obliczeniowej bez istotnych kosztéw
(cel proponowany: powyzej 80%). Kluczowe jest strategiczne powigzanie wymogow:
interoperacyjnosc i portowalnos¢ sa fundamentami suwerennosci, pozwalajacymi na
bezpieczne i zgodne z regulacjami wykorzystanie danych przez systemy SI.

2.3. Definicja i pomiar suwerennosci
technologicznej

Zapewnienie suwerennosci technologicznej w administracji podatkowej jest strate-
giczna koniecznoscia. System podatkowy to infrastruktura krytyczna panstwa. Utrata
kontroli nad jego dziataniem, danymi lub mozliwosciag wprowadzania zmian jest bez-
posrednim zagrozeniem dla stabilnosci finansowej i bezpieczenstwa narodowego.
W kontekscie transformacji 3.0, opartej na Sl i danych, ryzyka te gwattownie rosna.
Suwerennos$¢ nie oznacza technologicznej samowystarczalnosci. Oznacza zdolnos$¢
do samodzielnego wyboru technologii, kontrolowania infrastruktury i unikania stra-
tegicznego uzaleznienia od zewnetrznych dostawcéw.
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2.3.1. Cztery wymiary suwerennosci w administracji podatkowe;j

Suwerennos¢ technologiczna wykracza poza lokalizacje danych i wymaga zbudowa-
nia zdolnosci w czterech wzajemnie powigzanych wymiarach. Pierwszym jest auto-
nomia regulacyjna, czyli petna kontrola panstwa nad interpretacja i implementacja
prawa podatkowego w systemach informatycznych. Realizuje sie to poprzez koncep-
¢je,Prawa jako Kodu” (LaC). Cyfrowe reguty muszg by¢ wtasnoscig panstwa i publicz-
nie dostepne.

Drugi wymiar to autonomia operacyjna, definiowana jako zdolno$¢ do utrzymania
i rozwoju systemow bez krytycznej zaleznosci od konkretnego dostawcy czy plat-
formy chmurowej. Oznacza to mozliwo$¢ zmiany dostawcy ustug bez koniecznosci
przebudowy systemu i bez nadmiernych kosztéw migracji, co wymaga architektury
modularnej i portowalne;j.

Trzecim wymiarem jest suwerennos¢ danych, obejmujaca petna kontrole nad ich
gromadzeniem, przetwarzaniem i udostepnianiem. Kluczowe elementy to lokalizacja
danych w Polsce, stosowanie silnego szyfrowania oraz petna kontrola nad kluczami
kryptograficznymi zarzadzanymi przez panstwo.

Czwarty wymiar to suwerenno$¢ technologiczna sensu stricto, dotyczaca kontroli
nad zestawem technologii, w tym kodem Zrédtowym i modelami SI. Oznacza to pre-
ferencje dla otwartego oprogramowania i otwartych standardéw. Réwnie wazne jest
posiadanie wewnetrznych kompetencji niezbednych do zrozumienia i rozwoju syste-
mu, gdyz ich brak prowadzi do petnego uzaleznienia od wykonawcéw zewnetrznych.

2.3.2. Zagrozenia: mechanizmy uzaleznienia od dostawcy

Uzaleznienie od dostawcy jest gtéwnym zagrozeniem dla suwerennosci technolo-
gicznej. Zagrozenie to narasta w czasie. Prowadzi do sytuacji, w ktérej zmiana do-
stawcy staje sie technicznie niemozliwa lub finansowo nieoptacalna. Stosowanie
wihasnosciowych formatéw danych lub zamknietych interfejséw APl uniemozliwia in-
teroperacyjnos¢ i utrudnia migracje. Wykorzystywanie zamknietych modeli SI (,czar-
nych skrzynek”) stanowi krytyczne ryzyko, gdyz administracja traci zdolno$¢ do audy-
tu i wyjasnienia decyzji algorytmicznych.

Kolejnym mechanizmem jest uzaleznienie od unikalnych, niestandardowych ustug jed-
nego dostawcy chmury obliczeniowej. Utrudnia to przenaszalnos¢ aplikacji. Dtugotrwa-
te zlecanie na zewnatrz rozwoju i utrzymania systeméw prowadzi do erozji kompetencji
wewnetrznych. W efekcie panstwo traci zdolno$¢ do swiadomego zarzadzania techno-
logia. Stan uzaleznienia utrwalaja wieloletnie umowy bez precyzyjnej strategii wyjscia,
okreslajacej warunki przeniesienia danych i oprogramowania po zakoriczeniu kontraktu.
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2.3.3. Zasady suwerenno$ci wbudowanej w projekt

Aby aktywnie przeciwdziata¢ zagrozeniom, rekomendujemy, aby transformacja 3.0
byta realizowana zgodnie z zasadami suwerennosci wbudowanej w projekt. Pierwsza
zasada jest polityka ,otwarte API przede wszystkim”. Wszystkie systemy powinny ko-
munikowac sie za pomocg otwartych, dobrze udokumentowanych i stabilnych inter-
fejséw API, zapewniajacych interoperacyjnos¢, co promuje konkurencje.

Druga zasada jest ,prawo jako kod” pod kontrola panstwa. Logika biznesowa powin-
na by¢ wyodrebniona do repozytorium zarzadzanego przez Ministerstwo Finansow
i opublikowana na otwartej licenciji.

Trzecia zasada jest neutralno$¢ i portowalno$¢ chmurowa. Architektura powinna by¢
neutralna technologicznie, umozliwiajac dziatanie w réznych srodowiskach chmuro-
wych. Wykorzystanie konteneryzacji (technologii pakowania aplikacji utatwiajacej ich
przenoszenie) jest kluczowe dla unikniecia uzaleznienia.

Czwartg zasada jest transparentnosc i audytowalnosc¢ SI. Wszystkie modele Sl, szcze-
golnie wysokiego ryzyka, powinny by¢ w petni udokumentowane i audytowalne. Po-
winny opierac sie na standardach umozliwiajacych ich przenoszenie, z wdrozonymi
mechanizmami objasnialnosci (XAl).

Piata zasadg jest budowa i ochrona kompetencji wewnetrznych w kluczowych obsza-
rach, aby administracja byta zdolna do swiadomego zarzadzania dostawcami.

2.3.4. I(’on;iar suwerennosci: Indeks Suwerennosci Technologicznej
IST

Sama deklaracja suwerennosci jest niewystarczajaca. Rekomendujemy wprowadze-
nie mierzalnego wskaznika — Indeksu Suwerennosci Technologicznej (IST) - ktory
pozwoli monitorowac postepy i identyfikowac obszary ryzyka. IST jest wskaznikiem
ztozonym, oceniajgcym osiem kluczowych wymiaréw suwerennosci w skali od 0 (pet-
ne uzaleznienie) do 5 (petna suwerennosd).

Rycina 2.1 przedstawia poréwnanie szacowanego stanu obecnego (2025 r., wedtug
oceny autoréw) z celem strategicznym (2028 r.) w oSmiu wymiarach IST. Wizualizacja
ukazuje skale wyzwania, z ocenami stanu obecnego wahajacymi sie od zaledwie 0,5
(Prawo jako Kod, Stabilno$¢ regulacyjna) do 3,0 (Lokalizacja danych), podczas gdy cel
strategiczny wynosi blisko 5,0 we wszystkich wymiarach.
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Rycina 2.1. Profil suwerennosci technologicznej (IST): cel a stan obecny.

1.Otwarte API
5 (Petna)

8. Stabilnosc regulacyjna 2. Prawo jako Kod (LaC)

onkurencyjnos¢ IT 3. Neutralno$¢ chr

6. Kompetencje wewnetrzne 4. Kontrola danych

5. Audytowalnosé SI
Cel (2028)
I Stan obecny (2025)

Jak czyta¢ wykres: Wykres radarowy poréwnuje ocene obecnego stanu suweren-
nosci technologicznej (czerwony obszar) z celem strategicznym (niebieski obszar)
w o$miu kluczowych wymiarach. Skala od 0 (petne uzaleznienie) do 5 (petna suwe-
rennos¢). Im wieksza réznica miedzy obszarami, tym wieksze wyzwanie transforma-
cyjne w danym obszarze. Wykres pokazuje znaczace luki we wszystkich wymiarach,
szczegolnie w obszarze Prawa jako kodu i stabilnosci regulacyjne;j.

Tabela 2.1 zawiera kryteria oceny dla poszczeg6lnych wymiaréw, takich jak Otwar-
te API, Prawo jako Kod, Neutralno$¢ chmurowa, Kontrola Danych, Audytowalnos¢ S|,
Kompetencje wewnetrzne, Konkurencyjnos¢ Rynku IT oraz Stabilno$¢ Regulacyjna.
IST dostarcza obiektywnych ram do oceny suwerennosci. Stan obecny wskazuje na
zagrozenia we wszystkich wymiarach. Osiggniecie stanu docelowego wymaga kon-
sekwentnego stosowania zasad suwerennosci wbudowanej w projekt we wszystkich
dziataniach transformacyjnych.
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AICLCIEPRE  Wymiary indeksu suwerennosci technologicznej (IST).

wymiar IST

opis (co mierzymy)

stan docelowy

Znaczenie
dla suwerennosci

1. Otwarte API

Interoperacyjnosc
interfejséw, otwartosc¢
standardéw komunika-
¢ji i formatow danych.

100% krytycznych in-
terfejsow opartych na
otwartych standardach,
publicznie udokumen-
towanych.

Zapobieganie uzalez-
nieniu od dostawcy,
wspieranie konkurencji.

2. Prawo jako Kod
(LaC)

Poziom kontroli pan-
stwa nad logika bizne-
sowa systemu podat-
kowego.

Logika podatkowa

w petni zdefiniowana
jako LaC, zarzadzana
w publicznym repo-
zytorium, otwarta
licencja.

Zapewnienie autonomii
regulacyjnej i pewnosci
prawa.

3. Neutralnos¢
chmurowa

Stopien portowalno-
$ci systeméw miedzy
réznymi srodowiskami

Systemy w petni skon-
teneryzowane, brak
uzycia wtasnosciowych
ustug PaaS (platforma
jako ustuga), udoku-

Zapobieganie uzalez-
nieniu od dostawcy
chmury, elastyczno$¢

4. Lokalizacja
i kontrola danych

infrastrukturalnymi. mentowana portowal- operacyjna.
nosc.
100% danych kry-
Fizyczna lokalizacja tycznych wPL, klucze Ochrona danych przed

danych i kontrola nad
szyfrowaniem oraz
dostepem.

szyfrujace zarzadzane
przez podmioty krajo-
we (HSM - sprzetowy
modut bezpieczenstwa
- w Polsce).

dostepem zewnetrz-
nym, suwerennos¢
danych.

5. Audytowalnosc SI
(XAI)

Zdolnos¢ do weryfika-
¢ji, wyjasnienia i audytu
dziatania algorytméw
Sl

100% systemow S| wy-
sokiego ryzyka z petna
dokumentacja (akt o SI)
i wdrozonymi mechani-
zmami objasnialnosci.

Kontrola nad techno-
logia, zgodnos¢ z pra-
wem, budowa zaufania.

6. Kompetencje
wewnetrzne

Poziom wiedzy eksperc-
kiej wewnatrz admini-
stracji w kluczowych
obszarach.

Petna zdolnos¢ do sa-
modzielnego zarzadza-
nia architektura, nad-
zoru nad dostawcami

i rozwoju kluczowych
komponentéw.

Zmniejszenie zalezno-
$ci od zewnetrznych
konsultantéw i dostaw-
cow.

7. Konkurencyjnos¢
krajowego rynku IT

Udziat polskich MSP IT
w realizacji kluczowych
systemow, poziom
konkurencji.

Wysoki udziat polskich
MSP (>40%), brak
dominacji jednego
dostawcy, aktywne sto-
sowanie modularnych
zamowien.

Dywersyfikacja do-
stawcow, wspieranie
krajowego ekosystemu
innowacdji.

8. Stabilnos¢
regulacyjna (API)

Przewidywalno$¢ zmian
w interfejsach i sche-
matach narzucanych
przez panstwo (KSeF

i JPK).

Ustawowa gwarancja
co najmniej 12-mie-
siecznego okresu przej-
$ciowego dla zmian

w APl i schematach.

Stabilnos¢ ekosystemu,
umozliwienie inwestycji
w zintegrowane rozwig-
zania.
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Whnioski: IST dostarcza obiektywnych ram do oceny suwerennosci. Stan obecny
(2025) wskazuje na zagrozenia we wszystkich wymiarach, szczegdlnie w obszarze
stabilnosci regulacyjnej, kontroli nad logika (LaC) i portowalnosci. Osiagniecie stanu
docelowego (2028) wymaga konsekwentnego stosowania zasad suwerennosci wbu-
dowanej w projekt we wszystkich dziataniach transformacyjnych.

Zr6dto Oceny Bazowej IST (2025): Ocena stanu obecnego (2025) ma charakter udo-
kumentowanego szacunku eksperckiego. Zostata przeprowadzona bazujac na anali-
zie publicznie dostepnych informacji oraz ocenie eksperckiej (szczegoéty metodologii
w Aneksie 10.3).

2.4. Wnioski

® Polska musi aktywnie chroni¢ swoja suwerennos$¢ technologicz-
na w systemie podatkowym, gdyz jest to infrastruktura krytyczna
panstwa.

® Obecny stan jest niski: szacowany poziom IST to 1,6 pkt w skali 0-5.

® Unijne regulacje (np. akt o SI, ViDA) wymuszaja modernizacje, ale
niosa ryzyko uzaleznienia od globalnych dostawcéw.

® Nalezy je wdraza¢ w sposob, ktéry zapewni utrzymanie kontroli
panstwa na kluczowymi systemami.

® Akt o Sl wymaga, aby systemy oceny ryzyka byty przejrzyste (obja-
$nialne — XAl) i nadzorowane przez cztowieka (HIL).

® Zgodnosc¢ z tymi wymogami jest kluczowa dla budowy zaufania.
® Ochrona suwerennosci wymaga stosowania otwartych standar-

dow (otwarte API) i budowy kompetencji wewnetrznych, aby unie-
zaleznic sie od zewnetrznych dostawcéw.
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3.

Y Stan obecn
w Polsce (TA 2.0

— diagnoza SN

Polska administracja podatkowa w obecnym modelu (2.0), mimo znaczacych po-
stepow w cyfryzacji, osiggneta kres swoich mozliwosci. Diagnoza stanu obecnego
ujawnia system technologicznie niespdjny, generujacy wysokie koszty dla przedsie-
biorcow i niewystarczajgco efektywny dla panstwa. Widoczny jest pozytywny trend
w uszczelnianiu systemu: wedtug danych Komisji Europejskiej (KE) luka w podatku od
towaréw i ustug (VAT) w Polsce systematycznie spadata z 14,2% w 2018 roku do 8,4%
w 2022 roku''. Nalezy jednak zaznaczy¢, ze po 2023 r. zaobserwowano pogorszenie
wptywéw podatkowych, co podkresla konieczno$¢ dalszych dziatan. W niniejszym
raporcie, jako baze do obliczen korzysci (zob. 10.4), przyjeto najnowszy szacunek Mi-
nisterstwa Finanséw za 2024 rok, wynoszacy 6,9%'? (cho¢ wyliczenia te s obarczone
znacznym marginesem btedu i nie s w petni poréwnywalne do danych podawanych
przez KE). Ta wartos¢ bazowa jest fundamentem do oszacowania wptywu rozwigzan
TA 3.0 na przyszte dochody budzetowe. Jednoczeénie kluczowe procesy pozostaja
powolne: np. $redni czas zwrotu VAT w 2023 roku wynosit 42 dni'®. Diagnoza ujawnia
system obcigzony chroniczng niepewnoscig prawno-technologiczng, ktéra hamuje
rozwoj biznesu.

" Komisja Europejska. (2024). VAT gap in the EU - Report 2024. Dostep: https://taxation-customs.ec.europa.eu/taxa-
tion/vat/fight-against-vat-fraud/vat-gap_en

2. Ministerstwo Finanséw. (2025a). Informacja dotyczaca metody liczenia luki VAT (22.05.2025). Dostep: https://
www.gov.pl/web/finanse/informacja-dotyczaca-metody-liczenia-luki-vat

3 Najwyzsza Izba Kontroli (NIK). (2024). P/24/012 - Przeciwdziatanie uszczuplaniu dochodéw z podatku od to-
waréw i ustug oraz podatku akcyzowego. Dostep: https://www.nik.gov.pl/kontrole/wyniki-kontroli-nik/pobierz,kb-
f~p_24_012_202409301413131727698393~id0~01,typ kj.pdf
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Rycina 3.1. Kluczowe wskazniki efektywnos$ci proceséw podatkowych
w modelu TA 2.0 (dni).

Sredni czas zwrotu podatku

Zwrot PIT (2025) - 11 dni

Sredni czas trwania kontroli

Dane ilustrujg znaczace réznice w efektywnosci proceséw w obecnym modelu.

Jak czyta¢ wykres: Wykres stupkowy poréwnuje sredni czas trwania kluczowych
proceséw w obecnym modelu administracji podatkowej (TA 2.0). Gérna czes¢ poka-
Zuje znaczacy réznice w czasie obstugi zwrotu VAT (42 dni) w poréwnaniu do zwrotu
PIT (11 dni), co wskazuje na luke w automatyzacji VAT. Dolna cze$¢ ilustruje dtugo-
trwatos¢ proceséw kontrolnych.

3.1. Architektura IT, dane i integracje

Obecna architektura informatyczna Krajowej Administracji Skarbowej (KAS) to
W znacznej mierze zbiér odizolowanych systemoéw (siloséw danych). Kluczowe plat-
formy, takie jak systemy transakcyjne (Poltax — system obstugi podatkéw), analitycz-
ne (STIR — System Teleinformatyczny Izby Rozliczeniowej, narzedzie do analizy ryzyka
oszustw skarbowych) oraz dostepowe (e-Urzad Skarbowy, bramka JPK), czesto nie
wspotpracujg ze soba efektywnie. Wymiana informacji opiera sie w duzej mierze na
doraznych integracjach punktowych lub wymianie plikdw, co uniemozliwia uzyska-
nie spdéjnego obrazu sytuacji w czasie rzeczywistym.

Niestabilnos¢ interfejséw cyfrowych i formatéw danych jest chronicznym problemem.

Przyktadem sg czeste zmiany struktur Jednolitego Pliku Kontrolnego (JPK), ktére wy-
muszajg na firmach ciggte i kosztowne aktualizacje oprogramowania. Jeszcze wiek-
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szym wyzwaniem okazato sie wdrozenie KSeF. Problemy z wydajnoscig i architekturg
doprowadzity do ogtoszenia 19 stycznia 2024 roku zewnetrznego audytu informatycz-
nego i przesuniecia obowiazku korzystania z systemu'%. Nowe terminy wyznaczono na
1 lutego 2026 r. (dla podatnikéw, ktérych wartosc sprzedazy w 2025 r. przekroczyta 200
min zt) i T kwietnia 2026 r. (dla pozostatych)™. Cho¢ projekt przewiduje niezbedne try-
by awaryjne na wypadek niedostepnosci, niestabilnos¢ procesu wdrozeniowego miata
negatywny wptyw na zaufanie podatnikéw do infrastruktury panstwa.

3.2. Procesy podatkowe i obcigzenia biznesu _______

Polscy przedsiebiorcy, zwlaszcza z sektora matych i srednich przedsiebiorstw (MSP),
ponosza znaczace obcigzenia administracyjne. Koszty te wynikajg nie tylko z czasu
poswiecanego na sprawozdawczos(, ale przede wszystkim z chronicznej niestabilno-
$ci otoczenia prawnego i technologicznego. Czeste zmiany przepisoéw i struktur ra-
portowania oraz niepewno$¢ dotyczaca termindéw wdrozen podnosza koszty i ryzyko
prowadzenia dziafalnosci gospodarczej.

Jednym z najbardziej dotkliwych probleméw jest dtugi czas oczekiwania na zwrot
VAT. W praktyce, wedtug danych NIK, sredni czas zwrotu VAT w ostatnich latach utrzy-
muje sie na wysokim poziomie: 41 dni w 2022 roku i 42 dni w 2023 roku'®. Stanowi
to wyrazny kontrast wobec PIT, gdzie dzieki ustugom cyfrowym (e-Urzad Skarbowy
/ Twoj e-PIT) sredni czas zwrotu w 2025 roku wynosit zaledwie 11 dni'’. Nie kwestio-
nujac réznicy w charakterystykach tych podatkéw (wieksza podatnos¢ zwrotéw VAT
na naduzycia), ilustruje to réwniez pewnga luke w kulturze obstugi miedzy PIT a VAT.
Réwnoczesnie efektywnos¢ dziatan kontrolnych budzi watpliwosci. Oznacza to, ze
system jest jednoczesnie uciazliwy dla uczciwych firm i niewystarczajgco skuteczny
w zwalczaniu naduzy¢.

Przedstawiona diagnoza jednoznacznie wskazuje, ze obecny model administracji po-
datkowej (2.0) osiagnat granice swojej wydolnosci. Utrzymanie status quo oznacza
rosnace koszty dla gospodarki, wynikajace z niepewnosci prawnej i technologicznej,
oraz realne ryzyko utraty kontroli nad krytyczng infrastrukturg panstwa na rzecz ze-
wnetrznych dostawcéw. Bez fundamentalnej przebudowy architektury i proceséw,
opartej na stabilnych zasadach i ochronie suwerennosci, polska administracja skar-
bowa nie bedzie w stanie sprosta¢ wyzwaniom gospodarki cyfrowe;j.

' Ministerstwo Finanséw. (2024a). Komunikat o przesunieciu terminu wdrozenia KSeF (19.01.2024). Dostep: https://
www.gov.pl/web/finanse/przesuniecie-terminu-wdrozenia-obowiazkowego-ksef

> Ministerstwo Finanséw. (2024b). Podsumowanie audytu KSeF. Dostep: https://www.gov.pl/web/finanse/podsu-
mowanie-audytu-ksef

6 Najwyzsza Izba Kontroli (NIK). (2024). P/24/012 - Przeciwdziatanie uszczuplaniu dochodéw z podatku od to-
waréw i ustug oraz podatku akcyzowego. Dostep: https://www.nik.gov.pl/kontrole/wyniki-kontroli-nik/pobierz,kb-
f~p_24_012_202409301413131727698393~id0~01,typ kj.pdf

7 Ministerstwo Finanséw. (2025b). Ponad 15 mld zt zwrotéw w ramach rozliczer PIT. Dostep: https://www.podatki.gov.
pl/wyjasnienia/ponad-15-mld-zl-zwrotow-w-ramach-rozliczen-pit-160425/?altTemplate=ArticlePdf&download=True
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3.2.1. Scenariusz zastosowania: PtynnosS¢ finansowa i obcigzenia
MSP

Dzi$ (TA 2.0): Pani Anna prowadzi matg firme produkcyjna. Co miesiac jej ksiegowa
spedza 3 dni na przygotowaniu JPK i weryfikacji dokumentéw. Mimo rzetelnosci, fir-
ma czeka na zwrot VAT ponad 40 dni. W marcu zwrot zostat wstrzymany na dodat-
kowe 60 dni z powodu rutynowej kontroli kontrahenta. Dla Anny to zamrozone 50
000 zt, ktérych potrzebuje na zakup materiatéw. Musi korzystac z drogiego kredytu
obrotowego. Ciagta niepewnos¢ hamuje rozwaj firmy.

Jutro (TA 3.0): Firma Pani Anny korzysta z certyfikowanego oprogramowania zinte-
growanego z KSeF. System automatycznie kategoryzuje faktury. Ksiegowa poswieca
4 godziny na weryfikacje i akceptacje gotowej propozycji rozliczenia. Poniewaz sys-
tem ocenit ryzyko jako niskie, zwrot VAT trafia na konto automatycznie w ciggu 7 dni.
Anna odzyskuje ptynnos¢ 5 tygodni szybciej.

Mierniki efektu: Skrécenie czasu zwrotu VAT o 83% (z 42 do 7 dni); redukcja czasu
pracy ksiegowosci o ok. 80%.

3.3 Whnioski

® Obecny model cyfryzacji (TA 2.0) wyczerpat swoje mozliwosci. Jest
niespojny technologicznie i generuje wysokie koszty dla firm.

® Chroniczna niestabilnos¢ prawa i technologii (czeste zmiany JPK,
opo6znienia KSeF) jest jedng z gtéwnych barier dla biznesu.

® Przedsiebiorcy sa obcigzeni biurokracja i dlugim czasem oczekiwa-
nia na zwrot VAT (Srednio 42 dni), co kontrastuje z szybka obstuga
PIT (11 dni).

® Kontrole skarbowe sg diugotrwate (Srednio ponad rok dla kontroli
celno-skarbowej) i wymagaja wiekszej precyzji.

® Utrzymanie obecnego stanu grozi wzrostem kosztéw dla gospo-
darki i utrata kontroli nad infrastruktura panstwa.
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4.
I Architektura

docelowa: suwerenna
platforma podatkowa 3.0 SN

Przejscie na TA 3.0 wymaga zmiany filozofii systemu podatkowego. TA 3.0 dazy do
automatyzacji rozliczen w czasie rzeczywistym w systemach firm. Transformacja musi
opierac sie na,suwerennosci wbudowanej w projekt’, gdzie panstwo zachowuje kon-
trole nad regutami, danymi i technologia. Otwarte zasady projektowe obniza koszty,
zwiekszg pewnos¢ prawa i zapewnig niezaleznos¢ technologiczna.

4.1. Wprowadzenie: proste zasady
dla ztozonego Swiata

Fundamentem transformaciji jest architektura oparta na zasadach, ktére gwarantuja,
ze system bedzie stuzyt polskiej gospodarce, a nie interesom zewnetrznych dostaw-
cow. Niniejsza sekcja stanowi mape dla kluczowych komponentéw tej architektury:
Wspdlnego Modelu Danych (sekcja 4.2) i Prawa jako Kodu (sekcja 4.3).

4.1.1. Zasady ,suwerennosci wbudowanej w projekt”

Rekomendujemy oparcie systemu na pieciu zasadach projektowych.

Pierwszg zasadg jest otwartos¢ i interoperacyjnos¢, czyli wspdtpraca bez barier. System
powinien umozliwiac tatwa komunikacje miedzy réznymi systemami informatycznymi.
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Proponujemy, aby wszystkie cyfrowe faczniki (API) byty otwarte, publicznie udokumen-
towane oraz interoperacyjne. Zapewnia to neutralno$¢ technologiczng, nie narzucajac
rynkowi konkretnych rozwigzan. Dzieki temu kazda polska firma informatyczna, mata czy
duza, moze tworzy¢ oprogramowanie integrujace sie z systemami panstwa. Promuje to
konkurencje, obniza ceny i chroni panstwo przed uzaleznieniem od jednego dostawcy.

Druga zasada jest,Prawo jako Kod”, stanowigce jedno zrédto prawdy. Obecnie kazdy
dostawca oprogramowania sam interpretuje przepisy podatkowe, co prowadzi do sy-
tuacji, gdzie rézne systemy ksiegowe réznie liczg podatki. W rekomendowanym mo-
delu to panstwo bierze odpowiedzialnos¢ za interpretacje prawa i publikuje oficjal-
ne, cyfrowe ,reguty obliczen” (LaC). Dzieki temu wszyscy — przedsiebiorcy, ksiegowi
i urzednicy KAS - licza podatki dokfadnie tak samo. Ogranicza to spory interpretacyj-
ne i radykalnie zwieksza pewnos¢ prawa (szczegoty w sekcji 4.3).

Trzecig zasada jest wspolny jezyk danych, zapewniajacy zrozumiatos$¢ i spojnosc.
Dane z réznych zZrédet (faktury, przelewy bankowe, ZUS) méwia dzi$ réznymi jezy-
kami technicznymi. Proponujemy wprowadzenie ,wspdlnego stownika” - CDM. Ttu-
maczy on wszystkie te informacje na spdjne pojecia biznesowe. Utatwia to faczenie
informacji, redukuje btedy i jest fundamentem dla automatyzacji, dzieki czemu syste-
my panstwa ,rozumieja” dane w jednolitym standardzie (szczegéty w sekgji 4.2).

Czwartaq zasada jest stabilnos¢ i przewidywalno$¢ zmian, dajgca czas na przygotowa-
nie. Ciggte zmiany w prawie i technologii to zmora polskiego biznesu. Rekomendu-
jemy wprowadzenie zelaznej zasady: kazda zmiana w interfejsach (API) lub regutach
(LaQ), ktéra wptywa na systemy firm, powinna by¢ ogtoszona z minimum 12-mie-
siecznym wyprzedzeniem. Pozwala to firmom i dostawcom IT spokojnie zaplanowac
aktualizacje oprogramowania. Proponujemy zakonczenie praktyki wdrazania zmian
,ha ostatnig chwile’, co radykalnie obnizy koszty i stres dla MSP.

Piata zasada jest bezpieczenstwo i prywatnos¢ wbudowane w projekt, traktujgce za-
ufanie jako fundament. System centralizuje wrazliwe dane, dlatego bezpieczenstwo
i ochrona prywatnosci musza by¢ wbudowane od poczatku. Wykorzystanie SI powin-
no spetnia¢ najwyzsze standardy przejrzystosci i nadzoru. Gwarantuje to, ze decyzje
automatyczne sg objasnialne i podlegaja kontroli cztowieka.

4.1.2. Obraz docelowej architektury — ,jak to sie fgczy”

Architektura docelowa to zbiér wspotpracujacych warstw. Zapewnia to elastycznosé
i umozliwia wymiane elementéw bez przebudowy catosci.

Proces rozpoczyna sie w warstwie pozyskiwania danych, ktéra stanowi okno na
gospodarke. Tutaj system zbiera informacje o zdarzeniach gospodarczych w czasie
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zblizonym do rzeczywistego. Gtéwnymi zrédtami sg dane podaktowe, w tym KSeF,
ZUS, dane bankowe oraz dane pozyskane z wymiany informacji. Dane, co do zasady,
powinny wptywac przez bezpieczne, otwarte interfejsy (API). Administracja moze zy-
ska¢ aktualny obraz sytuacji gospodarczej, a takze szybko wykrywac zagrozenia.

Warstwa Kanonicznego Modelu Danych standaryzuje dane. CDM (4.2) ttumaczy
formaty techniczne na spdjny jezyk biznesowy. Dane sg czyszczone i weryfikowane.
Spdjne dane zmniejszajg btedy i sa fundamentem analiz.

Warstwa Prawa jako Kodu to silnik obliczeniowy. Tutaj ustandaryzowane dane sa
przetwarzane przez oficjalne, cyfrowe reguty podatkowe (LaC, opisane w 4.3). Ten,,sil-
nik pewnosci prawa” automatycznie oblicza zobowigzania podatkowe, gwarantujac
zgodno$¢ z aktualnymi przepisami. Obliczenia sg zawsze poprawne i jednolite dla
wszystkich, a przedsiebiorca ma pewnos¢, ze jego oprogramowanie stosuje te same
reguty, co system urzedu skarbowego.

Razem, CDM i LaC majg gwarantowac fundamentalng zasade sprawiedliwego syste-
mu: te same dane wejsciowe muszg zawsze prowadzi¢ do tego samego wyniku po-
datkowego, niezaleznie od tego, kto dokonuje obliczenh (przedsiebiorca czy urzad)
i jakiego oprogramowania uzywa. W praktyce oznacza to spojnos¢ na kazdym etapie
procesu,,od dokumentu do zaptaty”.

Na podstawie przetworzonych danych budowane sa konkretne ustugi i rozwigzania
oparte na SI, stuzace automatyzacji i wsparciu decyzji. Kluczowg ustugg jest wstep-
ne wypetnianie rozliczen - system sam przygotowuje propozycje podatku, a przedsie-
biorca jg tylko weryfikuje. SI wspiera ten proces oraz jest kluczowa w analizie ryzyka.
Wszystkie modele podlegaja statej kontroli jakosci i dziatajg w sposéb przejrzysty (XAl).
Kluczowe decyzje zawsze weryfikuje cztowiek. Efektem jest mniej biurokracji dla MSP,
szybsze zwroty VAT dla uczciwych firm oraz skuteczniejsza walka z oszustwami.

Wszystkie warstwy przenika warstwa tozsamosci i bezpieczenstwa, petnigca role
straznika systemu. Zapewnia ona, ze tylko uprawnione osoby i systemy maja dostep do
danych, wykorzystujac silne mechanizmy uwierzytelnienia i zaawansowane szyfrowa-
nie. Wszystkie dziatania w systemie sg rejestrowane, co zapewnia audytowalnos¢.

Cata architektura dziata w sposéb zintegrowany. Gdy przedsiebiorca wystawia faktu-
re w swoim oprogramowaniu ksiegowym (ERP), jest ona automatycznie wysytana do
KSeF. System ttumaczy jg na Wspdlny Jezyk Danych (CDM), a silnik Prawa jako Kodu
(LaC) natychmiast analizuje dane i stosuje aktualne reguty VAT. W tle Sl ocenia ryzyko
transakgji: jesli przedsiebiorca jest rzetelny, klasyfikuje go jako ,niskie ryzyko". Na ko-
niec miesigca system automatycznie przygotowuje kompletng propozycje rozlicze-
nia. Przedsiebiorca weryfikuje ja w swoim ERP (widzac dokfadnie zrédta liczb) i ak-
ceptuje jednym kliknieciem. Poniewaz ryzyko jest niskie, system automatycznie zleca
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zwrot nadptaconego VAT, ktory trafia na konto w ciagu kilku dni, bez dodatkowych
whnioskow i kontroli.

Architektura docelowa administracji podatkowej 3.0
(widok warstwowy)

Warstwa 4: Ustugi i Sl

Wstepne wypetnianie | Analiza ryzyka (XAI/HIL)

Warstwa 3: Prawo jako Kod (LaC)

Silnik obliczeniowy | Oficjalne reguty podatkowe

Warstwa 2: Wspélny Model Danych (CDM)
Standaryzacja danych | Wspdlny jezyk biznesowy
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Warstwa 1: Pozyskiwanie danych

Zrédta: KSeF, ZUS, Banki, DAC/VIDA | Interfejsy: Otwarte API

Jak czyta¢ schemat: Schemat przedstawia docelowg architekture systemu podat-
kowego w podziale na logiczne warstwy. Proces rozpoczyna sie od pozyskania da-
nych (Warstwa 1), ktére s nastepnie standaryzowane do Wsp6lnego Modelu Danych
(Warstwa 2). Na tych danych operuje silnik Prawa jako Kodu (Warstwa 3), ktéry obli-
cza zobowiazania. Wyniki sa wykorzystywane przez ustugi automatyzacji i systemy SI
(Warstwa 4). Catos¢ jest chroniona przez wszechobecng Warstwe Tozsamosci i Bez-
pieczenstwa (pionowy blok po prawej).

4.1.4. Gwarancje dla rynku i obywatela

Automatyzacja i wykorzystanie sztucznej inteligencji powinny is¢ w parze z silnymi
gwarancjami dla obywateli i firm. Budowa zaufania jest kluczowa dla sukcesu trans-
formacji. Rekomendowana architektura ma zapewnia¢ to zaufanie poprzez wbudo-
wane mechanizmy kontroli i przejrzystosci.

(30 RAPORT Ai TAX



Pierwsza jest gwarancja stabilnosci i przewidywalnosci. Parstwo powinno zo-
bowiazac sie do utrzymania stabilnosci cyfrowej infrastruktury. Kluczowg gwarancjg
jest zapewnienie co najmniej 12-miesiecznego okresu na dostosowanie sie do zmian
w interfejsach (API) i regutach (LaC). Stabilne srodowisko pozwala na dtugotermino-
we planowanie inwestycji i eliminuje kosztowne aktualizacje ,na ostatnig chwile”.

Druga jest gwarancja przejrzystosci i udziatu cztowieka. Obejmuje ona prawo do
zrozumiatego wyjasnienia (XAl). Kazda decyzja automatyczna powinna by¢ w petni
wyjasnialna; podatnik ma prawo wiedzie¢, jakie dane i requty doprowadzity do kon-
kretnego wyniku, eliminujac efekt ,czarnej skrzynki”. Proponujemy réwniez gwaran-
cje interwencji cztowieka (HIL). Algorytmy wspierajg decyzje, ale w sprawach o istot-
nych skutkach ostateczng decyzje zawsze podejmuje urzednik, a podatnik ma prawo
zazgda¢ ponownego rozpatrzenia sprawy przez cztowieka.

4.1.5. Co mierzymy (wskazniki sukcesu)

Proponujemy, aby sukces wdrozenia nowej architektury byt mierzony nie liczbg wdro-
zonych systemow IT, ale realnymi korzysciami dla gospodarki i obywateli. Kluczowe
wskazniki efektywnosci (KPI), ktdre powinny znalez¢ sie na panelu wskaznikow Mini-
stra Finanséw, koncentrujg sie na trzech obszarach.

Pierwszym jest poprawnos¢ rozliczen, mierzona odsetkiem spraw zatatwianych au-
tomatycznie, bez koniecznosci korekty lub interwencji urzednika.

Drugim jest szybko$¢ dziatania, mierzona srednim czasem zwrotu VAT dla podatni-
kéw niskiego ryzyka, gdzie rekomendowanym celem jest zejscie ponizej 7 dni.

Trzecim jest stabilnos¢ systemu, mierzona odsetkiem zmian w API i regutach LaC
ogtoszonych z 12-miesiecznym wyprzedzeniem, gdzie rekomendowanym celem jest
osiaggniecie 100%.

4.2. Wspblny model danych (CDM) — kregostup
integraciji i interoperacyjnosci

Surowe dane pochodzace z KSeF, JPK, systemow bankowych (STIR) czy wymiany mie-
dzynarodowej (DAC7/8,ViDA) sg niejednorodne i zapisane w formatach technicznych,
ktére nie odzwierciedlaja logiki biznesowej prawa podatkowego. Rozwigzaniem jest
wdrozenie Wsp6lnego Modelu Danych (CDM).
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4.2.1. Rola kanonicznego modelu danych w architekturze 3.0

Wspdlny model danych to ujednolicona, niezalezna od technologii reprezentacja kluczo-
wych obiektow biznesowych i ich relacji w domenie podatkowej. CDM nie jest fizyczng
baza danych, lecz modelem logicznym, ktéry definiuje standardowa strukture i znaczenie
danych. Thumaczy on techniczne schematy Zrédtowe na spéjne pojecia biznesowe.

Kluczowa rolg CDM jest dziatanie jako warstwa abstrakgji i stabilnosci. Uniezaleznia
on logike biznesowa od formatow zrodtowych i systemow IT, dziatajac jako warstwa
izolujaca. Zmiany w schemacie KSeF czy wprowadzenie nowych strumieni danych
wymagaja jedynie aktualizacji mechanizméw mapowania do CDM, podczas gdy
sam model i operujace na nim ustugi pozostaja stabilne. Radykalnie obnizy to koszty
utrzymania i przyspieszy wdrazanie zmian.

Z perspektywy suwerennosci technologicznej (zob. 2.3), CDM stanowi gwarancje su-
werennosci i interoperacyjnosci. Kontrola panstwa nad definicja CDM oznacza kon-
trole nad znaczeniem danych w catym ekosystemie. CDM wspiera interoperacyjnos¢
i chroni przed uzaleznieniem od dostawcéw, utatwiajac portowalnos¢ danych.

4.2.2. Zakres modelu i architektura logiczna

Zakres CDM powinien obejmowac¢ wszystkie informacje niezbedne do realizacji pro-
cesdw podatkowych, przy jednoczesnym zachowaniu zasady minimalizacji danych
(wynikajacej z RODO). Proponowana architektura logiczna koncentruje sie na czte-
rech gtéwnych filarach.

Pierwszym jest Podmiot, czyli ujednolicona reprezentacja podatnikéw i powiaza-
nych stron, obejmujaca dane identyfikacyjne, status podatkowy oraz powigzania ka-
pitatowe.

Drugim jest Transakcja (Zdarzenie Gospodarcze), reprezentujagca udokumento-
wane zdarzenia z KSeF czy transakgji transgranicznych, zawierajaca szczegéty doty-
czace przedmiotu i wartosci.

Trzecim jest Platnos¢, obejmujaca przeptywy finansowe powiagzane z transakcjami.
Obejmuje to rowniez ptatnosci sktadkowe (e-Sktadka) realizowane na indywidualny
Numer Rachunku Sktadkowego (NRS).

Czwartym jest Zobowiazanie i Rozliczenie, czyli wynik obliczen (LaC), obejmujacy
zaréwno zobowigzania podatkowe, jak i sktadkowe (ubezpieczenia spoteczne i zdro-
wotne), kwoty nalezne oraz salda kont podatkowych i sktadkowych. Uproszczona
architekture logiczng CDM przedstawia Rycina 4.2.
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Rycina 4.2. Uproszczona architektura logiczna CDM i powigzania

Systemy Zrédtowe Wspdiny Model Danych (CDM) Ustugi TA 3.0
1. Podmiot
JPK Prawo jako Kod

(LaC)

_ 2. Transakcja
STIR (Banki) Mapowanie
Uzycie
Analiza ryzyka

(S

4. Zobowigzanie

DAC/ViDA

Jak czyta¢ schemat: Schemat przedstawia logiczna strukture CDM. Systemy zrédtowe
(czerwone) dostarczajg surowych danych, ktére s3 mapowane do jednego z czterech
gtéwnych filaréw CDM (niebieskie): Podmiot, Transakcja, Ptatnos¢ i Zobowigzanie. Te
ustandaryzowane dane stanowig nastepnie ,paliwo” dla kluczowych ustug systemu
TA 3.0 (jasnoczerwone), takich jak Prawo jako Kod (LaC) czy analiza ryzyka (SI).

4.2.3. Jako$¢ danych i linia pochodzenia
(zaufanie do automatyzaciji)

W systemie opartym na automatycznym przetwarzaniu i Sl, jakos¢ danych jest kry-
tyczna. Btedne dane prowadzg do nieprawidtowych decyzji, co podwaza zaufanie do
administracji i generuje ryzyka prawne. CDM jest kluczowym narzedziem do spetnie-
nia tych wymogéw, umozliwiajac centralne definiowanie i monitorowanie regut ja-
kosci. Nalezy zdefiniowac mierzalne kryteria (KPI) obejmujgce kompletnos¢, popraw-
nos¢, spojnosc i aktualnos¢ danych.

Sukces CDM zalezy od ustanowienia silnego tadu danych i odpowiedzialnosci (zarza-
dzania danymi). Rekomendujemy powofanie Petnomocnika ds. Danych (Chief Data
Officer, CDO) w Ministerstwie Finanséw oraz sieci Opiekunéw Danych (Data Stewards)
w departamentach merytorycznych MF oraz KAS, odpowiedzialnych za jakos$¢ i defi-
nicje danych w swoich domenach.
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Rekomendujemy wdrozenie mechanizméw sledzenia linii pochodzenia danych. Po-
zwala to na petng identyfikowalnos¢ - od Zrodta surowego, przez wszystkie etapy
transformacji, az do finalnego wykorzystania danych. Linia pochodzenia jest funda-
mentem objasnialnosci decyzji (XAl) i audytu. W praktyce, analityk KAS weryfikuja-
cy rozliczenie powinien mie¢ dostep do interfejsu prezentujacego dane w formacie
CDM oraz ich petng linie pochodzenia. Moze przesledzi¢, ze dana pozycja pochodzi
zkonkretnej faktury KSeF, kiedy zostata zatadowana i jakie transformacje przeszta. Za-
pewnia to petng transparentnos¢ procesu i utatwia weryfikacje poprawnosci danych
wejsciowych.

4.2.4. Prywatnos¢ i bezpieczefistwo wbudowane w model

CDM centralizuje wrazliwe informacje finansowe i osobowe, co wymaga rygorystycz-
nego podejscia do ochrony danych. CDM powinien implementowaé zasady pry-
watnosci wbudowanej w projekt (Privacy-by-Design), w tym minimalizacje danych
i ograniczenie celu. Centralizacja danych wymaga przeprowadzenia szczegétowe;j
oceny skutkéw dla ochrony danych (DPIA).

W srodowiskach analitycznych i treningowych dla SI rekomendujemy stosowanie
technik zwiekszajacych ochrone prywatnosci (PETs). Obejmujg one pseudonimizacje
lub wykorzystanie danych syntetycznych. Rekomendujemy wdrozenie zautomatyzo-
wanych proceséw zarzadzania cyklem zycia danych (ILM), zapewniajacych usuwanie
danych po uptywie okreséw retencji.

Dostep do danych w CDM powinien by¢ scisle kontrolowany w oparciu o role i atry-
buty (model ABAC). Wszystkie operacje na danych powinny by¢ rejestrowane w nie-
usuwalnych dziennikach audytowych (np. technologia WORM). CDM utatwia réwniez
realizacje praw podatnika do wgladu w swoje dane.

4.3. ,Prawo jako Kod” (LaC) - silnik suwerennej
automatyzacji

Wdrozenie modelu Administracji Podatkowej 3.0 wymaga fundamentalnej zmiany
w sposobie, w jaki prawo podatkowe jest przeksztatcane na logike systeméw infor-
matycznych. Obecnie proces ten jest rozproszony: kazdy dostawca ERP samodzielnie
interpretuje przepisy i implementuje je w swoim kodzie. Prowadzi to do niespéjnosci,
wysokich kosztéw oraz krytycznego ryzyka uzaleznienia technologicznego - logika
dziatania panstwa jest de facto zaszyta w zamknietych systemach komercyjnych.
Koncepcja ,Prawa jako Kodu” (LaC) odwraca ten model i stanowi fundament suwe-
rennosci technologicznej w wymiarze autonomii regulacyjnej (zob. 2.3). W modelu
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LaC to panstwo odpowiada za stworzenie i publikacje oficjalnej, maszynowo wyko-
nywalnej interpretacji przepisow. Te cyfrowe reguly staja sie centralnym silnikiem au-
tomatyzacji, zapewniajac pewnos¢ prawa w erze cyfrowe;j.

4.3.1. Definicja i strategiczne znaczenie prawa jako kodu

Prawo jako kod to oficjalna, jednoznaczna i maszynowo wykonywalna reprezenta-
cja logiki prawno-podatkowej. Nie jest to automatyczne ttumaczenie tekstu ustawy,
lecz precyzyjne modelowanie regut biznesowych wynikajacych z przepiséw. Reguty
te sg zapisywane w formalnym, otwartym standardzie (np. DMN - Decision Model and
Notation lub dedykowanym jezyku dziedzinowym - DSL), zrozumiatym zaréwno dla
ekspertow podatkowych, jak i systemoéw informatycznych.

Réznica miedzy LaC a kodem dostawcy jest fundamentalna. LaC definiuje, co system
ma obliczy¢ (logike), a nie jak ma to zrobi¢ (implementacje techniczna). Dostawcy
oprogramowania wykorzystuja reguty LaC w swoich systemach, ale sama interpreta-
Cja prawa przestaje byc¢ ich domena. Eliminuje to sytuacje, w ktérych rézne systemy
ERP réznie obliczajg zobowiazania podatkowe przy tych samych danych wejsciowych.
Docelowo model ten powinien obja¢ rowniez logike obliczania sktadek na ubezpie-
czenia spoteczne i zdrowotne. Jest to szczegodlnie istotne w kontekscie ztozonosci
zasad dotyczacych podstawy wymiaru czy regut proporcjonalnego podziatu wptaty
w ramach e-Skfadki. Zapewnitoby to sp6jnos¢ miedzy systemami kadrowo-ptacowy-
mi a wymogami Zaktadu Ubezpieczen Spotecznych, redukujac btedy i koszty obstugi
po stronie ptatnikéw.

Kluczowa jest sladowalno$¢ (identyfikowalnosc), czyli powigzanie kazdej reguty
z konkretnym przepisem prawa i wskazanie wersji requt uzytej w decyzji. Niezbed-
ne jest wersjonowanie, odzwierciedlajace zmiany w prawie z zachowaniem historii.
Wreszcie, rdzen regut musi by¢ publicznie dostepny na otwartej licencji, umozliwiajac
swobodne wykorzystanie przez rynek.

Wdrozenie LaC jest strategicznym dziataniem na rzecz odzyskania kontroli nad cy-
frowg infrastrukturg panstwa. Dla rynku IT oznacza to wyréwnanie szans. Polskie
mate i srednie firmy IT moga konkurowac jakos$cig oprogramowania, bez ponoszenia
ogromnych kosztow zwigzanych z ciggta interpretacja ztozonego prawa.

4.3.2. Cykl zycia regut cyfrowych: od ustawy do wdrozenia

Zarzadzanie prawem jako kodem wymaga wdrozenia ustrukturyzowanego procesu,
ktory integruje prace legislacyjne, analityczne i inzynieryjne. Proces ten powinien
zapewniaé najwyzszg jakosc regut oraz ich synchronizacje z obowigzujgcym stanem
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prawnym. Proponowany cykl zycia regut cyfrowych rozpoczyna sie od etapu legisla-
¢ji, ktory powinien uwzglednia¢ ocene skutkdéw regulacji pod katem mozliwosci ich
kodyfikacji. Nastepnie nastepuje interpretacja i modelowanie, gdzie eksperci dziedzi-
nowi i inzynierowie dokonuja przektadu przepiséw na formalne modele decyzyjne.
Kolejnym etapem jest testowanie i walidacja, gdzie modele sa poddawane rygory-
stycznym testom i opracowywany jest zestaw publicznych testéw zgodnosci. Po za-
twierdzeniu nastepuje publikacja regut w centralnym repozytorium z odpowiednim
wyprzedzeniem (rekomendowane min. 12 miesiecy, zob. 4.3.5). Ostatnim etapem jest
wdrozenie i utrzymanie, gdzie reguly sa wdrazane w systemach KAS, konsumowane
przez systemy rynkowe i poddawane ciggtemu monitoringowi. Cykl zycia Prawa jako
Kodu (LaC) przedstawia ponizsza Rycina 4.3.

Rycina 4.3. Cykl zycia prawa jako kodu (LaC): od ustawy do wdrozenia

1. Legislacja 2. Modelowanie 3. Walidacja 4. Publikacja 5. Wdrozenie
Ocena skutkéw Przektad nareguty Testy zgodnosci Repozytorium LaC Systemy KAS i ERP

. Gwarancja: Minimum 12 miesigcy na dostosowanie rynku
Os czasu
L

Start prac Publikacja regut (4) Wejscie w zycie (5)

Jak czyta¢ schemat: Schemat przedstawia ustrukturyzowany proces zarzadzania cy-
frowymi regutami podatkowymi (LaC). Proces rozpoczyna sie juz na etapie legislagji
(1), przechodzi przez modelowanie (2) i rygorystyczna walidacje (3). Kluczowym eta-
pem jest Publikacja (4) w centralnym repozytorium, ktéra powinna nastagpi¢ z mini-
mum 12-miesiecznym wyprzedzeniem (zaznaczono na osi czasu), dajac rynkowi czas
na Wdrozenie (5).

Kluczowe jest precyzyjne zdefiniowanie rél i odpowiedzialnosci. Ministerstwo Finan-
sOw jest wiascicielem merytorycznym regut. Petnomocnik ds. Danych (CDO) w MF
powinien nadzorowac proces zarzadzania standardami LaC. Jednostka IT odpowiada
za techniczne utrzymanie repozytorium. Niezbedny jest réwniez niezalezny audyt do
okresowej weryfikacji poprawnosci regut.

4.3.3. Kluczowe artefakty: repozytorium, testy i interfejsy

Infrastruktura techniczna wspierajaca LaC skfada sie z kilku kluczowych komponen-
tow, ktdre stanowig interfejs miedzy paristwem a rynkiem IT. Pierwszym jest Central-
ne Repozytorium LaC. Jest to publicznie dostepne Zrodto prawdy, ktére powinno za-
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pewnia¢ wersjonowanie semantyczne, pozwalajace na precyzyjne sledzenie zmian.
Kazda wersja powinna mie¢ okreslony okres obowiazywania i by¢ powigzana z pod-
stawg prawna.

Drugim komponentem jest zestaw testéw zgodnosci. Jest to kluczowe narzedzie
umozliwiajace rynkowi weryfikacje poprawnosci implementacji LaC w oprogramo-
waniu komercyjnym. Definiuje on zbiér scenariuszy wejsciowych i oczekiwanych wy-
nikow. Automatyczne uruchomienie tych testéw jest podstawg procesu certyfikacji
oprogramowania ERP (zob. 5.5). Publiczna dostepnos$¢ testéw gwarantuje transpa-
rentnosc.

Trzecim komponentem sg interfejsy APl do dystrybucji regut. Reguty LaC powinny
by¢ dystrybuowane w sposéb ustandaryzowany. APl powinno umozliwia¢ automa-
tyczne pobieranie aktualnych wersji regut, metadanych oraz schematéw danych.

4.3.4.LaC a systemy SI

LaC obejmuje logike deterministyczna - taka, ktdra dla tych samych danych wejscio-
wych zawsze zwraca ten sam wynik. Systemy S| sg stosowane tam, gdzie wymagana
jest analiza probabilistyczna lub klasyfikacja. LaC i S| wspotpracuja: SI pomaga ustalic
stan faktyczny (kategoryzacja), a LaC stosuje prawo do tego faktu (obliczenie).

Deterministyczny charakter regut LaC sprawia, ze sg one w petni objasnialne. W przy-
padku zautomatyzowanych decyzji system musi rejestrowac petny slad audytowy,
obejmujacy dane wejsciowe oraz doktadng wersje regut LaC zastosowang w obli-
czeniach. Rejestrowanie tych informacji w sposob niezaprzeczalny umozliwia petna
rekonstrukcje procesu decyzyjnego. W przypadku watpliwosci, urzednik KAS ma do-
step do tego $ladu audytowego, wizualizujgcego uzyte dane i zastosowane reguty
z odniesieniem do podstawy prawnej, bez koniecznosci analizy kodu Zrédtowego.

4.3.5. Minimalne umocowanie prawne i stabilnos¢ regulacyjna

Wdrozenie koncepcji LaC wymaga precyzyjnych uzupetnien Ordynacji podatkowej,
ktére umocujg cyfrowe reguly i zagwarantuja stabilnos$¢ ekosystemu, zgodnie z za-
sadg minimalizmu regulacyjnego. Rekomendowane minimum regulacyjne obejmuje
trzy obszary (szczegoty w 6.1).

Pierwszym jest definicja i status prawny LaC, czyli ustawowe zobowigzanie Ministra

Finanséw do publikacji LaC i nadanie mu statusu zapewniajgcego ochrone prawna
podatnikom.
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Drugim jest definicja rozliczenia zautomatyzowanego, uznajgca rozliczenie w cer-
tyfikowanym oprogramowaniu opartym na LaC za rbwnowazne ztozeniu deklaracji.

Trzecim, kluczowym obszarem, jest gwarancja stabilnosci interfejsow i regut, czyli
wprowadzenie ustawowego wymogu minimalnego okresu przejsciowego (rekomen-
dowane 12 miesiecy) dla zmian w regutach LaC i interfejsach API.

4.4. Infrastruktura i bezpieczefistwo: gwarancja
suwerennosci i ciggtosci dziatania

Administracja podatkowa 3.0 to infrastruktura krytyczna panstwa, zarzadzajaca naj-
bardziej wrazliwymi danymi finansowymi. Jej zaplecze technologiczne powinno gwa-
rantowac najwyzszy poziom bezpieczenstwa, nieprzerwang dostepnosc oraz petna
kontrole panstwa nad systemem. Strategia infrastrukturalna opiera sie na dwéch fila-
rach: neutralnosci technologicznej, ktéra chroni przed uzaleznieniem od dostawcéw,
oraz modelu bezpieczenstwa,zero zaufania”.

4.4.1. Strategia infrastrukturalna: krytyczne systemy
pod kontrolg pafstwa

Rekomendujemy, aby kluczowe systemy i dane byly utrzymywane w infrastruktu-
rze pod $cista kontrolg panstwa (np. rzadowa chmura obliczeniowa). Wykorzystanie
innych rozwigzan chmurowych powinno by¢ mozliwe tylko pod rygorystycznymi
warunkami: przetwarzanie danych powinno odbywac sie na terytorium Polski, a do-
stawcy powinni spetnia¢ najwyzsze krajowe standardy cyberbezpieczenstwa.

4.4.2. Suwerennos$¢ przez neutralno$é: unikanie uzaleznienia
od dostawcy

Kluczowym elementem ochrony suwerennosci technologicznej jest neutralnos¢
chmurowa. Oznacza to, ze systemy powinny by¢ zaprojektowane w sposéb uniwer-
salny (portowalny), umozliwiajacy ich tatwe przeniesienie miedzy r6znymi dostawca-
mi infrastruktury bez koniecznosci kosztownej przebudowy. Rekomendujemy osia-
gniecie tego przez stosowanie otwartych, standardowych technologii. Dzieki temu
panstwo unika strategicznego uzaleznienia od jednego globalnego dostawcy i za-
chowuje petng swobode wyboru technologii.
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4.4.3. Architektura ,zero zaufania”: nigdy nie ufaj, zawsze weryfikuj

W obliczu wspotczesnych cyberzagrozen tradycyjne modele bezpieczenstwa sa
niewystarczajace. Rekomendujemy wdrozenie architektury ,zero zaufania” Jej pod-
stawowa zasada to brak domysinego zaufania dla kogokolwiek i czegokolwiek, we-
wnatrz i na zewnatrz systemu. Kazda préba dostepu do danych wymaga silnego
uwierzytelnienia (potwierdzenia tozsamosci) i szczegdtowej autoryzacji (sprawdze-
nia uprawnien). Dostep przyznawany jest tylko do niezbednego minimum (zasada
minimalnych uprawnien). Podziat systemu na mate, odizolowane segmenty ograni-
cza skutki ewentualnego wtamania.

4.4.4. Petna kontrola nad danymi i kluczami szyfrujgcymi

Ochrona danych wymaga zaawansowanego szyfrowania. Wszystkie dane powinny
by¢ szyfrowane - zaréwno podczas przesytania, jak i przechowywania. Strategiczne
znaczenie ma zarzadzanie kluczami szyfrujacymi, ktére dziatajg jak klucze do cyfro-
wego sejfu. Rekomendujemy, aby klucze do danych krytycznych pozostawaty pod
wyfaczna kontrola panstwa i byty przechowywane w specjalistycznych, bezpiecznych
modutach sprzetowych zlokalizowanych na terytorium Polski. Chroni to dane nawet
w przypadku fizycznego dostepu do infrastruktury przez podmiot zewnetrzny.

4.4.5. Gwarancja ciggtosci dziatania dla gospodarki

Systemy administracji podatkowej 3.0, a w szczegdlnosci KSeF, powinny dziata¢ nie-
przerwanie. Architektura powinna by¢ odporna na awarie dzieki geograficznemu roz-
proszeniu (system dziata réwnolegle w kilku lokalizacjach w Polsce). Rekomenduje-
my zdefiniowanie i publiczne gwarantowanie rygorystycznych parametréw ciggtosci
dziatania. Dla KSeF docelowe parametry to:

® Czas na przywrdcenie dziatania (RTO): ponizej 1 godziny.

® Maksymalny akceptowalny poziom utraty danych (RPO): ponizej 1 minuty.
Osiggniecie tych parametréw wymaga ciggtej replikacji danych i regularnych testéw

awaryjnych.

4.4.6. Aktywna ochrona i monitoring

Niezbedne jest aktywne monitorowanie bezpieczenstwa w celu szybkiego reago-
wania na zagrozenia. Rekomendujemy utworzenie dedykowanego centrum operacji
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bezpieczenstwa (SOC) dziatajgcego w trybie 24/7. Proces tworzenia oprogramowania
powinien obejmowac analize bezpieczenstwa tancucha dostaw (weryfikacje kompo-
nentéw zewnetrznych), a cata infrastruktura powinna podlegac regularnym, niezalez-
nym testom bezpieczenstwa.

4.5. Wnioski

® Architektura systemu musi gwarantowac¢ suwerennos$¢ panstwa,
opierajac sie na otwartosci (otwarte API) i neutralnosci technolo-
giczne;j.

® ,Prawo jako kod”(LaC) to kluczowa zmiana: panstwo publikuje ofi-
cjalne cyfrowe reguly podatkowe, co radykalnie zwieksza pewnos¢
prawa i obniza koszty dla firm IT.

® Kanoniczny model danych (CDM) ujednolica informacje z ré6znych
zrodet (np. KSeF, ZUS), co jest fundamentem dla automatyzacji
i analizy SI.

® Stabilnos¢ jest kluczowa: rekomendujemy ustawowa gwarancje
12-miesiecznego wyprzedzenia dla zmian w APl i LaC, aby dac ryn-
kowi czas na dostosowanie.

® Infrastruktura musi by¢ bezpieczna (model,zero zaufania”) i nieza-

wodna, z petna kontrolg panstwa nad danymi i kluczami szyfruja-
cymi.
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b.

I Ustugi publiczne,
sztuczna inteligencja

i interfejsy AN

Transformacja do modelu Administracji Podatkowej 3.0 (TA 3.0) fundamentalnie
przebudowuije filozofie interakcji miedzy panstwem a przedsiebiorca. Przechodzimy
od reaktywnego raportowania na portalach publicznych do ptynnej automatyzacji
bezposrednio w systemach ksiegowych firm. Ta zmiana radykalnie odcigza biznes od
biurokracji, jednoczesnie zwiekszajac skutecznos¢ kontroli dzieki wykorzystaniu SI.
Docelowo system ten ma dziata¢ jak ,tarcza dla uczciwych”, redukujac liczbe rutyno-
wych kontroli i umozliwiajac automatyczne zwroty podatku od towardéw i ustug (VAT)
w ciggu zaledwie 7 dni dla wiarygodnych podmiotéw (cel rekomendowany). Warun-
kiem sukcesu jest jednak zapewnienie petnej stabilnosci technologicznej oraz silnych
gwarancji przejrzystosci i nadzoru nad dziataniem algorytmow.

5.1. Filozofia interakcji: system ksiegowy jako
gtéwny interfejs

Model TA 3.0 odwraca dotychczasowg logike dziatania administracji skarbowej. Obec-
ny system opiera sie na czasochtonnym przetwarzaniu danych z systemoéw firmowych
do formatéw wymaganych przez panstwo i wysytaniu ich przez portale publiczne.
Nowy model maksymalnie integruje procesy podatkowe z codzienng dziatalnoscia
biznesowa. Oznacza to, ze gtéwnym interfejsem kontaktu z administracjg przestaja
by¢ portale rzagdowe, a staja sie nim systemy finansowo-ksiegowe (ERP), z ktérych
przedsiebiorcy korzystaja na co dzien. Panstwo koncentruje sie na dostarczaniu sta-
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bilnych ustug cyfrowych i jasnych regut, pozostawiajac tworzenie interfejséw uzyt-
kownika rynkowi informatycznemu.

Wizja TA 3.0 zakfada, ze ,podatek rozlicza sie sam” w tle procesédw biznesowych.
Przedsiebiorca koncentruje sie na prowadzeniu dziatalnosci, wystawiajac faktury i za-
rzagdzajac ptatnosciami w swoim oprogramowaniu. Dzieki integracji z Krajowg Admi-
nistracjg Skarbowa (KAS) oraz wykorzystaniu oficjalnych regut dostarczanych przez
panstwo, oprogramowanie na biezaco przygotowuje rozliczenia. Zamiast recznego
wypetniania deklaracji, przedsiebiorca jedynie weryfikuje i akceptuje gotowg propo-
zycje bezposrednio w swoim systemie. Dla biur rachunkowych oznacza to ewolucje
modelu pracy; automatyzacja powtarzalnych czynnosci pozwala ksiegowym skupic
sie na doradztwie i wsparciu strategicznym dla klienta. Administracja moze zyskac
natomiast wyzszg jakos¢ danych i wieksza efektywnos¢, poniewaz ustandaryzowane
dane w czasie rzeczywistym umozliwiajg szybsza analize ryzyka.

W nowym modelu rola panstwa ulega redefinicji. Administracja nie powinna konku-
rowac z rynkiem w tworzeniu oprogramowania dla profesjonalistéw, lecz stworzy¢
stabilne $rodowisko dla innowacji, wspierajac suwerennosc¢ technologiczng i rozwdj
polskich dostawcéw. Aby to osiggnaé, administracja powinna dostarczy¢ trzy funda-
menty. Pierwszym sg oficjalne reguty, czyli,Prawo jako Kod” (LaC); panstwo bierze od-
powiedzialnos¢ za interpretacje prawa i publikuje jg w formie cyfrowej, zapewniajac
jednolite stosowanie przepiséw (zob. 4.3). Drugim sg publiczne testy zgodnosci, ktére
pozwalajg dostawcom oprogramowania zweryfikowac¢ poprawnos¢ implementacji
logiki podatkowej. Trzecim fundamentem s3 stabilne i otwarte interfejsy programo-
wania aplikacji (API), czyli cyfrowe taczniki umozliwiajace komunikacje systeméw ERP
z infrastruktura KAS w sposob otwarty i neutralny technologicznie.

Fundamentem technicznym interakgji jest katalog otwartych API, ktére umozliwia-
ja automatyczng i bezpieczng wymiane danych. Katalog ten powinien obejmowac
peten zakres proceséw podatkowych. Umozliwia on systemom ERP automatyczne
pobieranie aktualnych wersji requt Prawa jako Kodu. Kluczowa ustuga jest wstepne
wypetnianie rozliczen. Pozwala ono pobrac propozycje podatku przygotowana przez
KAS. Interfejsy umozliwiajg takze biezagce monitorowanie statusu rozliczenia lub ter-
minu zwrotu podatku bezposrednio w systemie ERP. Zintegrowane ptatnosci w stan-
dardzie R2P pozwalajg na inicjowanie ptatnosci podatkowych jednym kliknieciem.
Ponadto, zgodnie z unijnymi regulacjami, interfejsy objasnialnosci (XAl) dostarczajg
ustrukturyzowane informacje o podstawach decyzji automatycznych, ktére moga
by¢ zaprezentowane w przyjaznej formie uzytkownikowi. Rycina 5.1 ilustruje przepty-
wy informacji w docelowym ekosystemie, podkreslajac centralng role systeméw ERP.
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Rycina 5.1. Przeptywy informacji w ekosystemie administracji podatkowej 3.0

Automatyczna komunikacja (Maszyna-Maszyna)

System Ksiegowy (ERP) Infrastruktura Panstwa

Otwarte API (KAS /MF)

(LaC, Prefill, R2P, XAl)
(Gtéwny interfejs profesjonalny) CDM, Analiza ryzyka (SI)

Przedsigbiorca / Ksiegowy

Dostep uzupetniajacy

Portale Publiczne

e-US, mObywatel (Obywatele, mikrofirmy)

Jak czyta¢ schemat: Schemat ilustruje filozofie interakcji w modelu TA 3.0. Gtéwnym
interfejsem staje sie system ksiegowy (ERP) przedsiebiorcy (czerwony blok), a nie por-
tale publiczne. Komunikacja miedzy systemami firm a infrastrukturg panstwa (nie-
bieski blok) odbywa sie w sposéb automatyczny za posrednictwem Otwartych API
(zielony blok centralny). Portale publiczne (fioletowy blok) petnig role uzupetniajaca
dla obywateli i mikrofirm.

Przeniesienie profesjonalnej obstugi do systemoéw ERP nie oznacza likwidacji publicz-
nych portali dostepowych. e-Urzad Skarbowy (e-US) oraz aplikacja mObywatel nadal
odgrywaja kluczowa role jako gtéwny interfejs dla obywateli i mikrofirm w zakresie
podatkéw osobistych i podstawowego kontaktu z administracjg. Podobng role w ob-
szarze ubezpieczen spotecznych petni Platforma Ustug Elektronicznych (PUE ZUS)
oraz aplikacje mobilne (mZUS). Postepujaca konsolidacja informacji panstwowych,
podkresla znaczenie spdjnej architektury zarzadzania tozsamoscia i uprawnieniami
w skali catej administracji publicznej (zob. rowniez 5.2.2). Kluczowa nowa rolg tych
platform jest funkcja centrum zgdd i uprawnien. Zintegrowane z krajowym weztem
tozsamosci elektronicznej, stang sie miejscem, w ktérym podatnik zarzadza petno-
mocnictwami cyfrowymi, precyzyjnie okreslajac, kto i w jakim zakresie ma dostep do
jego danych.

Automatyzacja proceséw wymaga nowego podejscia do wsparcia uzytkownika.
Pierwsza linig wsparcia staje sie asystent Sl (chatbot/voicebot), dostepny catodo-
bowo. Wdrazane sa réwniez nowoczesne metody uwierzytelniania, np. biometria
gtosowa (stosowana w HMRC od 2025 r.8) utatwiajaca bezpieczny dostep na info-
linii Wykorzystujac zaawansowane modele jezykowe, asystent udziela odpowiedzi

8 HM Revenue & Customs (HMRC). (2025). HMRC's Transformation Roadmap: The government’s plan to transform the tax
and customs system, lipiec 2025. Dostep: https://www.gov.uk/government/publications/hmrc-transformation-roadmap
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w jezyku potocznym, w kontekscie sytuacji danego podatnika. Odpowiedzi powin-
ny by¢ sformutowane prosto i zawiera¢ precyzyjne odnosniki do zastosowanych
regut LaC oraz wyjasnien XAl. Jednoczednie kluczowe jest zachowanie zasady
Jwsparcia cyfrowego”; system powinien zapewniac jasng i tatwo dostepna sciezke
eskalacji do konsultanta (cztowieka), co jest szczegdlnie wazne dla 0s6b o nizszych
kompetencjach cyfrowych.

5.2. Automatyzacja rozliczeh (wstepne wypetnianie
i ptatnosci zgdanie-do-zaptaty)

Rdzeniem transformacji TA 3.0 jest maksymalne odcigzenie przedsiebiorcéw od biu-
rokracji poprzez automatyzacje rozliczen i ptatnosci. Celem jest sytuacja, w ktorej
zatwierdzenie i optacenie podatkéw sprowadza sie do kilku kliknie¢ w systemie ksie-
gowym (zob. 5.1). Kluczowymi ustugami realizujgcymi te wizje sa wstepne wypetnia-
nie rozliczeh oraz zintegrowane ptatnosci w standardzie ,zadanie-do-zaptaty” (R2P).
Wdrozenie tych rozwigzan wymaga solidnych fundamentéw technologicznych oraz
jasnych gwarancji dla podatnika dotyczacych kontroli nad procesem i prywatnosci
danych.

Wstepne wypetnianie rozliczen oznacza, ze administracja skarbowa przygotowuje
kompletna propozycje rozliczenia i przesyta ja bezposrednio do systemu ERP przed-
siebiorcy. Ustuga ta dziata w tle; system na biezagco monitoruje dane i stosuje obowia-
zujace przepisy. W przypadku podatku VAT, dzieki danym z KSeF dostepnym w czasie
rzeczywistym, propozycja moze by¢ niemal w petni kompletna. W przypadku podat-
kéw dochodowych (PIT i CIT) dla MSP i jednoosobowych dziatalnosci gospodarczych
(JDG) proces jest bardziej ztozony, gdyz wymaga prawidtowego rozpoznania kosztow
uzyskania przychodu. Automatyzacja wspiera ten proces, proponujac kwalifikacje
wydatkdw, ale ostateczna weryfikacja pozostaje po stronie przedsiebiorcy lub ksie-
gowego.

Efektywno$¢ wstepnego wypetniania zalezy od jakosci danych wejsciowych. System
zasilany jest danymi z KSeF, JPK oraz rejestrow publicznych (CEIDG, KRS). Kluczowe
znaczenie, zwtaszcza dla podatkéw dochodowych, maja réwniez dane z ZUS. Obej-
muja one informacje o sktadkach na ubezpieczenia spoteczne i zdrowotne, statusach
ubezpieczeniowych oraz wyptaconych zasitkach, co jest niezbedne do prawidtowego
ustalenia podstawy opodatkowania. Kluczowym elementem, szczegdlnie dla podat-
kéw dochodowych, moze by¢ wykorzystanie wybranych danych bankowych. Dzieki
mechanizmom otwartej bankowosci (AlS — Ustuga dostepu do informacji o rachun-
ku), system moze, za wyrazng zgodg podatnika, pobrac historie transakgji z rachunku
firmowego, co umozliwia dokfadniejsze oszacowanie kosztéw. Wszystkie te dane sa
integrowane i standaryzowane za pomocg Wspdlnego Modelu Danych (zob. 4.2).,,Sil-
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nikiem” obliczeniowym s3 oficjalne reguty Prawa jako Kodu (zob. 4.3), ktére gwaran-
tuja zgodnos¢ z obowigzujacym prawem.

Mechanizm automatycznego przygotowania propozycji opiera sie na wspotpracy
dwadch technologii. Prawo jako Kod (LaC) odpowiada za logike obliczeniowg, zapew-
niajac przewidywalnos¢ i pewnos¢ prawna. Sl petni role wspierajaca tam, gdzie wy-
magana jest interpretacja lub klasyfikacja, na przyktad do automatycznej kategory-
zacji kosztéw na podstawie opisu faktury. SI pomaga ustali¢ fakty, a LaC stosuje do
tych faktow prawo. Kazdy krok procesu powinien by¢ rejestrowany, co pozwala na
pdzniejsze odtworzenie i wyjasnienie wyniku. Rycina 5.2 przedstawia uproszczong
sekwencje automatycznego procesu rozliczenia podatkowego.

Rycina 5.2. Uproszczona sekwencja automatycznego procesu rozliczenia
podatkowego (TA 3.0)

1. Dane zrédtowe 2. Przetwarzanie 3. Obliczenia 4. Propozycja 5. Akceptacja i Ptatnosé
KSeF, ZUS, CDM (Standaryzacja) Prawo jako Kod > Wstepne wypetnianie Weryfikacja w ERP

Banki (opcja) Sl (Kategoryzacja) (LaC) (Prefill API) Ptatnosé (R2P)

I
| Etapy realizowane automatycznie przez KAs:
Sy

Jak czytaé: Schemat przedstawia sekwencyjny przeptyw danych w zautomatyzowa-
nym procesie rozliczeniowym. Proces rozpoczyna sie od zebrania danych ze zrédet
(1). Nastepnie systemy KAS automatycznie przetwarzaja te dane (2) i dokonuja ob-
liczen podatkowych (3) - te etapy s podswietlone na czerwono. Wynikiem jest go-
towa propozycja rozliczenia (4), ktéra jest przesytana do systemu ksiegowego (ERP)
przedsiebiorcy. Ostatnim etapem jest weryfikacja, akceptacja propozycji i zainicjowa-
nie ptatnosci przez uzytkownika (5).

Aby przedsiebiorcy zaufali zautomatyzowanym rozliczeniom, system powinien ofero-
wac silne gwarancje prawne i techniczne. Podstawowg zasadg jest, ze wygenerowane
rozliczenie ma charakter propozycji. Podatnik powinien zawsze zachowa¢ petne pra-
wo do jej weryfikacji, korekty lub odrzucenia bez negatywnych konsekwencji. Zgodnie
zwymogami przejrzystosci algorytmicznej, podatnik musi mie¢ mozliwos¢ zrozumienia
podstawy rozliczenia. System ERP, korzystajac z interfejsow objasnialnosci (XAl), powi-
nien prezentowac w zrozumiatym jezyku wykorzystane dane zrédtowe i zastosowane
reguly LaC. Powinien takze pokazywac sposéb kategoryzacji kosztéw przez modele SI.

Podziat odpowiedzialnosci powinien by¢ jasny. Paristwo odpowiada za poprawnosc
regut LaC oraz stabilnos¢ API. Dostawca oprogramowania ERP odpowiada za prawi-
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dtowg techniczna implementacje tych regut i integracje, zgodnie z procesem cer-
tyfikacji (zob. 5.5). Podatnik lub biuro rachunkowe odpowiada za weryfikacje stanu
faktycznego, na przyktad poprawnosci kategoryzacji kosztéw, oraz ostateczng akcep-
tacje rozliczenia.

Automatyzacja obejmuje takze proces zapfaty poprzez wdrozenie standardu ,Zada-
nie zaptaty” (R2P). Mechanizm ten eliminuje koniecznos$¢ recznego wprowadzania
danych do przelewu. Po zaakceptowaniu rozliczenia w systemie ERP, automatycznie
generowane jest ustrukturyzowane zadanie zaptaty, zawierajgce wszystkie niezbed-
ne informacje. Mechanizm ten powinien umozliwia¢ agregacje réznych zobowiazan
publicznoprawnych w jednym zadaniu autoryzacji. Docelowo, przedsiebiorca powi-
nien mie¢ mozliwo$¢ zainicjowania jednym kliknieciem ptatnosci obejmujacej zaréw-
no podatki (PIT, CIT, VAT), jak i sktadki ZUS. Dzieki integracji z dojrzatym modelem
e-Skfadki, system automatycznie kieruje $rodki na odpowiednie rachunki docelo-
we — mikrorachunek podatkowy oraz indywidualny Numer Rachunku Sktadkowego
(NRS) w ZUS. Zadanie jest przekazywane do systemu bankowego, a podatnik inicjuje
ptatnos¢ jednym kliknieciem, autoryzujac transakcje bez ryzyka popetnienia btedu.
Pozwoli to skréci¢ czas obstugi zobowiazan i minimalizuje ryzyko pomytek w przele-
wach.

Automatyzacja rozliczen wigze sie z przetwarzaniem wrazliwych informacji, co wy-
maga najwyzszej dbatosci o prywatnos¢. Dostep do danych bankowych powinien
by¢ w tym kontekscie wylgcznie dobrowolny i wymagac wyraznej zgody podatnika,
ktéra mozna w kazdej chwili wycofa¢. Obowigzuje zasada minimalizacji danych: sys-
tem przetwarza tylko informacje niezbedne do przygotowania propozycji rozliczenia.
Wdrozenie tych ustug wymaga réwniez przeprowadzenia szczegétowej oceny skut-
kéw dla ochrony danych (DPIA), potwierdzajacej adekwatno$¢ mechanizméw bez-
pieczenstwa.

5.2.1. Scenariusz zastosowania: Rozliczenie i ptatno$¢ jednym
kliknieciem

Dzis (TA 2.0): Marek, programista na JDG, konczy miesigc. Musi wyeksportowac dane
z programu do fakturowania i przestac je do biura rachunkowego. Po 2 dniach otrzy-
muje wyliczenia. Nastepnie loguje sie do banku i recznie przepisuje dane do 3 od-
dzielnych przelewéw (PIT, VAT, ZUS), wielokrotnie sprawdzajac numery kont i kwoty.
Caly proces zajmuje mu tacznie okoto 3 godzin administracyjnej pracy i niesie ryzyko
kosztownej pomytki w przelewie.

Jutro (TA 3.0): Marek wystawia faktury klientom w systemie zintegrowanym z KSeF.
1-go dnia miesigca otrzymuje powiadomienie:, Twoje rozliczenie jest gotowe”. Otwie-
ra je, widzi podsumowanie (przychody, koszty wstepnie skategoryzowane, sktadki
ZUS pobrane automatycznie przez APl z PUE ZUS). Weryfikuje kilka pozycji i akcep-
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tuje propozycje (wstepne wypetnienie) jednym kliknieciem. System automatycznie
generuje zintegrowane zadanie zaptaty (R2P), obejmujace tacznie PIT, VAT oraz sktad-
ki ZUS. Marek autoryzuje te zagregowang ptatnos¢ w aplikacji bankowej drugim klik-
nieciem. Srodki s3 automatycznie rozdzielane na wtasciwe rachunki (mikrorachunek
podatkowy i NRS w ZUS). Catos$¢ zajmuje 15 minut.

Mierniki efektu: Redukcja czasu poswieconego na rozliczenia o 90% (z 3 godzin do 15
minut); 100% eliminacja btedéw przy wprowadzaniu danych do przelewdw.

5.2.2. Profil podatnika 360° i panel podatnika

Rekomendujemy wdrozenie profilu podatnika 360° — centralnego miejsca gromadze-
nia wiedzy o podatniku, integrujagcego dane z wielu zrédet (JPK, KSeF, STIR, wymiana
miedzynarodowa). Jest to narzedzie nowoczesnej administracji, zwiekszajace efek-
tywnos¢ pracy urzednikédw, wspierajace zarzadzanie ryzykiem, wykrywanie naduzy¢
i umozliwiajace proaktywne dziatania kontrolne.

Réwnolegle proponujemy uproszczony profil w formie panelu podatnika, dostepne-
go przez e-Urzad Skarbowy i aplikacje mObywatel. Intuicyjny panel powinien wizu-
alizowac graficznie m.in. kalendarz obowigzkoéw, strukture zobowigzan, historie ptat-
nosci, saldo oraz alerty. Dzieki temu podatnik ma jeden punkt dostepu do swoich
danych przedstawionych w interaktywnej formie, z wieksza przejrzystoscia, zwieksza-
jace poczucie transparentnosci administracji podatkowej.

Petna koncepcja profilu 360° i panelu podatnika opisana jest szerzej w Aneksie 10.10.

5.2.3. Transparentnos$¢ i zaufanie — ,paragon podatkowy”

Naturalnym uzupetnieniem wizji ,podatek rozlicza sie sam” jest transparentna infor-
macja zwrotna dla obywatela. W modelu TA 3.0 rekomendujemy wdrozenie ,parago-
nu podatkowego” - spersonalizowanego raportu pokazujacego, jak wptacone podat-
ki sg dystrybuowane na kluczowe obszary dziatania panstwa (np. zdrowie, edukacja,
bezpieczenstwo). Rozwigzanie to, stosowane m.in. w Australii (ATO) i Wielkiej Bryta-
nii (HMRC), wspiera budowe zaufania i wzmacnia tzw. “tax morale” (psychologiczng
sktonnos$¢ do dobrowolnej zgodnosci). Raport bytby dostepny automatycznie po roz-
liczeniu w e-Urzedzie Skarbowym. O koncepcji piszemy szerzejw 10.11.
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5.3. Zarzgdzanie ryzykiem i kontrola
(ocena ryzyka wsparta sztuczng inteligencjq) —

Transformacja TA 3.0 fundamentalnie zmienia podejscie do kontroli podatkowej.
Obecny model jest czesto reaktywny i opiera sie na analizie danych historycznych, co
prowadzi do opdzniernn w wykrywaniu oszustw i obcigzania uczciwych przedsiebior-
cow rutynowymi czynnosciami. Dzieki dostepowi do danych w czasie rzeczywistym
oraz zaawansowanym technologiom S|, mozliwe jest przejscie do proaktywnego za-
rzadzania ryzykiem. Celem jest skoncentrowanie zasobéw administracji tam, gdzie
ryzyko jest najwieksze, przy jednoczesnym zapewnieniu wsparcia dla podmiotow
dziatajacych zgodnie z prawem.

Systemy analityczne moga w sposéb ciagty oceniac zwigzane z dziatalnoscig poszcze-
golnych podmiotéw. Celem jest stworzenie ,tarczy dla uczciwych”; podmioty niskie-
go ryzyka doswiadcza znaczacego spadku liczby rutynowych kontroli. Kluczowa ko-
rzyscig sg przyspieszone zwroty VAT. Dzieki automatycznej ocenie ryzyka w czasie
rzeczywistym, mozliwe jest wdrozenie automatycznych zwrotéw (np. w ciaggu 7 dni)
dla podatnikéw o wysokiej wiarygodnosci, co poprawia ptynnos¢ finansowa firm.
Jednoczesnie system zwieksza skutecznos¢ w zwalczaniu powaznych naduzy¢, po-
zwalajac na szybszg identyfikacje zorganizowanej przestepczosci podatkowe;.

Mechanizm oceny ryzyka wsparty S| wykorzystuje pofaczenie réznych technik ana-
litycznych. System faczy deterministyczne reguly z zaawansowanymi modelami
uczenia maszynowego, ktére sg w stanie wykrywac subtelne wzorce i anomalie
wskazujace na nowe schematy oszustw. Szczegdlnie przydatne sa techniki analizy
sieci powigzan, kluczowe w wykrywaniu karuzel VAT. Wynikiem dziatania systemu
jest priorytetyzowana lista spraw wymagajacych uwagi. System wspiera analitykow
KAS, wskazujac obszary o najwyzszym ryzyku, a takze moze wysyta¢ automatyczne
»szturchniecia” (ang. nudges) do podatnikéw, aby poméc im skorygowad btedy na
biezaco. Zaawansowane narzedzia (w tym GenAl) sa réwniez wdrazane wewnetrznie
(np. w HMRC"), aby wspiera¢ efektywnosc¢ pracy kontroleréw (np. przez automatycz-
ne podsumowywanie dokumentacji).

Kluczowym elementem procesu jest obowigzkowy udziat cztowieka (HIL). Decyzje
majace negatywny wptyw na sytuacje podatnika nie moga by¢ podejmowane wy-
tacznie przez algorytmy. Analityk KAS zawsze weryfikuje sygnaty pochodzace z syste-
mu SI, ocenia kontekst i podejmuje ostateczng decyzje o dalszych dziataniach. Udziat
cztowieka jest gwarancjg odpowiedzialnego podejmowania decyzji. Rycina 5.3 ilu-
struje uproszczony proces analizy ryzyka z udziatem cztowieka i mechanizméw obja-
$nialnosci.

9 Ibidem.
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Rycina 5.3. Uproszczony proces analizy ryzyka z udziatem cztowieka (HIL)
i objasnialnoscia (XAl)

1. Dane wejsciowe

2. Analiza Sl

Wysokie Niskie
4a. Weryfikacja (HIL)

3. Ryzyko? 4b. Procesy automatyczne
(Nadzér cztowieka)

ba. Ostateczna decyzja

6a. Wyjasnienie (XAl)  SEEEEEE
Do podatnika

Jak czytac schemat: Schemat blokowy przedstawia proces zarzadzania ryzykiem
podatkowym. Dane wejsciowe (1) s analizowane przez systemy Sl (2). Jesli system
zidentyfikuje istotne ryzyko (3), sprawa jest obowigzkowo kierowana do weryfikacji
przez analityka (4a, Nadzor Cztowieka - HIL), ktéry podejmuje ostateczng decyzje (5a).
W takim przypadku podatnik otrzymuje zrozumiate wyjasnienie (6a, XAl). Jesli ryzyko
jest niskie, procesy realizowane sg automatycznie (4b).

Wykorzystanie SI w procesach kontrolnych wymaga najwyzszego poziomu przej-
rzystosci, aby zbudowac zaufanie i zapewni¢ zgodnos¢ z prawem UE. Rekomendu-
jemy wdrozenie mechanizméw objasnialnosci (XAl). W przypadku wytypowania do
kontroli lub wstrzymania zwrotu VAT, podatnik powinien otrzyma¢ zrozumiate wyja-
$nienie, wskazujace gtéwne czynniki, ktére wptynety na ocene ryzyka, przedstawio-
ne w jezyku nietechnicznym. Podatnik powinien mie¢ mozliwos¢ szybkiego przed-
stawienia wyjasnien, a w przypadku sporu gwarantowane jest prawo do kontaktu
z urzednikiem i odwotania.

Wdrozenie systemdéw oceny ryzyka wspartych SI powinno przynies¢ mierzalne ko-
rzysci, dlatego kluczowe jest zdefiniowanie i publiczne raportowanie wskaznikow
sukcesu (KPI). Wskazniki te obejmujg trafnos¢ typowania, czyli odsetek kontroli za-
konczonych wykryciem nieprawidtowosci, redukcje wskaznika fatszywych alarméw,
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co minimalizuje obcigzenia dla uczciwych firm, sredni czas zwrotu VAT dla podmio-
tow niskiego ryzyka (cel proponowany: 7 dni), oraz wskaznik kontroli rutynowych,
ktérego celem jest radykalna redukcja. Niezbedna jest takze analiza rozktadu kontroli
w celu weryfikacji braku systemowych uprzedzen. Transparentne raportowanie tych
metryk jest kluczowe dla budowania publicznego zaufania.

5.3.1. Scenariusz zastosowania: Transparentna kontrola
i objasnialno$éé (XAI/HIL)

Dzis (TA 2.0): Firma transportowa Tomasza realizuje nietypowe, duze zlecenie. KAS
automatycznie wstrzymuje zwrot VAT i wszczyna kontrole. Tomasz nie wie, co wzbu-
dzito watpliwosci — otrzymuje formalne pismo bez szczegétéw (,czarna skrzynka”).
Proces wyjasniania trwa 6 tygodni, angazujac prawnikéw i paralizujac firme. Stres
i koszty s3 ogromne, mimo ze transakcja byta legalna.

Jutro (TA 3.0): System S| oznacza transakcje jako ,podwyzszone ryzyko” Tomasz
otrzymuje natychmiastowe powiadomienie w systemie ERP z jasnym wyjasnieniem
(XAl): ,Ryzyko zwigzane z faktura nr 123 od Dostawcy X, ktéry wczoraj utracit status
czynnego podatnika VAT". Tomasz btyskawicznie przesyta korekte i wyjasnienia. Ana-
lityk KAS (HIL - nadzér cztowieka) weryfikuje sytuacje i zwalnia zwrot w ciggu 48 go-
dzin. Problem zostaje rozwigzany znacznie szybciej dzieki przejrzystosci.

Mierniki efektu: Skrécenie czasu rozwiqgzania sprawy o 95% (z 6 tygodni do 48 godzin);

petna transparentnos¢ podstaw decyzji (XAl).

5.4. Nadzor nad sztuczngq inteligencjq: jakos¢,
etyka i kontrola

Wdrozenie sztucznej inteligencji (SI) w kluczowych procesach podatkowych wyma-
ga profesjonalnego i odpowiedzialnego zarzadzania tg technologig. Modele SI nie
sg nieomylne; ich dziatanie zmienia sie w czasie i powinny by¢ stale nadzorowane,
aby dziataty skutecznie, bezpiecznie i sprawiedliwie. Aby sprosta¢ temu wyzwaniu
niezbedne jest wdrozenie scentralizowanego systemu nadzoru nad cyklem zycia SI.
System ten petni role ,centrum kontroli jakosci” dla wszystkich algorytméw, zapew-
niajac petna kontrole i rozliczalno$¢ ich dziatania.

5.4.1. Jakos¢ danych jako fundament prawny

Jakos$¢ danych jest fundamentem legalnosci i skutecznosci SI. Jesli dane wejsciowe
sg niskiej jakosci lub niekompletne, model podejmie btedne decyzje. Wspdlny model
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danych (zob. 4.2) jest kluczowy dla zapewnienia spojnosci informacji. Ochrona pry-
watnosci musi by¢ wbudowana w proces: obowigzuje zasada minimalizacji danych,
aw srodowiskach testowych nalezy stosowac dane zanonimizowane lub syntetyczne.

5.4.2. Ustrukturyzowany cykl zycia modeli Si

Zarzadzanie modelami Sl wymaga ustandaryzowanego i w petni audytowalnego pro-
cesu. System nadzoru wspiera peten cykl zycia modelu: od przygotowania danych,
przez budowe modelu, az po jego wdrozenie i utrzymanie. Kluczowym etapem jest
rygorystyczna walidacja modelu pod katem skutecznosci i potencjalnych uprzedzen.
Przed wdrozeniem systemoéw wysokiego ryzyka (takich jak ocena ryzyka podatkowe-
go) niezbedna jest akceptacja prawna i biznesowa. Konieczne jest takze opracowanie
mechanizmoéw objasnialnosci (XAl) i nadzoru cztowieka (HIL).

Rycina 5.4. Kluczowe etapy zarzadzania modelami Sl z punktami kontroli
jakosci

Akceptacija
XAliHIL

1. Przygotowanie 2.Budowa . 4. Produkcja :
danych iWalidacia gl 3 Warozenie i Monitoring 5. Wycofanie

Testy na
uprzedzenia

. Punkt kontroli jakosci (wymagana formalna akceptacja)

Monitoring
dryftu

Jak czyta¢ schemat: Schemat przedstawia standardowy cykl zycia modelu sztucz-
nej inteligencji, od przygotowania danych (1) do wycofania modelu (5). Podkreslono
kluczowe punkty kontroli jakosci (niebieskie elementy): testy na uprzedzenia (stron-
niczo$¢ algorytmiczna) na etapie walidacji (2), formalng akceptacje mechanizmoéw
objasnialnosci (XAl) i nadzoru cztowieka (HIL) przed wdrozeniem (3) oraz ciagty mo-
nitoring dryftu (zmiany jakosci dziatania) na etapie produkcyjnym (4).
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5.4.3. Monitoring ciggty i ,hamulce bezpieczehstwa”

Rzeczywistos¢ gospodarcza stale sie zmienia, co powoduje, ze modele Sl z czasem
traca na doktadnosci (zjawisko dryftu). System nadzoru petni role systemu wczesne-
go ostrzegania, automatycznie monitorujgc wskazniki jakosci dziatania algorytmoéw.
Powinny istnie¢ zdefiniowane progi alarmowe i ,hamulce bezpieczenstwa”. Jesli do-
ktadnos¢ modelu spadnie ponizej krytycznego poziomu, system powinien automa-
tycznie wstrzymac jego dziatanie i przekierowa¢ proces do weryfikacji przez cztowie-
ka. Pozwoli to zapobiec masowym btedom o powaznych konsekwencjach.

5.4.4. Rozliczalno$é i nadzér cztowieka (HIL)

W systemie opartym na S| kluczowe jest zapewnienie petnej rozliczalnosci. System
nadzoru powinien gwarantowac petng identyfikowalnos¢ (traceability) kazdej de-
cyzji. Rejestruje on doktadna wersje uzytego modelu, danych treningowych oraz
regut prawa jako kodu (LaC), ktére doprowadzity do danego wyniku. Informacje te
sg przechowywane w nieusuwalnym dzienniku audytowym. W proces powinien by¢
wbudowany skuteczny mechanizm udziatu cztowieka (HIL), decyzje o negatywnych
skutkach dla podatnika zawsze wymagajq weryfikacji przez analityka (zob. 5.3).

5.4.5. Suwerenno$¢ technologiczna w zarzqgdzaniu Sl

Wybér technologii do zarzadzania SI ma strategiczne znaczenie dla suwerennosci
technologicznej. Uzaleznienie od zamknietych rozwiagzan jednego dostawcy stanowi
ryzyko. Platforma nadzoru powinna opierac sie na otwartych standardach i prefero-
wac otwarte oprogramowanie, co zapewnia kontrole panstwa nad technologia. Klu-
czowe jest zapewnienie przenaszalnosci (portowalnosci) modeli Sl poprzez stosowa-
nie otwartych standardéw zapisu. Pozwala to na uniezaleznienie sie od konkretnych
narzedzi. Infrastruktura do trenowania i utrzymania modeli powinna znajdowac sie
pod kontrola panstwa i by¢ zlokalizowana na terytorium Polski.

5.5. Ekosystem i certyfikacja oprogramowania
(wsparcie rynku IT)

Realizacja wizji, w ktérej gldownym interfejsem jest system ERP podatnika (zob. 5.1),
zalezy od zdolnosci rynku IT do dostarczenia zintegrowanych rozwigzan. Panstwo
powinno aktywnie wspiera¢ budowe otwartego, konkurencyjnego i suwerennego
ekosystemu oprogramowania. Kluczowym narzedziem jest nowoczesny proces cer-
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tyfikacji, ktory nie powinien stanowic bariery administracyjnej, lecz gwarancje jakosci
i zaufania, promujacinnowacyjnosc i rowne szanse dla polskich firm informatycznych.

Certyfikacja oprogramowania petni role fundamentalna, potwierdzajac, ze system
ERP poprawnie realizuje funkcje automatyzacji rozliczen. Gtéwnym celem jest we-
ryfikacja poprawnosci implementacji Prawa jako Kodu (LaC), czyli oficjalnych regut
obliczania podatkéw (zob. 4.3). Daje to przedsiebiorcom gwarancje dziatania zgod-
nie z prawem. Drugim kluczowym obszarem jest bezpieczenstwo i poprawnos¢ inte-
gracji z otwartymi API: certyfikacja weryfikuje zgodnos¢ komunikacji ze standardami
bezpieczenstwa i Wspdlnym Modelem Danych (zob. 4.2). Korzystanie z certyfikowa-
nego oprogramowania powinno by¢ warunkiem dostepu do petnych korzysci, w tym
automatycznego rozliczania podatkéw (zob. 5.2).

Aby proces certyfikacji wspierat suwerennos¢ technologiczng (zob. 2.3), powinien
opierac sie na otwartosci i neutralnosci technologicznej. Kluczowym narzedziem sa
publiczne zestawy testéw zgodnosci, udostepniane przez Ministerstwo Finanséw,
ktére automatycznie weryfikujg zgodnosé oprogramowania z LaCi API. Publiczna do-
stepnosc testow gwarantuje transparentnos¢ kryteriow. Proces powinien by¢ przyja-
zny dla polskich firm IT, minimalizujac bariery wejscia.

W dynamicznym srodowisku proces certyfikacji powinien by¢ maksymalnie zauto-
matyzowany i szybki. Proponowany model ,lekkiej certyfikacji” opiera sie na auto-
matycznej weryfikacji w srodowisku testowym. Proces rozpoczyna sie od rejestracji
dostawcy i dostepu do Piaskownicy (sSrodowiska testowego symulujgcego KAS). Do-
stawca pobiera reguty LaC i testy zgodnosci, a nastepnie dostosowuje oprogramo-
wanie. Proces konczy sie uruchomieniem testéw automatycznych. W przypadku nie-
zgodnosci system generuje raport, a dostawca wprowadza poprawki i ponawia testy.
Po pomysinym przejsciu testéw, system automatycznie wydaje cyfrowy e-certyfikat,
publikowany w rejestrze. Kluczowa jest zasada proporcjonalnosci, dostosowujgca
wymagania do funkcjonalnosci systemu. Certyfikacja ma charakter ciagty i powinna
by¢ powtarzana w przypadku istotnych zmian. Rycina 5.5 przedstawia uproszczony,
zautomatyzowany proces certyfikacji.
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Rycina 5.5. Uproszczony, zautomatyzowany proces certyfikacji
oprogramowania ERP

1. Rejestracja dostawcy

2. Dostep do Piaskownicy

(Pobranie LaC i testéw)

3. Dostosowanie oprogramowania

Poprawki

4. Uruchomienie testéw automatycznych

Niezgodne

Raport bteddw

6. Automatyczne wydanie e-certyfikatu

7. Publikacja w rejestrze

Jak czyta¢ schemat: Schemat przedstawia proponowany proces certyfikacji ERP. Do-
stawca rejestruje sie (1) i uzyskuje dostep do srodowiska testowego (2), gdzie pobiera
reguty (LaC) i testy. Po dostosowaniu oprogramowania (3) uruchamia automatyczne
testy zgodnosci (4). Jesli wynik jest negatywny (5), otrzymuje raport btedéw i wpro-
wadza poprawki. W przypadku zgodnosci (5), system automatycznie wydaje e-certy-
fikat (6) i publikuje go w rejestrze (7).

Rekomendujemy wczesne udostepnianie wersji testowych: co najmniej 6 miesiecy
przed wejsciem zmian w zycie administracja powinna udostepni¢ w ,piaskownicy”
stabilna wersje testowg nowych interfejséw i testow. Administracja powinna rowniez
publikowad przejrzysty plan dziatan rozwoju ustug, pozwalajacy dostawcom na stra-
tegiczne zarzadzanie cyklem zycia produktéw.
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Aby ufatwic¢ integracje, administracja powinna zapewni¢ wsparcie techniczne przez
Portal dla Twércow Oprogramowania. Portal ten powinien zapewnia¢ komplet infor-
macji: dokumentacje API, dostep do LaC, testy zgodnosci oraz Piaskownice. Portal
powinien pehi¢ role aktywnego kanatu komunikacji, umozliwiajac zadawanie pytan
i zgtaszanie btedéw. Réwny dostep do informacji jest warunkiem uczciwej konkurencji.

Budowa zdrowego ekosystemu wymaga monitorowania jego funkcjonowania przez
publiczne wskazniki (KPI). Kluczowe metryki obejmuja mediane czasu certyfikacji (cel
proponowany: ponizej 48 godzin), liczbe certyfikowanych rozwiazan, z uwzglednie-
niem udziatu polskich MSP IT, wskaznik sukcesu testéw za pierwszym podejéciem,
stabilnos¢ ekosystemu (liczba incydentéw w oprogramowaniu produkcyjnym), oraz
regularne badania satysfakcji dostawcéw IT. Transparentne monitorowanie pozwala
na optymalizacje proceséw i budowanie zaufania miedzy administracja a rynkiem IT.

5.5.1. Scenariusz zastosowania: dostawca oprogramowania ERP
(polska firma IT)

Dzi$ (TA 2.0): Srodowisko dziatania polskiego dostawcy systeméw finansowo-ksie-
gowych jest reaktywne i kosztowne. Niestabilnos¢ przepiséw i wymagan technicz-
nych skutkuje zmianami ,w ostatniej chwili”. Zespoty wstrzymujg prace rozwojowe,
by na biezaco ,gasi¢ pozary”. Ryzyko interpretacyjne jest wysokie: to producent opro-
gramowania musi przetozy¢ niejednoznaczne przepisy na logike systemu, finansujac
doradztwo i narazajac sie na rozbieznos¢ z pézniejszym stanowiskiem organéw. Brak
stabilnych, odtwarzalnych srodowisk testowych sprawia, ze defekty jakosci ujawniaja
sie dopiero po wdrozeniu u klientéw. W praktyce znaczaca cze$¢ budzetu rozwojowe-
go idzie na utrzymanie zgodnosci zamiast na nowe funkcje.

Jutro (TA 3.0): Warunki gry stajg sie przewidywalne, a panstwo dostarcza stabilng
platforme i standardy ekosystemu. Procesy podatkowe sg ,wbudowane” w natural-
ne systemy podatnikéw i ich dostawcéw technologii (ERP, platformy), co umozliwia
zgodnos¢,zaprojektowana od poczatku” oraz decentralizacje z rola administracji jako
gwaranta jakosci i bezpieczenstwa potaczen. Dostawca ERP pracuje w 12-miesiecz-
nym cyklu zmian APl i Prawa jako Kodu, zgodnie z publicznym harmonogramem.
Ryzyko interpretacyjne maleje, bo oficjalna logika podatkowa jest publikowana jako
LaC, a zadaniem producenta jest jej poprawna implementacja techniczna. Ujedno-
licone dane w ramach wspdlnego modelu) upraszczaja integracje z ustugami KAS.
Sciezka dostosowania jest ustrukturyzowana: 12 miesiecy przed produkcja producent
analizuje harmonogram, 6 miesiecy przed produkcja otrzymuje stabilne srodowisko
testowe i nowe wersje LaC wraz z pakietem testéw zgodnosci. Zmiany sg wdrazane
i sprawdzane w Piaskownicy. Nastepnie uruchamiana jest automatyczna weryfikacja
zgodnosci; po pozytywnym przejsciu testow system wydaje e-certyfikat, a producent
udostepnia aktualizacje klientom.

UStUGI PUBLICZNE, SZTUCZNA INTELIGENCJA | INTERFEJSY E



Mierniki efektu: Stabilny cykl zmian 12 miesiecy przed produkcjq oraz dostep do sro-
dowiska testowego 6 miesiecy przed produkcjq; spadek kosztéw zgodnosci regulacyjnej
0 30-40% w horyzoncie 12-24 miesiecy od petnego uruchomienia cyklu APl i LaC (punkt
odniesienia: poziom kosztéw w 2024 r.); odsetek wydari potwierdzonych e-certyfikatem
100% dla zakresu objetego LaC; przesuniecie pracy z ,po wdrozeniu” na ,przed wdroze-
niem’; mierzone spadkiem liczby incydentéw zgodnosci u klientéw po aktualizacji.

5.6. Wnioski

® Gléwnym interfejsem kontaktu z KAS stanie sie system ksiegowy
(ERP) firmy, a nie portale publiczne.

® Panstwo dostarcza reguty (LaC) i taczniki (API).

® Automatyzacja rozliczen (wstepne wypetnianie) i ptatnosci (R2P) ra-
dykalnie zredukuje biurokracje dla MSP (cel: rozliczenie w 15 minut).

® Sztucznainteligencja (SI) zmieni model kontroli: mniej rutynowych
kontroli dla uczciwych firm (,tarcza dla uczciwych”) i szybsze zwro-
ty VAT (cel: 7 dni).

® Kazda decyzja SI musi by¢ objasnialna (XAl), a kluczowe decyzje
zawsze weryfikuje cztowiek (HIL), aby zapobiec btedom i budowac¢
zaufanie.

® Sukces zalezy od wsparcia rynku IT przez stabilne $rodowisko

(gwarancja 12 miesiecy) i lekki, automatyczny program certyfikacji
oprogramowania.
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Wdrozenie modelu Administracji Podatkowej 3.0 (TA 3.0) to nie tylko rewolucja tech-
nologiczna, ale przede wszystkim fundamentalna zmiana zasad gry miedzy pani-
stwem a gospodarka. Petna automatyzacja i wykorzystanie SI wymagaja nowych,
solidnych fundamentéw prawnych, poniewaz obecne przepisy nie s przystosowane
do realiéw cyfrowych. Rekomendowanym celem zmian prawnych jest zapewnienie
bezpieczenstwa i przewidywalnosci dla biznesu. Obejmuje to wprowadzenie ustawo-
wej gwarancji minimum 12-miesiecznego okresu przejsciowego dla zmian cyfrowych
oraz ochrone praw obywateli w kontakcie z algorytmami poprzez,Karte Praw Podat-
nika Cyfrowego". Bez tych gwarancji transformacja nie zbuduje niezbednego zaufania
spotecznego i technologicznego.

6.1. Nowelizacja Ordynaciji podatkowej
— fundamenty TA 3.0

Aby model TA 3.0 mégt funkcjonowa¢, rekomendujemy nowelizacje Ordynacji podat-
kowej (OP). Zmiany te powinny umocowac nowe mechanizmy cyfrowe, zagwaranto-
wac stabilnos¢ technologiczng oraz precyzyjnie zdefiniowaé podziat odpowiedzial-
nosci w zautomatyzowanym srodowisku. Celem jest stworzenie ram prawnych, ktére
wspierajg innowacyjnos¢, jednoczesnie chronigc interesy fiskalne panstwa i prawa
podatnikéw. (zob. 10.6)

Pierwszym krokiem jest prawne usankcjonowanie automatyzacji. Proponujemy
wprowadzenie do OP definicji ,rozliczenia zautomatyzowanego” i uznanie go za row-
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nowazne ztozeniu tradycyjnej deklaracji. Oznacza to, ze akceptacja rozliczenia w cer-
tyfikowanym systemie ksiegowym (ERP) podatnika, automatycznie przesytana do
Krajowej Administracji Skarbowej (KAS), stanowitaby moment spetnienia obowigzku
podatkowego. Cho¢ alternatywa jest wymaog akceptacji w systemie publicznym, in-
tegracja z systemami firmowymi jest bardziej zgodna z filozofig TA 3.0. Aby zapewnic
bezpieczenstwo obrotu, rozliczenie to powinno by¢ w petni audytowalne. Wymaga
to okreslenia rygorystycznych standardéw dowodowych, w tym stosowania kwalifi-
kowanego znacznika czasu oraz rejestrowania dokfadnej wersji uzytych regut cyfro-
wych w sposéb uniemozliwiajacy modyfikacje (np. technologia WORM).

Kluczowe jest umocowanie koncepcji ,Prawa jako Kodu” (LaC). Proponujemy wpro-
wadzenie ustawowego zobowigzania MF do publikacji kluczowych przepiséw w for-
mie LaC, wraz z precyzyjnym wersjonowaniem i datami obowigzywania. Aby zbudo-
waé pewnos¢ prawa, LaC powinien uzyskac status zblizony do interpretacji ogélnej:
zastosowanie sie do oficjalnych regut w certyfikowanym oprogramowaniu powinno
zapewnia¢ ochrone prawng podatnikowi. Elementem aktu wykonawczego powin-
ny by¢ takze publiczne zestawy testéw zgodnosci. Jednocze$nie nalezy zdefiniowac
szybka $ciezke korygowania btedéw w LaC oraz mechanizm ochrony podatnika
w przypadku btedu lezacego po stronie administracji.

Fundamentem zaufania rynku i warunkiem minimalizacji kosztéw dla MSP jest gwaran-
Cja stabilnosci interfejsow cyfrowych (API) i schematéw danych. Proponujemy wpro-
wadzenie ustawowej gwarancji minimalnie 12-miesiecznego okresu przejsciowego dla
wszelkich zmian w API, schematach danych (KSeF, JPK) i requtach LaC, ktére wptywaja
na systemy firm. Jest to,cyfrowe vacatio legis” Katalog wyjatkéw od tej zasady, na przy-
kfad pilny interes fiskalny lub zagrozenie bezpieczenstwa, powinien by¢ waski i precy-
zyjnie zdefiniowany. W przypadku skrécenia terminu, na administracje nalezy natozy¢
obowiagzek zapewnienia wsparcia technicznego, na przyktad poprzez rozwigzania po-
mostowe (adaptery) lub réwnolegte utrzymywanie starej i nowej wersji interfejsu.

Automatyzacja wymaga jasnego podziatu odpowiedzialnosci w procesie certyfikacji
oprogramowania ERP. Ministerstwo Finanséw odpowiada za poprawno$¢ meryto-
ryczna regut LaC i stabilno$¢ API. Dostawca ERP odpowiada za poprawng technicz-
na implementacje tych regut, weryfikowang przez automatyczne testy. Podatnik lub
ksiegowy odpowiada za poprawnos¢ stanu faktycznego, czyli danych wejsciowych.
Proponujemy wprowadzenie podstawy prawnej dla ,lekkiej’, automatycznej certyfi-
kacji, okreslajac waznos¢ e-certyfikatu dla konkretnej wersji oprogramowania i wy-
mog ciggtej weryfikacji po zmianach w prawie.

Efektywne zarzadzanie uprawnieniami w srodowisku cyfrowym wymaga umocowa-
nia prawnego dla Centralnego Rejestru Petnomocnictw dostepnego przez API. Re-
jestr ten powinien umozliwia¢ definiowanie granularnych zakreséw uprawnien, cza-
su trwania petnomocnictwa oraz logowanie kazdego dostepu. System powinien by¢
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zgodny ze standardami tozsamosci cyfrowej i zapewniac prosty mechanizm delegacji
dla mikrofirm. W celu zapewnienia przejrzystosci procesu legislacyjnego rekomen-
duje sie powotanie komitetu ds. zmian cyfrowych z udziatem reprezentantéw rynku
ERP i przedsiebiorcéw oraz wprowadzenie obowiazku prowadzenia publicznego, ma-
szynowo czytelnego rejestru wszystkich wersji LaC i API. Tabela ,Plan nowelizacji OP
(fundamenty TA 3.0)" szczegbtowo mapuje proponowane zmiany i ich cele.

6.1.1. Scenariusz zastosowania: stabilnos¢ dla rynku IT
(gwarancja 12 miesigcy)

Dzis (TA 2.0): Katarzyna jest menedzerem produktu w polskiej firmie tworzacej opro-
gramowanie ksiegowe. W listopadzie Ministerstwo Finanséw publikuje nowg struktu-
re JPK lub zmiany w KSeF, obowigzujace od stycznia (6 tygodni na wdrozenie). Zespot
programistow musi przerwac prace nad nowymi funkcjami i pracowa¢ w nadgodzi-
nach. Koszt tej nagtej aktualizacji firma szacuje na 200 000 PLN. Chaos destabilizuje
planowanie i blokuje innowacje.

Jutro (TA 3.0): Ministerstwo Finanséw publikuje nowg wersje Prawa jako Kodu (LaC)
i APl z rocznym wyprzedzeniem. Dzieki ustawowej gwarancji 12-miesiecznego vaca-
tio legis, Katarzyna ma rok na zaplanowanie prac. Jej zesp6t spokojnie wdraza reguty,
korzystajac ze stabilnego srodowiska testowego dostepnego 6 miesiecy przed termi-
nem. Aktualizacja jest gotowa na czas, bez nadgodzin i dodatkowych kosztéw. Firma
moze skupic sie na rozwoju produktu.

Mierniki efektu: Wydtuzenie czasu na dostosowanie oprogramowania (z 6 tygodni do 12
miesiecy); eliminacja nieplanowanych kosztéw IT (200 000 PLN w przyktadzie).

6.2. Karta praw podatnika cyfrowego

Transformacja oparta na danych i sztucznej inteligencji powinna is¢ w parze z silnymi
gwarancjami dla obywateli. Kluczowa jest budowa spotecznego zaufania. Systemy
SI'w podatkach, takie jak ocena ryzyka, sa klasyfikowane jako systemy wysokiego ry-
zyka, co naktada na administracje szczegdlne obowiazki. Proponowana ,Karta praw
podatnika cyfrowego” przektada te wymogi na praktyczne gwarancje, zapewniajac
ochrone praw bez tworzenia nadmiernych regulacji. (zob. 10.7)

Podstawowym prawem jest przejrzystosc dziatania administracji. Podatnik ma prawo
wiedzie¢, kiedy jego sprawy sg rozpatrywane z udziatem sztucznej inteligenciji. Infor-
macja ta bedzie prezentowana automatycznie w oprogramowaniu ERP lub e-Urze-
dzie Skarbowym. Co wazniejsze, w przypadku decyzji automatycznej, podatnik ma
prawo do zrozumiatego wyjasnienia (XAl). Wyjasnienie to powinno wskaza¢ w jezyku
nietechnicznym, jakie dane i reguty prawne (LaC) doprowadzity do konkretnego wy-
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niku, eliminujac efekt,czarnej skrzynki”. Na zadanie dostepny bedzie ,paragon algo-
rytmiczny’, czyli identyfikator wersji uzytych regut i modeli.

Kluczowa gwarancjg jest prawo do nadzoru czlowieka i skutecznego odwotania. De-
cyzje o istotnych skutkach prawnych lub finansowych, takie jak wszczecie kontroli, nie
moga by¢ podejmowane wylgcznie przez algorytmy. Wskazanie SI powinno zostac¢
zweryfikowane przez urzednika (HIL), ktéry ocenia kontekst i podejmuje ostateczna
decyzje. Jesli podatnik nie zgadza sie z wynikiem automatycznego przetwarzania, po-
winien mie¢ gwarantowane prawo zazada¢ ponownego rozpatrzenia sprawy przez
cztowieka poprzez prosta, cyfrowa sciezke odwotawcza z jasno okreslonymi terminami.

Karta gwarantuje prawo do sprawiedliwego traktowania i ochrony prywatnosci. Al-
gorytmy nie moga dyskryminowac podatnikéw ze wzgledu na cechy niemerytorycz-
ne. KAS powinna mie¢ obowiazek regularnego audytu modeli SI pod katem btedéw
i uprzedzen (stronniczos$¢ algorytmiczna). Musi takze publikowac zagregowane metryk
sprawiedliwosci. Zapewniony bedzie réwniez mechanizm zgfaszania podejrzerr doty-
czacych btedéw systemowych. Administracja moze przetwarza¢ tylko niezbedne dane,
zgodnie z zasada minimalizacji. Dostep do danych wrazliwych, na przyktad wykorzysta-
nie danych z rachunku bankowego do pomocy w rozliczeniu PIT, jest catkowicie dobro-
wolne i wymaga wyraznej zgody, ktérg mozna zarzadza¢ w panelu podatnika.

6.3. Zmiany w innych ustawach podatkowych

Poza zmianami ramowymi w Ordynacji podatkowej, konieczne jest wdrozenie celo-
wanych zmian w innych aktach prawnych. Zmiany te maja na celu stabilizacje KSeF,
umozliwienie zaawansowanego wstepnego wypetniania zeznan oraz zagwaranto-
wanie suwerennosci technologicznej panstwa poprzez strategiczne zmiany w Prawie
zamoéwien publicznych (PZP). (zob. 10.8)

W obszarze VAT kluczowa jest stabilizacja KSeF. Rekomendujemy precyzyjne uregulo-
wanie zasad postepowania w przypadku niedostepnosci systemu, wprowadzajac moz-
liwos¢ pracy w trybie offline zgwarantowanym, oknem tolerancji” na dostanie zalegtych
faktur bez sankgji. Zapewni to ciggto$¢ dziatania biznesu. Réwnolegle rekomendujemy
wprowadzenie do ustawy o VAT definicji podatnika o wysokiej wiarygodnosci, opartej
na analizie danych wspartej SI. Podatnicy ci uzyskaja prawo do przyspieszonego zwrotu
VAT, na przykfad w terminie 7 dni, co poprawi ptynnosc finansowa uczciwych firm.

Automatyzacja rozliczen podatkéw dochodowych (PIT/CIT) oraz sktadek ZUS dla
przedsiebiorcéw wymaga stworzenia podstaw prawnych do bezpiecznego faczenia
danych. Nalezy precyzyjnie okresli¢ zasady tagczenia danych z KSeF, ZUS oraz, opcjo-
nalnie, danych bankowych. Proces ten musi by¢ zgodny z RODO i wymagac szczeg6-
towej oceny skutkéw dla ochrony danych (DPIA). Jednoczesnie nalezy jednoznacznie

(60 RAPORT Ai TAX



zdefiniowad, ze wstepnie wypetnione rozliczenie jest propozycja, a nie decyzja, gwa-
rantujgc podatnikowi prawo do jej modyfikacji bez negatywnych konsekwengji.

Ochrona suwerennosci technologicznej wymaga fundamentalnych zmian w Prawie za-
moéwien publicznych. System podatkowy to infrastruktura krytyczna. PZP powinno gwa-
rantowad, ze panstwo zachowa petng kontrole nad technologig i uniknie uzaleznienia od
dostawcdw. Zamowienia powinny koncentrowac sie na publikacji otwartych standardéw
i testow zgodnosci, zamiast na zamawianiu monolitycznych systemoéw ,pod klucz”.

Niezbedne jest wprowadzenie obowigzkowych klauzul zapobiegajacych uzaleznie-
niu od dostawcy. Obejmuje to wymdg mozliwosci tatwego przenoszenia danych
i modeli SI (na przyktad przez stosowanie otwartych formatéw, zapewnienie panstwu
petnych praw do kodu wynikowego oraz obowigzek dofaczenia do uméw szczegoto-
wej strategii wyjscia. W umowach nalezy réwniez wprowadzi¢ rygorystyczne wymogi
jakosciowe (SLA) oraz kary umowne za niedotrzymanie gwarantowanej stabilnosci
interfejséw, w tym 12-miesiecznego cyklu zmian.

Proces kodyfikacji prawa (LaC) stanowi okazje do systematycznego upraszczania pra-
wa podatkowego materialnego. Nalezy wykorzystac ten proces do przegladu i elimi-
nacji skomplikowanych wyjatkéw i niejednoznacznosci, ktére utrudniaja algorytmi-
zacje, oraz do ujednolicenia definicji i stownikdéw w réznych ustawach podatkowych.

6.4. Wnioski

® Wdrozenie petnej automatyzacji wymaga pilnej nowelizacji Ordy-
nacji podatkowej, aby umocowac nowe rozwigzania cyfrowe (np.
Prawo jako kod).

® Kluczowa rekomendacjg prawng jest wprowadzenie ustawowej
gwarancji 12-miesiecznego okresu przejsciowego dla zmian w API
i schematach (,cyfrowe vacatio legis”). To fundament stabilnosci
dla biznesu.

® Nalezy wprowadzi¢ ,Karte praw podatnika cyfrowego”, gwarantu-
jaca prawo do objasnienia decyz;ji SI (XAl) i interwencji cztowieka
(HIL).

® Prawo zamoéwien publicznych (PZP) musi zosta¢ zmienione, aby

wymusic stosowanie otwartych standardéw i wprowadzi¢ klauzule
chronigce przed uzaleznieniem od dostawcow.
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® Zmiany prawne opisane w tym rozdziale stanowiag fundament bez-
piecznej i suwerennej transformacji cyfrowej systemu podatkowe-
go.

® Gwarancje stabilnosci dla biznesu, ochrona praw obywateli w kon-
takcie z Sl oraz strategiczne podejscie do zamoéwien publicznych to
niezbedne warunki budowy trwatego zaufania miedzy panstwem
a gospodarka.

® Ustawowe zagwarantowanie przewidywalnosci jest najsilniejszym
impulsem dla innowacji i konkurencyjnosci Polski w erze cyfrowej.
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7.

I Plan wdrozenia
i ekonomika /8

Transformacja do modelu Administracji Podatkowej 3.0 to nie koszt, lecz strategiczna
i wysoce opfacalna inwestycja w konkurencyjnosc polskiej gospodarki. Program zaplano-
wany na 36 miesiecy przynosi wymierne korzysci wielokrotnie przewyzszajace naktady.
Przy szacowanych catkowitych kosztach (naktady inwestycyjne i koszty operacyjne w ho-
ryzoncie 8 lat) na poziomie 7,70 mld PLN, szacowane NPV projektu wynosi 62,85 mld
PLN. Szacowany okres zwrotu inwestycji to 1,18 roku (metodologia w 10.4). Realizacja tej
zmiany wymaga jednak precyzyjnego harmonogramu, silnego przywddztwa oraz strate-
gicznego podejscia do zarzadzania technologia i wsparcia dla przedsiebiorcow.

7.1. Harmonogram i Sciezka krytyczna

Wdrozenie TA 3.0 to ztozony program, ktéry wymaga skoordynowania dziatan w czte-
rech strumieniach: technologicznym, legislacyjnym, organizacyjnym oraz wsparcia
dla ekosystemu MSP. Ponizszy harmonogram opiera sie na realistycznym scenariuszu
36-miesiecznym.

Jako punkt startowy programu (TO) przyjmujemy hipotetycznie 1 stycznia 2026 r.
W zwigzku z tym, 0$ czasu programu odpowiada konkretnym datom kalendarzowym:
® Fala 1: styczen 2026 - grudzien 2026 (miesigce 0-12)
@ Fala 2: styczen 2027 — grudzien 2027 (miesigce 12-24)
@ Fala 3: styczen 2028 - grudzien 2028 (miesigce 24-36)

Mozliwe sg wahania ram czasowych od 27 miesiecy (scenariusz ambitny) do 45 mie-
siecy (scenariusz konserwatywny).
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Fala 1 (miesigce 0-12 | 2026 r.) - Fundamenty i start KSeF
Faza ta koncentruje sie na budowie suwerennych fundamentéw. Kluczowym wyda-
rzeniem jest etapowe wdrozenie obowigzku KSeF 2°, ktore nastgpi:

® od 1lutego 2026v. - dla duzych podatnikéw (sprzedaz za 2025 r. > 200 min zt),
® od 1 kwietnia 2026 r. — dla pozostatych podmiotéw.

Dla czesci najmniejszych przedsiebiorcow przewiduje sie (zatozenie projek-
towe) okres przejsciowy do 1 stycznia 2027 .

Réwnolegle opracowany zostanie Wspdlny Model Danych (CDM), przyjeta polityka
+Otwarte API przede wszystkim”i rozpoczng sie prace nad Prawem jako Kodem (LaC)
oraz pilotazowe projekty sztucznej inteligencji (SI) z gwarancja objasnialnosci (XAl).

Fala 2 (miesigce 12-24 | 2027 r.) - Budowa ekosystemu

To etap budowy ekosystemu ustug cyfrowych w oparciu o w petni dziatajacy KSeF.
W tym czasie produkcyjnie wdrozone zostanie Prawo jako Kod dla podatku VAT oraz
uruchomiony program certyfikacji ERP. Przedsiebiorcy z sektora MSP uzyskaja dostep
do ustugi wstepnego wypetniania rozliczen VAT. Wdrozony zostanie takze system
oceny ryzyka wsparty S|, z gwarancja nadzoru cztowieka (HIL).

Fala 3 (miesigce 24-36 | 2028 r.) - Skalowanie i autonomia

To faza skalowania i autonomii. Ustugi wstepnego wypetniania zostang rozszerzone
na podatki dochodowe (PIT i CIT). Warunkiem koniecznym dla tego etapu jest za-
pewnienie stabilnych, otwartych interfejséw (API) umozliwiajacych dostep do da-
nych sktadkowych z Zaktadu Ubezpieczen Spotecznych w trybie tylko do odczytu.
Wymaga to synchronizacji harmonogramu KAS z planami modernizacji PUE ZUS oraz
udostepnienia publicznej piaskownicy dla dostawcédw oprogramowania kadrowo-
-ptacowego. Wdrozenie powinno opiera¢ sie na istniejagcych wzorcach integracyj-
nych, takich jak ustuga pobierania raportéw e-ZLA, rozwijajac je w kierunku petnej
standaryzacji. W petni wdrozony zostanie system pfatnosci jednym kliknieciem (R2P).
Podatnicy uzyskaja publiczny dostep do wyjasnien decyzji SI (XAl).

Sciezka krytyczna programu, czyli sekwencja zadan decydujacych o terminowosci ca-
tego wdrozenia, jest jasno zdefiniowana. Punktem wyjscia jest stabilizacja prawna
i techniczna KSeF w 2026 r. Nastepnie kluczowe jest zdefiniowanie LaCi CDM. Kolej-
nym krytycznym elementem, obarczonym ryzykiem legislacyjnym, jest nowelizacja
Ordynacji podatkowej. Dopiero po spetnieniu tych warunkéw rynek IT moze rozpo-
cza¢ rozwdj i certyfikacje oprogramowania ERP, co jest niezbedne do uruchomienia
ustug wstepnego wypetniania. Rycina 7.1 ilustruje harmonogram i zaleznosci miedzy
zadaniami.

20 Ministerstwo Finanséw. (2024b). Podsumowanie audytu KSeF (Zawiera ustalenie nowych terminéw obowigzku
KSeF: 1.02.2026 / 1.04.2026). Dostep: https://www.gov.pl/web/finanse/podsumowanie-audytu-ksef
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Rycina 7.1. Harmonogram wdrozenia TA 3.0 (wykres Gantta, 36 miesiecy)

Fala 1(2026): fundamenty Fala 2 (2027): ekosystem Fala 3 (2028): skalowanie

1. Technologia
Stabilizacja KSeF

CDM i Otwarte API

Prawo jako Kod (LaC)
SI(XAI/HIL)

2. Legislacja
Nowelizacja OP

3. Organizacja
Powotanie CDO

4. Ekosystem
Certyfikacja ERP

Wsparcie MSP

5. Ustugi

"

x) Kamie‘i milowy

Wstepne wypetnianie VAT
Wstepne wypetnianie PIT/CIT Z4danie ‘ M

Jak czytac wykres: Wykres Gantta przedstawia harmonogram wdrozenia programu TA
3.0 w ciggu 36 miesiecy, podzielony na trzy fale (kolorowe pasy na gérze) i cztery strumie-
nie tematyczne (po lewej). Poziome paski pokazuja czas trwania poszczegélnych zadan.
Czerwone znaczniki (M1-M5) wskazuja kluczowe kamienie milowe programu, takie jak
obowigzkowy KSeF (M1) czy uruchomienie wstepnego wypetniania rozliczen (M4, M5).

7.2. Ekonomika, koszty i korzysci

Analiza ekonomiczna potwierdza, ze program TA 3.0 jest wysoce optacalng inwesty-
cja. Analiza uwzglednia petne koszty wdrozenia oraz przyjmuje ostrozne zatozenia
dotyczace korzysci, w szczegolnosci w zakresie redukcji obcigzer administracyjnych
MSP oraz aktualnych danych o lukach podatkowych (VAT 6,9%; CIT 25% - zatozenia
w 10.4). Przy catkowitych kosztach (inwestycyjnych oraz operacyjnych w horyzoncie
8 lat) wynoszacych 7,70 mld PLN (obejmujacych koszty IT, wsparcie MSP i infrastruk-
ture), analiza wskazuje, ze program generuje warto$¢ biezaca netto (NPV w horyzon-
cie 8 lat) na poziomie 62,85 mid PLN.

Wedtug szacunkéw autordw, inwestycja zwraca sie w ciggu 1,18 roku. Ten okres
zwrotu uwzglednia fakt, ze korzysci nie pojawiajg sie natychmiast, lecz narastaja
stopniowo w miare wdrazania kolejnych fal programu i adopcji rozwigzan przez ry-
nek (tzw. krzywa wdrozenia).
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Korzysci ptyng z dwdch gtéwnych Zrédet: fiskalnego (uszczelnienie systemu) oraz
spoteczno-ekonomicznego (odcigzenie MSP).

Korzysci fiskalne stanowia gtéwny motor zwrotu z inwestycji dla sektora publicznego.
Dzieki danym w czasie rzeczywistym (KSeF) i zaawansowanej analityce (Sl), mozliwe
jest dalsze uszczelnienie systemu podatkowego. Przy zatozeniu umiarkowanej sku-
tecznosci w redukgcji luki VAT i CIT, analiza wskazuje, ze program generuje dla budze-
tu dodatkowe 6,39 mld PLN rocznie. Do tego dochodza oszczednosci wynikajace ze
wzrostu efektywnosci Krajowej Administracji Skarbowej (KAS), szacowane na 0,80
mld PLN rocznie. £aczne szacowane roczne korzysci fiskalne wynosza 7,19 mid PLN.

Korzysci spoteczno-ekonomiczne wynikajg z radykalnego odciazenia przedsiebior-
cow od biurokracji. Automatyzacja rozliczen (LaC i wstepne wypetnianie) przynosi
wymierne oszczednosci czasu dla ponad 2 milionéw firm. Roczne oszczednosci z ty-
tutu redukgji obciazen administracyjnych dla gospodarki szacowane sa na 7,19 mid
PLN (wartos¢ w scenariuszu bazowym, oparta na ostroznych zatozeniach). Dodatko-
we korzysci przynosi uproszczenie pfatnosci (R2P), szacowane na 1,03 mld PLN rocz-
nie. taczne szacowane roczne korzysci w stanie docelowym wynoszg 15,41 mid PLN.

Analiza wrazliwosci identyfikuje kluczowe ryzyka wptywajgce na wynik finansowy
programu. Najwiekszym zagrozeniem sg op6Znienia we wdrozeniu, szczegdlnie KSeF.
Kluczowymi warunkami sukcesu sg stabilno$¢ prawna i technologiczna (gwarancja
12 miesiecy), ktdra jest niezbedna dla inwestycji rynku IT, zdolno$¢ do efektywnego
wykorzystania danych z KSeF do analizy ryzyka, oraz aktywne wsparcie adopcji roz-
wigzan w sektorze MSP.

7.3. Model zarzgdzania, zamoéwienia i adopcija

Transformacja TA 3.0 to fundamentalna zmiana sposobu dziatania panstwa. Jej skala
wymaga silnego przywddztwa, nowego podejscia do zakupdw technologii oraz stra-
tegicznego planu wsparcia dla przedsiebiorcéw i urzednikéw. Bez tych elementéw
nawet najlepsza architektura pozostanie tylko teoria.

7.3.1. Struktura zarzgdzania: silne przywédztwo i wspotpraca

Sukces programu zalezy od jasnego podziatu odpowiedzialnosci i zdolnosci do szyb-
kiego podejmowania decyzji. Rekomendujemy powotanie w Ministerstwie Finansow
Petnomocnika ds. Danych (CDO - Chief Data Officer). Powinien on petni¢ role wta-
Sciciela biznesowego programu TA 3.0, dysponujac silnym mandatem do dziatania
w poprzek struktur. CDO odpowiada za spdjnos¢ architektury, standardy danych
(CDM), rozwdj Prawa jako Kodu (LaC) oraz nadzér nad sztuczng inteligencja.
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Nadzor strategiczny powinien sprawowac Komitet Sterujgcy. Krytyczne jest wigcze-
nie w jego sktad statej reprezentacji strony spotecznej: przedstawicieli organizacji
przedsiebiorcéw (MSP), branzy IT (dostawcéw ERP) oraz srodowiska ksiegowych.
Taka struktura zapewnia biezace sprzezenie zwrotne z rynkiem, buduje zaufanie i mi-
nimalizuje ryzyko oderwania projektu od realiéw gospodarczych. Realizacja progra-
mu powinna odbywac¢ sie w modelu zwinnym, co oznacza dostarczanie dziatajgcych
rozwigzan w krétkich cyklach i ciggte dostosowywanie planow.

7.3.2. Budowa i ochrona kompetencji wewnetrznych

Suwerennos$¢ technologiczna nie jest mozliwa bez silnych kompetencji wewnatrz ad-
ministracji. Dtugotrwate zlecanie kluczowych zadan na zewnatrz prowadzi do erozji
wiedzy i uzaleznienia od wykonawcéw. Rekomendujemy strategiczne inwestowanie
w rozwoj kompetencji wewnetrznych w KAS i MF w krytycznych obszarach. Obej-
muje to architekture korporacyjng (zdolnos¢ do projektowania systemoéw i nadzoru
nad dostawcami), analize danych i sztuczng inteligencje (kompetencje do budowy
i walidacji modeli Sl), cyberbezpieczenstwo (wewnetrzne Centrum Operacji Bezpie-
czenstwa - SOC) oraz inzynierie Prawa jako Kodu (interdyscyplinarne zespoty faczace
wiedze prawna i techniczng). Kluczowe role architektoniczne i analityczne powinny
by¢ obsadzone przez pracownikédw administracji, co wymaga stworzenia atrakcyj-
nych warunkéw zatrudnienia dla ekspertéw IT w sektorze publicznym.

7.3.3. Wsparcie dla MSP: zapewnienie powszechnej adopcji

Sukces transformacji zalezy od zdolnosci ponad 2 milionéw matych i $rednich przed-
siebiorstw do adaptacji do nowych wymogdw (KSeF) i skorzystania z automatyzacji.
Brak wsparcia grozi wykluczeniem technologicznym i niska adopcja. Rekomenduje-
my uruchomienie Narodowego Programu Wsparcia Cyfrowego, obejmujacego dwa
filary.

Pierwszym filarem jest wsparcie finansowe w formie voucheréw na zakup lub aktuali-
zacje certyfikowanego ERP oraz na ustugi doradcze i szkoleniowe. Rekomenduje sie
uruchomienie programu wsparcia dla MSP. Drugim filarem jest wsparcie edukacyjne,
obejmujace szeroka kampanie informacyjng i cykl bezptatnych szkoleh wyjasniaja-
cych zmiany w prostym jezyku. Jednak najwazniejszg forma wsparcia jest zapewnie-
nie przewidywalnosci: ustawowa gwarancja 12-miesiecznego okresu przejsciowego
dla zmian w API i prawie (zob. 6.1) radykalnie obniza koszty i stres dla MSP.
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7.3.4. Zmiana organizacyjna w KAS: od kontrolera do analityka

Wdrozenie TA 3.0 wymaga gtebokiej zmiany organizacyjnej wewnatrz KAS. Auto-
matyzacja proceséw manualnych i wdrozenie analizy ryzyka opartej na Sl zmieniaja
charakter pracy urzednikéw. Kluczowym elementem zarzadzania zmiang jest inwe-
stycja w rozwdj pracownikéw poprzez programy przekwalifikowania. Zmiana profilu
kompetencji idzie w kierunku: od kontrolera weryfikujgcego dokumenty do anality-
ka danych, potrafigcego interpretowac wskazania systeméw Sl i podejmowac decy-
zje w ztozonych sprawach (rola nadzoru cztowieka). Transformacja wymaga rowniez
zmiany kultury organizacyjnej na kulture oparta na danych, gdzie decyzje na wszyst-
kich szczeblach sa podejmowane w oparciu o analize faktow.

Przedstawiony plan wdrozenia i analiza ekonomiczna dowodzg, ze transformacja TA
3.0 jest wykonalna w zatozonym horyzoncie czasowym i stanowi jedng z najbardziej
rentownych inwestycji publicznych w ostatnich dekadach. Silne przywdédztwo, stra-
tegiczne zarzadzanie suwerennoscig technologiczng i koncentracja na potrzebach
MSP sg gwarancja sukcesu tego programu. To inwestycja w nowoczesne panstwo
i przyszto$¢ polskiej gospodarki.

7.4. Wnioski

® ProgramTA 3.0 jest zaplanowany na 36 miesiecy (2026-2028) i po-
dzielony na trzy fale: fundamenty, budowa ekosystemu i skalowa-
nie.

® Inwestycja jest wysoce optacalna (NPV 62,85 mid PLN) przy kosz-
tach 7,70 mld PLN i zwraca sie szybko (1,18 roku).

® Kluczowe jest silne przywodztwo (rola petnomocnika ds. danych -
CDO) i wspétpraca z rynkiem (przedsiebiorcy, branza IT).

® Polityka zamoéwien publicznych musi wspiera¢ suwerennos¢ przez
odejscie od wielkich systeméw na rzecz modutéw i otwartych API.

® Niezbedne jest wsparcie dla MSP oraz inwestycja w kompetencje
analityczne wewnatrz KAS.
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8.

Y Ryzyka,

8.1. Analiza wrazliwosci i ryzyka

nadzér i etyka SN

Program transformacji do modelu Administracji Podatkowej 3.0, mimo wysokiej ren-
townosci, jest przedsiewzieciem o wysokim stopniu ztozonosci i ryzyka. Proaktywne
zarzadzanie tymi ryzykami jest warunkiem koniecznym sukcesu. Analiza identyfikuje
sze$¢ kluczowych zagrozen strategicznych i technicznych, ktére moga wptynaé na
harmonogram, koszty oraz zdolnos$¢ do osiggniecia zatozonych celéw. Wizualizacja
tych zagrozen na,mapie ryzyka” oraz w analizie wrazliwosci programu TA 3.0 (zob. Ry-
cina 8.1) ilustruje ich potencjalny wptyw. Najwyzszy priorytet maja ryzyka zwigzane
z utratg suwerennosci technologicznej oraz cyberbezpieczenstwem, ktérych mate-
rializacja miataby krytyczne konsekwencje dla stabilnosci panstwa.

Rycina 8.1. Analiza wrazliwosci programu TA 3.0 (wplyw ryzyk na NPV,
mid PLN).

Redukcja luki VAT (+/-

Redukcja obcigzer MSP (+/- 20 pkt proc.) -8,90

Opdznienie wdrozenia (6 mies.) -4,20

10 pkt proc.) -9,59 +9,58

+8,90

Stopa dyskontowa (+1 pkt proc.) -2,97

Koszty inwestycyjne (+20%) -0,68

40

50 60 70 80

Warto$¢ NPV (mid PLN)
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Jak czyta¢ wykres: Wykres tornado przedstawia wyniki analizy wrazliwosci, poka-
zujac, ktére czynniki majg najwiekszy wptyw NPV projektu (linia pionowa wskazuje
bazowe NPV: 62,85 mld PLN). Dtugo$¢ paska odpowiada skali wptywu danego czyn-
nika na wynik. Czerwone paski wskazujg wptyw negatywny (ryzyka), a niebieskie po-
zytywny (szanse).

Ryzyko utraty suwerennosci technologicznej i uzaleznienia od dostawcy jest ocenia-
ne jako wysoce prawdopodobne o krytycznym wptywie. Materializacja tego ryzyka
prowadzi do utraty kontroli nad infrastrukturg krytyczng, wzrostu kosztéw utrzyma-
nia oraz ograniczenia zdolnosci panstwa do modyfikacji systemu. Dziatania mityguja-
ce obejmuja bezwzgledne stosowanie zasad ,suwerennosci wbudowanej w projekt”
(zob. 4.1), wdrozenie polityki ,Otwarte APl przede wszystkim’, strategiczne zmiany
w Prawie zamowien publicznych (PZP) wymuszajace portowalno$¢ (zob. 6.3) oraz
systematyczng budowe kompetencji wewnetrznych (zob. 7.3.3).

Ryzyko cyberbezpieczenstwa i wycieku danych jest réwniez wysoce prawdopodob-
ne o krytycznym wptywie. Centralizacja wrazliwych danych finansowych zwieksza
atrakcyjnos¢ systemu jako celu atakow. Skutki naruszenia bezpieczenstwa obejmuja
utrate zaufania publicznego, konsekwencje prawne i destabilizacje finansowa. Mity-
gacja opiera sie na wdrozeniu architektury ,zero zaufania” (ZTA), stosowaniu silnego
szyfrowania z kontrola nad kluczami kryptograficznymi (HSM/KMS w Polsce) oraz
utrzymaniu dedykowanego Centrum Operacji Bezpieczenstwa (SOC 24/7) (zob. 4.4).

Ryzyko btedéw i uprzedzen algorytmicznych (stronniczos$¢ algorytmiczna) w syste-
mach sztucznej inteligencji jest oceniane jako srednio prawdopodobne o wysokim
wptywie. Wadliwe dziatanie modeli S| moze prowadzi¢ do niesprawiedliwych decyzji,
dyskryminacji oraz naruszen prawa. Dziatania ochronne koncentruja sie na zapew-
nieniu wysokiej jakosci danych i wdrozeniu profesjonalnej platformy do zarzadzania
cyklem zycia modeli SI (MLOps) (zob. 5.4). Kluczowe jest obowigzkowe stosowanie
mechanizméw objasnialnosci (XAl) i nadzoru cztowieka (HIL) (zob. 5.3) oraz regular-
nych, niezaleznych audytach.

Ryzyko oporu spotecznego i braku zaufania, zwigzane z obawami o prywatnos¢ i nad-
mierng inwigilacje, jest $rednio prawdopodobne o wysokim wptywie. Brak akceptacji
spotecznej moze prowadzi¢ do niskiej adopcji rozwigzan i kryzysu politycznego. Mi-
tygacja wymaga petnej transparentnosci dziatania algorytmow (XAl), rygorystyczne-
go przestrzegania przepiséw o ochronie prywatnosci, wdrozenia ,Karty Praw Podat-
nika Cyfrowego” (zob. 6.2) oraz jasnej strategii komunikacji podkreslajacej korzysci
i gwarancje dla obywateli.

Ryzyko niestabilnosci politycznej i legislacyjnej jest oceniane jako wysoce prawdo-

podobne o wysokim wptywie. Brak dtugoterminowego strategicznego konsensusu
oraz czeste zmiany prawa i priorytetéw moga prowadzi¢ do opdznien, niespojnosci
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wdrozenia i utraty zaufania rynku. Kluczowym dziataniem mitygujagcym jest wpro-
wadzenie do Ordynacji podatkowej ustawowej gwarancji 12-miesiecznej stabilnosci
interfejséw API i regut Prawa jako Kodu (zob. 6.1).

Ryzyko wykluczenia matych i $rednich przedsiebiorstw (MSP) i niskiej adopcji rozwia-
zan jest srednio prawdopodobne o wysokim wptywie. Brak zdolnosci MSP do ada-
ptacji uniemozliwi osiggniecie zaktadanych korzysci ekonomicznych z tytutu reduk-
¢ji biurokracji. Dziatania ochronne obejmuja uruchomienie Narodowego Programu
Wsparcia Cyfrowego (vouchery na oprogramowanie, szkolenia) (zob. 7.3.3) oraz za-
pewnienie stabilnego i przewidywalnego $rodowiska dla inwestycji. Systematyczne
monitorowanie i zarzadzanie zidentyfikowanymi ryzykami jest kluczowym zadaniem
kierownictwa programu i warunkiem bezpiecznej realizacji transformacji.

8.2. Nadzér publiczny i etyka SI

Wdrozenie systemu opartego na sztucznej inteligencji, ktéry podejmuje decyzje wpty-
wajace na sytuacje finansowg obywateli i firm, wymaga ustanowienia silnych mechani-
zmdw nadzoru publicznego i niezaleznego audytu. Rekomendujemy, aby administra-
cja aktywnie demonstrowata jakos¢ i sprawiedliwos¢ dziatania algorytmoéw poprzez
publikacje mierzalnych wskaznikéw i poddanie sie zewnetrznej kontroli.

Kluczowym elementem budowy zaufania jest zapewnienie spotecznego nadzoru nad
etycznymi aspektami wykorzystania SI. Rekomenduje sie powotanie niezaleznego
ciata doradczego - Rady ds. Etyki SI w Podatkach. W jej sktad powinni wejs¢ eksperci
ds. etyki, prawa i technologii, przedstawiciele organizacji przedsiebiorcéw (MSP) oraz
organizacji pozarzadowych strzegacych praw obywatelskich, a takze przedstawiciele
Urzedu Ochrony Danych Osobowych (UODO). Zadaniem Rady bytoby opiniowanie
planowanych wdrozen SI wysokiego ryzyka, przeglad wynikéw audytéw algoryt-
micznych oraz monitorowanie wptywu systemoéw na prawa podstawowe.

Transparentnos¢ operacyjna jest fundamentem zaufania do infrastruktury cyfrowej
panstwa. Rekomendujemy, aby administracja publicznie gwarantowata i raportowata
jakos¢ dostarczanych ustug cyfrowych. Nalezy uruchomi¢ ,Publiczny panel wskazni-
koéw jakosci TA 3.07 (zob. 10.9), prezentujacy w czasie rzeczywistym kluczowe wskazni-
ki (SLO/SLA). Powinny one obejmowac metryki dostepnosci i wydajnosci krytycznych
interfejsow, takich jak KSeF APIi APl do wstepnego wypetniania rozliczen. Publiczne
monitorowanie tych danych pozwala rynkowi IT i przedsiebiorcom weryfikowac sta-
bilnos¢ systemu.

Szczegdlnej przejrzystosci wymaga dziatanie sztucznej inteligencji. Sama objasnialnos¢

indywidualnych decyzji (XAl) jest niewystarczajaca. Administracja powinna zobowigzac
sie do kwartalnej publikacji zagregowanych ,publicznych metryk jakosci SI". Metryki te
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powinny obejmowac wskazniki trafnoéci oceny ryzyka (np. odsetek fatszywie pozytyw-
nych wskazan, ktére obcigzaja uczciwe firmy). Powinny takze zawiera¢ wyniki analizy
uprzedzen algorytmicznych (stronniczo$¢ algorytmiczna) oraz wskaznik interwengji
cztowieka (HIL). Pokazuje on, jak czesto urzednicy koryguja decyzje algorytmow.

Rozliczalno$¢ systemu wymaga zapewnienia skutecznych i szybkich procedur od-
woftawczych. Karta Praw Podatnika Cyfrowego” (zob. 6.2) gwarantuje prawo do od-
wofania od decyzji automatycznych i zadania interwencji cztowieka. Nalezy wdrozy¢
uproszczong, cyfrowg $ciezke odwotawczg z jasno okreslonymi terminami. Skutecz-
nos¢ tego mechanizmu réwniez powinna by¢ mierzona i publicznie raportowana, na
przyktad poprzez Sredni czas rozpatrzenia odwotania.

8.3. Wnioski

® Najwiekszymi zagrozeniami dla programu sa: ryzyko utraty suwe-
rennosci technologicznej (uzaleznienie od dostawcéw) oraz cyber-
bezpieczenstwo.

® Wymagaja one aktywnego zarzadzania.

® Btledy i stronniczos¢ w algorytmach SI stanowia powazne ryzyko
dla sprawiedliwosci systemu.

® Nalezy wdrozyc¢ silne mechanizmy kontroli jakosci i audytu.

® Aby zbudowac zaufanie publiczne, niezbedny jest niezalezny nad-
z6r (np. Rada ds. Etyki Sl) i pelna transparentnosc.

® Administracja powinna publicznie raportowac jakos$¢ ustug cyfro-
wych (SLA) oraz metryki sprawiedliwosci dziatania SI.
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9.

I Doswiadczenia
globaine SN

9.1. Analiza poréwnawcza: co kopiowac,
czego unikaé

Polska nie wdraza Administracji Podatkowej 3.0 w prézni. Analiza miedzynarodowych
doswiadczen w cyfryzacji podatkéw dostarcza bezcennych lekcji, pozwalajgc na ada-
ptacje sprawdzonych rozwigzan i unikniecie kosztownych btedéw popetnionych
przez inne kraje. Kluczowe jest jednak krytyczne podejsécie do transferu doswiadczen,
uwzgledniajace specyfike polskiego systemu prawnego, skale gospodarki oraz stra-
tegiczny cel zachowania suwerennosci technologiczne;.

Estonia jest globalnym liderem administracji cyfrowej i kluczowym punktem odnie-
sienia. Jej sukces opiera sie na fundamentalnych zasadach wdrozonych na wczesnym
etapie transformacji. Rekomendujemy, aby Polska zaadaptowata estonska zasade
Jylko raz” (Once-Only Principle), ktéra od 2007 roku prawnie zabrania administracji
zadania od obywatela lub firmy danych, ktére panstwo juz posiada?. Wymusza to
integracje systeméw i realnie odcigza obywateli; estonscy przedsiebiorcy poswieca-
ja na rozliczenia podatkowe znacznie mniej czasu niz srednia OECD. Kluczowe jest
rowniez estonskie podejscie do tozsamosci cyfrowej jako fundamentu ustug publicz-
nych. Polski system (mObywatel/elDAS) powinien dazy¢ do podobnego poziomu in-
tegracji. Inspiracjg jest takze filozofia Prawa jako Kodu (LaC), ktéra zapewnia spojnos¢

21 Estonia. (2000). Avaliku teabe seadus (Public Information Act), § 28(1). Dostep: https://www.riigiteataja.ee/en/
€li/529032019012/consolide
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dziatania administracji. Nalezy jednak pamieta¢, ze estonskie rozwigzania muszg zo-
stac przeskalowane do warunkéw znacznie wiekszego panstwa i bardziej ztozonego
systemu prawnego.

Wiochy i Hiszpania dostarczajg dowodéw na skutecznos$¢ danych w czasie rzeczywistym
w walce z lukg VAT. Whoski system obowigzkowego e-fakturowania (SDI), dziatajagcy w mo-
delu centralnego zatwierdzania (clearance) od 2019 roku i rozszerzony na MSP do 2024
roku?, przyczynit sie do radykalnej redukgji luki VAT. W samym tylko 2021 roku luka we
Wioszech spadta o 10,72 punktu procentowego (12,7 mld EUR)*, a taczne zmniejszenie
luki miedzy 2018 a 2022 rokiem wyniosto blisko 19 mld EUR**. Wiochy wdrazaja rowniez
wstepnie wypetniane deklaracje VAT w oparciu o dane z SDI. Hiszpanski system raporto-
wania niemal rzeczywistego (Sll), obowiazujacy od 2017 roku dla duzych firm%, réwniez
przyczynit sie do spadku luki VAT w tym kraju z 5,9% w 2018 roku do 3,7% w 2022 roku?*.
Polska powinna kopiowa¢ wykorzystanie danych z e-faktur (KSeF) do szybkiej analizy ry-
zyka i automatyzacji (np. wstepne wypetnianie VAT, wzorowane na hiszparnskim Modelo
303%).Wdrozenie e-fakturowania przynosi takze korzysci biznesowe: wedtug badan cyto-
wanych przez HMRC, moze ono skrdcic¢ czas przetwarzania faktur o potowe i zredukowac
opdznienia w ptatnosciach o 20%%.

Nalezy jednak unikna¢ btedéw wdrozeniowych, takich jak poczatkowe problemy
z wydajnoscia systemu we Wioszech oraz niedostateczne wsparcie dla MSP na starcie
transformacji, ktére stanowito wyzwanie dla adaptacji %.

Najwazniejszg przestroga dla wdrazania sztucznej inteligencji w administracji jest
holenderski skandal zwigzany z zasitkami rodzinnymi (Toeslagenaffaire). Holenderski
urzad wykorzystat samouczacy sie algorytm do profilowania ryzyka oszustw. Sys-
tem, dziatajac jako ,czarna skrzynka” bez odpowiedniego nadzoru, wykorzystywat
dyskryminujace kryteria. W rezultacie dziesiatki tysiecy zostato niestusznie oskarzo-
nych o oszustwa i zmuszonych do zwrotu Swiadczen, co doprowadzito do bankructw,

22 Agenzia delle Entrate (Whochy). (b.d.). Fatturazione elettronica (SDI). Dostep: https://www.agenziaentrate.gov.it/
portale/web/guest/aree-tematiche/fatturazione-elettronica

2 Komisja Europejska. (2024). VAT gap in the EU - Report 2024 (dane dla Wtoch 2018-2022). Dostep: https:/taxa-
tion-customs.ec.europa.eu/taxation/vat/fight-against-vat-fraud/vat-gap_en

2 Ibidem.

% Agencia Tributaria (Hiszpania). Suministro Inmediato de Informacion - SlI. Dostep: https://sede.agenciatributaria.
gob.es/Sede/en_gb/iva/suministro-inmediato-informacion.html

% Komisja Europejska. (2024). VAT gap in the EU - Report 2024 (Dane dla Hiszpanii 2018-2022). Dostep: https://taxa-
tion-customs.ec.europa.eu/taxation/vat/fight-against-vat-fraud/vat-gap_en

27 Agencia Tributaria (Hiszpania). Suministro Inmediato de Informacion - SlI. Dostep: https://sede.agenciatributaria.
gob.es/Sede/en_gb/iva/suministro-inmediato-informacion.html

2 HM Revenue & Customs (HMRC). (2025). HMRC's Transformation Roadmap: The government’s plan to transform the tax
and customs system, lipiec 2025. Dostep: https://www.gov.uk/government/publications/hmrc-transformation-roadmap

2 Agenzia delle Entrate (Wtochy). (b.d.). Fatturazione elettronica (SDI). Dostep: https://www.agenziaentrate.gov.it/
portale/web/guest/aree-tematiche/fatturazione-elettronica
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tragedii osobistych, a ostatecznie do dymisji rzadu w 2021 roku®,*'. Rekomenduje-
my, aby Polska unikata stosowania nieprzejrzystych modeli SI (,czarnych skrzynek”)
w procesach decyzyjnych oraz dyskryminacyjnego profilowania. To fundamentalna
lekcja potwierdzajgca koniecznos¢ wdrozenia petnej objasnialnosci (XAl) i silnego
nadzoru cztowieka (HIL), zgodnie z wymogami Aktu o SI.

Doswiadczenia Wielkiej Brytanii z programem,Making Tax Digital” (MTD) ukazujg wy-
zwania zwigzane z adopcja rozwigzan cyfrowych w sektorze MSP. Cho¢ program MTD
dla VAT przyniést wymierne korzysci fiskalne (ok. 185-195 min GBP dodatkowych
wptywéw w latach 2019-2020%?), jego rozszerzenie na podatek dochodowy napotka-
to na powazne opdznienia i drastyczny wzrost kosztéw (czterokrotny wzrost budzetu
do 1,18 mld GBP)**. Badania wskazujg, ze dla znaczacej mniejszosci (23%) matych firm
koszty wdrozenia przewyzszyly korzysci®®. Ponad jedna czwarta brytyjskich MSP na-
dal nie korzysta z podstawowych narzedzi cyfrowych3. Nalezy unikac zbyt szybkiego
tempa zmian bez adekwatnego wsparcia finansowego i edukacyjnego dla najmniej-
szych firm. Brytyjskie do$wiadczenia potwierdzaja, ze zaniedbanie potrzeb MSP jest
krytycznym ryzykiem dla sukcesu transformacji.

9.2. Trendy globalne: administracja podatkowa
3.0 w praktyce

Wizja administracji podatkowej 3.0 nie jest juz tylko teoria. Analiza danych z najnow-
szego raportu OECD (2025), obejmujacego 54 wiodace administracje podatkowe
(cztonkéw Forum Administracji Podatkowej — FTA), pokazuje, ze kluczowe elementy
tego modelu stajg sie globalnym standardem?. Polska musi przyspieszy¢ transforma-
cje, aby dotrzymac kroku miedzynarodowym liderom.

Integracja z systemami firm (API) jest norma. Ponad 80% administracji rozwija
otwarte interfejsy programowania aplikacji (API), a ponad 75% udostepnia je publicz-
nie dla firm trzecich. Potwierdza to stusznos¢ rekomendacji dotyczacej odejscia od por-
tali publicznych na rzecz bezposredniej integracji z systemami ksiegowymi (zob. 5.1).

30 Autoriteit Persoonsgegevens. (2020). De verwerkingen van de Belastingdienst in de kinderopvangtoeslagzaak
(z2019-01009). Dostep (do podsumowania w j. niderlandzkim): https://autoriteitpersoonsgegevens.nl/uploads/impor-
ted/samenvatting-rapport-belastingdienst-kinderopvangtoeslag.pdf

31 Tweede Kamer der Staten-Generaal. (2020). Ongekend onrecht (Verslag van de Parlementaire ondervragingscommis-
sie Kinderopvangtoeslag). Dostep: https://www.tweedekamer.nl/kamerstukken/detail?id=2020D51148&did=2020D51148

32 HM Revenue & Customs (HMRC). (2023). Making Tax Digital for VAT: evaluation. Dostep: https://www.gov.uk/go-
vernment/publications/making-tax-digital-for-vat-evaluation

3 House of Commons Committee of Public Accounts. (2023). Progress with Making Tax Digital (HC 119). Dostep:
https://publications.parliament.uk/pa/cm5803/cmselect/cmpubacc/119/report.html

3 HM Revenue & Customs (HMRC). (2023). Making Tax Digital for VAT: evaluation. Dostep: https://www.gov.uk/go-
vernment/publications/making-tax-digital-for-vat-evaluation

3 techUK. (2023). Small Enterprises, Big Impact: Unlocking the potential of digital adoption for the UK's small busi-
nesses. London: techUK. Dostep: https://www.techuk.org/resource/techuk-report-small-enterprises-big-impact.html

3 QECD. (2025). Tax Administration Digitalisation and Digital Transformation Initiatives. OECD Publishing, Paris. DOI:
https://doi.org/10.1787/c076d776-en.
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Dane pozyskiwane sa u zrédta. Okoto 80% administracji pobiera dane bezposred-
nio z systemoéw biznesowych podatnikow (poza danymi ptacowymi). Jest to funda-
ment dla dziatania w czasie rzeczywistym, ktéry w Polsce realizowany bedzie przez
KSeF.

Wstepne wypetnianie (prefilling) jest powszechne, ale zréznicowane. Wiekszo$¢
administracji wstepnie wypetnia PIT. Jednak kluczowe dla odciagzenia firm jest wstep-
ne wypetnianie VAT (robi to ok. 40% administracji) i CIT (ok. 25%). Co istotne, okoto
30% z nich jest w stanie dostarczy¢ w petni wypetnione rozliczenia VAT/CIT, niewyma-
gajace korekt. Pokazuje to realnos¢ celu postawionego w rozdz. 5.2.

Sztuczna inteligencja (Sl) jest rdzeniem analizy ryzyka. Ponad 70% administracji
wykorzystuje SI. Gtéwne zastosowania to wykrywanie oszustw (blisko 95% uzytkow-
nikéw Sl) i ocena ryzyka (blisko 90%). Potwierdza to, ze bez zaawansowanej analityki
skuteczne uszczelnienie systemu nie jest mozliwe. Jednoczesnie podkresla to pilng
potrzebe wdrozenia ram nadzoru nad Sl w Polsce (zob. 5.4).

“Prawo jako kod” (LaC) to wschodzacy trend. Cho¢ wcigz na wczesnym etapie, juz
ponad 22% administracji wdrozyto lub pilotuje rozwiazania typu ,Prawo jako kod”
(maszynowo czytelne przepisy). Polska, wdrazajac LaC (zob. 4.3), ma szanse dofgczy¢
do grona innowatoréw w tym obszarze.

9.3. Wnioski

® Miedzynarodowe doswiadczenia (Wtochy, Hiszpania) potwierdzaja
skutecznosc¢ e-fakturowania w redukgji luki VAT. Globalne dane OECD
pokazuja, ze 80% wiodacych administracji pozyskuje dane bezpo-
Srednio z systemow firm.

® Nalezy zaadaptowac estonska zasade ,Tylko raz” (zakaz zadania da-
nych, ktére panstwo juz ma), aby realnie odcigzyc¢ obywateli.

® Rozwiazania TA 3.0 staja sie standardem: ponad 80% wiodacych ad-
ministracji uzywa otwartych API, a ponad 70% wykorzystuje SI do
analizy ryzyka. Polska musi przyspieszy¢ wdrozenie, aby dotrzymac
kroku liderom.

® Holenderski skandal z zasitkami jest krytyczna przestroga: nalezy bez-
wzglednie unikac nieprzejrzystych algorytmoéw (,czarnych skrzynek”)
i zapewni¢ petna objasnialnos¢ (XAl) oraz nadzor cztowieka (HIL).

® Doswiadczenia Wielkiej Brytanii (MTD) pokazuja, ze sukces transfor-
macji zalezy od realnego wsparcia dla MSP i zapewnienia stabilnosci
wdrozenia.
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10.
Y Zatgczniki

Spis aneksow

10.1. Glosariusz i stownik danych (CDM)

10.2. Publiczne interfejsy APIi SLA

10.3. Metodyka i petne kryteria Indeksu Suwerennosci Technologicznej (IST)
10.4. Szczegdtowa analiza kosztéw i korzysci (CBA)
10.5. Wptyw regulacji UE

10.6. Plan nowelizacji Ordynacji Podatkowej

10.7. Karta praw podatnika cyfrowego

10.8. Kluczowe zmiany w VAT/PIT/CIT i PZP

10.9. Publiczny panel wskaznikéw jakosci TA 3.0

10.10. Profil podatnika 360 stopni oraz panel podatnika
10.11. Transparentny ,paragon podatkowy”

10.1. Glosariusz i stownik danych (CDM)

Niniejszy Aneksy definiuje kluczowe pojecia dla zrozumienia transformacji do Admi-
nistracji Podatkowej 3.0 oraz przedstawia koncepcyjny model i stownik danych dla
CDM, ktéry stanowi semantyczny fundament dla interoperacyjnosci i automatyzacji
procesow.

a) Glosariusz kluczowych poje¢

1. API(Application Programming Interface): Interfejs programowania aplika-
¢ji; zbidr regut i narzedzi umozliwiajgcy komunikacje i wymiane danych mie-
dzy réznymi systemami informatycznymi.

2. CDM (Canonical Data Model): Kanoniczny Model Danych; ujednolicona,
niezalezna od technologii reprezentacja kluczowych obiektéw biznesowych
i ich relacji w domenie podatkowej. Petni role wspdlnego jezyka dla syste-
mow KAS.
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10.

11.

12.

13.

14.

15.

16.

17.

18.

elDAS 2.0: Rozporzadzenie UE w sprawie identyfikacji elektronicznej i ustug
zaufania, w wersji 2.0 wprowadzajgce Europejski Portfel Tozsamosci Cyfrowej
(EUDI Wallet), ktéry umozliwi bezpieczng, transgraniczna identyfikacje i udo-
stepnianie danych.

Encja (Entity): Obiekt biznesowy o kluczowym znaczeniu dla domeny (np.
Podatnik, Faktura), posiadajacy unikalny identyfikator i atrybuty.

HIL (Human-in-the-Loop): Nadzoér cztowieka; zasada gwarantujaca, ze de-
cyzje automatyczne o istotnych skutkach sg weryfikowane przez urzednika.
Interoperacyjnosé: Zdolnos¢ organizacji i systeméw do interakcji w celu
osiggniecia wspdlnych celéw poprzez wymiane informacji.

IST (Indeks Suwerennosci Technologicznej): Wskaznik ztozony do pomiaru
poziomu kontroli panstwa nad krytyczng infrastrukturg technologiczna.
KSeF (Krajowy System e-Faktur): Centralna platforma do wystawiania i od-
bierania ustrukturyzowanych faktur elektronicznych.

LaC (Law-as-Code): Prawo jako kod; oficjalna, cyfrowa i maszynowo wyko-
nywalna interpretacja przepiséw podatkowych publikowana przez panstwo.
mObywatel: Publiczna aplikacja mobilna petnigca funkcje cyfrowego portfe-
la na dokumenty i ustugi, kluczowa dla tozsamosci cyfrowej.

Neutralnos¢ technologiczna: Zasada unikania narzucania konkretnych
technologii, promujaca otwarte standardy w celu zapewnienia rownej kon-
kurencji i unikania uzaleznienia od dostawcy.

Portowalnos$¢ danych (Data Portability): Prawo do otrzymania i przenie-
sienia swoich danych osobowych od jednego administratora do drugiego
w ustrukturyzowanym formacie.

R2P (Request-to-Pay): Zadanie zaptaty; mechanizm umozliwiajacy wierzy-
cielowi wystanie ustrukturyzowanego zadania do dtuznika, ktéry moze je za-
akceptowac i zainicjowac ptatnos¢ jednym kliknieciem.

SLA (Service Level Agreement): Umowa o gwarantowanym poziomie
$wiadczenia ustug, definiujgca mierzalne parametry (np. dostepnos¢, czas
odpowiedzi) i kary za ich niedotrzymanie.

SRTP (SEPA Request-to-Pay): Schemat R2P dziatajacy w ramach Jednolite-
go Obszaru Ptatnosci w Euro (SEPA), standaryzujacy komunikacje miedzy do-
stawcami ustug ptatniczych.

Suwerennos$¢ technologiczna: Zdolnos¢ panstwa do samodzielnego de-
cydowania o technologii, kontrolowania infrastruktury krytycznej i unikania
strategicznego uzaleznienia od dostawcéw.

Systemy naturalne (Natural Systems): Systemy informatyczne, z ktérych
przedsiebiorcy korzystajg w codziennej dziatalnosci (np. ERP, systemy ksiego-
we, bankowos¢ elektroniczna).

TA 3.0 (Tax Administration 3.0): Model administracji podatkowej oparty
na cyfryzacji i automatyzacji procesdw w czasie rzeczywistym, zintegrowany
z naturalnymi systemami podatnika.
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19. Uzaleznienie od dostawcy (Vendor Lock-in): Sytuacja, w ktdrej koszt zmia-
ny dostawcy technologii jest tak wysoki, ze klient jest de facto zmuszony do
pozostania przy obecnym rozwigzaniu.

20. XAl (Explainable Al): Wyjasnialna Sztuczna Inteligencja; zdolno$¢ systemu
Sl do dostarczenia zrozumiatego dla cztowieka wyjasnienia, dlaczego podjat
konkretna decyzje.

21. Zero zaufania (Zero-Trust Architecture): Model bezpieczeristwa oparty na
zasadzie ,nigdy nie ufaj, zawsze weryfikuj’, wymagajacy scistej weryfikacji
tozsamosci dla kazdego dostepu do zasobdw sieciowych.

b) Model Encji-Relacji (Koncepcja)

Ponizszy model opisuje kluczowe encje biznesowe i relacje miedzy nimi, stanowigce rdzen
CDM dla obszaru podatkowego. Model ten obejmuje réwniez kluczowe obiekty zwigzane
z ubezpieczeniami spotecznymi, integrujac perspektywe podatkowa i sktadkowa.

Encje Biznesowe:
e Podmiot (Subject): Reprezentuje uczestnika systemu (osobe fizyczna, firme,
jednostke organizacyjna).

e Kluczowe atrybuty: Identyfikator (NIP, PESEL), Nazwa/Imie i nazwisko,
Adres, Status podatkowy (czynny, zwolniony), Forma prawna, Powia-
zania (kapitatowe, osobowe).

e Faktura (Invoice): Reprezentuje dokument sprzedazy/zakupu.

e Kluczowe atrybuty: Numer faktury (KSeF ID), Data wystawienia, Dane
sprzedawcy i nabywcy (referencja do Podmiotu), Pozycje faktury,
Kwoty (netto, VAT, brutto), Stawki VAT.

e Platnosc (Payment): Reprezentuje przeptyw finansowy.

e Kluczowe atrybuty: ldentyfikator transakcji, Data, Kwota, Rachunek
zrédtowy i docelowy, Tytut pfatnosci.

e Zobowiazanie Podatkowe (TaxLiability): Reprezentuje pojedyncze zobo-
wigzanie wynikajace z przepiséw.

e Kluczowe atrybuty: Identyfikator, Rodzaj podatku (VAT, PIT, CIT), Okres
rozliczeniowy, Kwota, Termin ptatnosci.

e Rozliczenie (Settlement): Reprezentuje zagregowany wynik podatkowy za
dany okres (odpowiednik deklaracji).

e Kluczowe atrybuty: Identyfikator, Okres, Rodzaj podatku, Pozycje roz-
liczenia (wynikajace z LaC), Kwota do zaptaty/zwrotu, Status (propo-
zycja, zaakceptowane, skorygowane).

e Pelnomocnictwo (Authorization): Reprezentuje uprawnienie nadane jed-
nemu podmiotowi do dziatania w imieniu innego.

e Kluczowe atrybuty: Identyfikator, Mocodawca i Petnomocnik (referen-
¢je do Podmiotu), Zakres (np. dostep do danych, sktadanie rozliczen),
Okres waznosci.
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e Zobowiagzanie Sktadkowe (ContributionObligation): Reprezentuje zobo-
wigzanie z tytutu sktadek ZUS.
e Kluczowe atrybuty: Identyfikator, Ptatnik i Ubezpieczony (referencje
do Podmiotu), Okres rozliczeniowy, Podstawa wymiaru, Kwota sktadki
(z podziatem na fundusze), Numer Rachunku Sktadkowego (NRS).
e Zdarzenie Ubezpieczeniowe (BenefitEvent): Reprezentuje zdarzenie maja-
ce wptyw na prawo do swiadczeni (np. choroba, macierzynstwo) lub obowig-

zek sktadkowy.

e Kluczowe atrybuty: Identyfikator, Ubezpieczony (referencja do
Podmiotu), Typ zdarzenia (np. e-ZLA, zgtoszenie do ubezpieczenia),
Okres, Wysokos$¢ swiadczenia.

Relacje:

wi (1..1).

Podmiot wystawia i otrzymuje Faktury (1..N).
Faktura moze by¢ powigzana z jedna lub wieloma Ptatnosciami (1..N).
Rozliczenie jest sktadane przez Podmiot (1..1).

Rozliczenie agreguje wiele Zobowigzan Podatkowych (1..N).
Pelnomocnictwo jest udzielane przez jeden Podmiot drugiemu Podmioto-

d) Tabela mapowan: Encja CDM <> Zrédta

Encja CDM ‘ Gléwne Zrédta Danych ‘ HEDSCEOTOL Y T
Mapowane
Podmiot e-Urzad Skarbowy, mObywatel, | NIP, REGON, PESEL, Nazwa,
CEIDG, KRS, Rejestr VAT Adres, Status podatnika VAT
Numer KSeF, Daty, Dane stron,
Faktura KSef, JPK_FA Pozycje, Kwoty, Stawki VAT
. STIR (dane bankowe), Systemy | Identyfikator transakcji, Kwota,
Ptatnos¢ P .
ptatnosci online Data, Numery rachunkéw
Rozliczenie Systemy KAS (generowane Pozycje deklaracji, Kwoty, Okres

przez LaC), e-Urzad Skarbowy

rozliczeniowy

Pelnomocnictwo

Centralny Rejestr Peinomoc-
nictw (projektowany)

Dane mocodawcy i petnomoc-
nika, Zakres, Waznos¢

Zobowigzanie Skladkowe

PUE ZUS (ePtatnik / IPP)

NRS, Podstawa wymiaru, Kwoty
sktadek, Okres rozliczeniowy

Zdarzenie Ubezpieczeniowe

PUE ZUS (Raporty e-ZLA, syste-
my ewidencyjne)

Identyfikator e-ZLA, Okres nie-
zdolnosci, Dane ubezpieczone-
go, Tytuty ubezpieczen
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10.2. Publiczne interfejsy APl i wymagania
jakoéciowe (SLO/SLA)

Wdrozenie modelu Administracji Podatkowej 3.0 opiera sie na zasadzie ,Otwarte
API przede wszystkim”. Ponizszy aneks przedstawia rozszerzony katalog kluczowych
otwartych interfejséw API, ktére stanowia podstawe integracji systeméw ksiegowych
(ERP) z infrastrukturg KAS. Dla kazdego API okreslono jego funkcje biznesowgq oraz
proponowane szczegdtowe cele dotyczace poziomu ustug (Service Level Objectives,
SLO), ktére sa fundamentem dla umoéw SLA.

Tabela 10.2.1. Katalog APl i szczegétowe cele jakosciowe (SLO)

Grupa API

‘ Nazwa APl | Dostepnos¢ | Latencja P99‘ Budzet Bte- Okno

przyktadowe (min.) (maks.) dow (mies.) | Stabilnosci

Zarzadzanie KSeF API 99,95% 500 ms ~22 min 12 miesiecy
Danymi
Prawo jako Kod |LaC Reposito- N . -
(LaC) ry API 99,9% 300 ms 43 min 12 miesiecy
LaCTest Har- o .
ness AP 99,5% 1000 ms ~3.6 godz. 12 miesiecy
Automatyzacja | g ap) 99,9% 800 ms ~43 min 12 miesiecy
Rozliczen
Automated
Settlement 99,95% 500 ms ~22 min 12 miesiecy
API
Ptatnosci ,F’-iIZDI;) Gateway 99,9% 300 ms ~43 min 12 miesiecy
Przejrzystosc |y api 99,5% 800 ms ~36godz. |12 miesiecy
i Kontrola
Taxpayer o . . i
Account AP 99,9% 500 ms 43 min 12 miesiecy
Tozsamosé eIDAS/mO-
. L bywatel Auth |99,99% 200 ms ~4 min 6 miesiecy
i Uprawnienia API
Centralized
Permissions | 99,9% 300 ms ~43 min 12 miesiecy
API

Legenda:
e Latencja P99: Czas, w ktorym 99% zapytan otrzymuje odpowiedz.
e Budzet Btedéw: Maksymalny dopuszczalny czas niedostepnosci ustugi
w miesigcu.
e Okno Stabilnosci: Gwarantowany minimalny czas od ogtoszenia zmiany
w API do jej wdrozenia.
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Wersjonowanie i polityka wycofania

Wszystkie publiczne interfejsy APl podlegaja scistej polityce wersjonowania seman-
tycznego (SemVer v2.0.0). Kazda zmiana w API jest komunikowana poprzez zmiane
numeru wersji w formacie MAJOR.MINOR.PATCH:

e PATCH: Poprawki btedow, ktére nie wptywajg na kompatybilnos¢.
e MINOR: Dodanie nowej funkcjonalnosci w sposéb kompatybilny wstecz.
e MAJOR: Zmiany niekompatybilne wstecz.

Kazda zmiana typu MAJOR podlega 12-miesiecznemu oknu stabilnosci. Po opubli-
kowaniu nowej wersji MAJOR, poprzednia jest wspierana przez minimum 12 miesie-
cy (tryb deprecated), dajac rynkowi czas na adaptacje.

Plan obserwowalnosci

W celu zapewnienia niezawodnosci i wydajnosci, wszystkie ustugi APl beda monito-
rowane zgodnie z trzema filarami obserwowalnosci:

o Metryki (Metrics): Kluczowe wskazniki wydajnosci (KPIs), takie jak latencja
(P50, P90, p99), przepustowos¢ (zadania na sekunde), oraz wskaznik btedéw,
beda zbierane i wizualizowane na publicznym dashboardzie jakosci.

e Logi (Logs): Wszystkie zagdania do APl beda generowad ustrukturyzowane
logi, zawierajgce kluczowe informacje (ID korelacji, endpoint, status odpo-
wiedzi), co umozliwi audyt i szybka diagnostyke problemow.

e Sledzenie (Distributed Tracing): Kazde zadanie otrzyma unikalny identyfi-
kator (Trace ID), ktory bedzie propagowany przez wszystkie mikroserwisy.
Umozliwi to $ledzenie petnej Sciezki zadania w systemie, identyfikacje wa-
skich gardet i zrodet bteddw.

10.3. Metodyka i kryteria Indeksu Suwerennosci
Technologicznej (IST)

a) Notatka metodologiczna

Indeks Suwerennosci Technologicznej (IST) jest narzedziem analitycznym stuzacym
do pomiaru i monitorowania poziomu kontroli painstwa nad krytyczna infrastruktura
technologiczng i danymi w administracji podatkowej. Stanowi on wsparcie w podej-
mowaniu strategicznych decyzji, identyfikacji obszaréw ryzyka oraz komunikacji ce-
I6w transformacji cyfrowej.
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IST jest wskaznikiem ztozonym, obliczanym jako $rednia wazona ocen w o$miu klu-
czowych wymiarach. Kazdy wymiar jest oceniany w skali od 0 (peine uzaleznienie)
do 5 (petna suwerennosd).

Formuta Obliczeniowa Indeksu: IST = X (Ocena_wymiaru * Waga_wymiaru)
b) Wagi i uzasadnienie

W modelu bazowym wszystkim osmiu wymiarom przypisano rowne wagi (12,5%).
Uzasadnieniem dla tego podejscia jest zatozenie, ze wszystkie wymiary sg réwnie kry-
tyczne dla zachowania strategicznej i operacyjnej autonomii panstwa. Zaniedbanie
ktéregokolwiek z nich (np. kompetencji wewnetrznych, nawet przy petnej kontro-
li nad danymi) tworzy strategiczng luke i wektor uzaleznienia. W przysztosci model
moze by¢ rozwijany w kierunku wag zréznicowanych, np. w zaleznosci od prioryte-

toéw polityki publicznej.

c) Tabela kryteriow oceny IST (skale 0-5 z deskryptorami)

Wvymiar Poziom 0 Poziom 1 Poziom 2 Poziom 3 Poziom 4 Poziom 5
y (Krytyczny) (Niski) (Ograniczony) (Zarzadzany) (Wysoki) (Petny)
o o 3 o
. API |stn!ejq, Czeéé AP >50% kry 590% API 100% API
Brak publicz- | ale s3 nie- tycznych API zgodnych
nych API dokumen- | udokumen- | L vchna [29°9M¥Ch | e -
ky S towana, ale party z EIF, petna = P
omunikacja | towane, ..~ |otwartych ~ | bliczny
1. Otwarte API bez spdjnej dokumen
opartana oparte na o standardach, . _ | portal de-
zamknietych | wtasnoscio- polityki czesciowa tacja, zarzq weloperski
N i standar- & dzany cykl P !
protokotach. | wych stan- do dokumen- o aktywne
ow. - zycia. .
dardach. tacja. zarzadzanie.
Logika za- Préby mo- | Pilotazowe : LaC dla Loglka.
- S LaCdlajed- |kluczowych |w petni
szytawza- |delowania |wdrozenie . -
) o nego podat- | podatkéw, |zdefiniowa-
. mknietych |logiki, ale LaCdla . :
2. Prawo jako h | bezoficial i ku (np.VAT) | publicz- na jako LaC,
Kod (LaC) systemac czonicjar | Waskiego wdrozone ne testy publiczne
dostawcédw, | nego statu- |zakresu, re- s -
brak kontroli | su i repozy- ozytorium alezop6z- | zgodnosci, | repozyto-
, . pozy- | pozy nieniami. czesciowa rium, otwar-
panstwa. torium. wewnetrzne. - . .
adopcja. ta licencja.
. . Systemy
Systemy Brak strate- - Strategia WIQkSZ(?SC w petni
monolitycz- | gii portowal- Czgsciowa portowalno- SYSLeMOW | o\ o tene-
ne, pene nodci, wy- | Kontene- iciwopra- |SKontene- | o ane
3. Neutralnos¢ uzélpéznienie korz ’sta)rlwie ryzacja, ale cowaniF:J ryzowana, u):iokume’n—
chmurowa - - 2y z zalezno- S udokumen-
od jednej unikalnych <ciami od ograniczone | - towana
platformy ustug chmu- uzycie ustug . i przetesto-
ustug Paas. strategia
laaS/Paas. rowych. Paas. L wana porto-
wyjscia
) walnos¢.
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Wymiar Poziom 0 Poziom 1 Poziom 2 Poziom 3 Poziom 4 Poziom 5
y (Krytyczny) (Niski) (Ograniczony) (Zarzadzany) (Wysoki) (Petny)
Dane 100% Klucze za-
Klucze zarza- Klucze za-
Dane prze- |w Polsce, danych rzadzane
dzane przez rzadzane
chowywane |ale klucze krytycznych przez pod-
. dostawce w modelu :
4. Kontrola poza Polska, |szyfrujace w modelu w PL, klucze HYOK (Hold mioty kra-
Danych brak kontroli | zarzagdzane . zarzadza- jowe (HSM
BYOK (Bring Your Own
nad szyfro- | przez do- ne przez w Polsce
: Your Own Key), audyt
waniem. stawce bez Key) dostawce dostepu pod kontro-
nadzoru. Y (BYOK). cpu. I3 panstwa).
Modgle . Podstawowa | Pilotazowe | >50% syste-
Sl dziataja . . 100% syste-
: dokumenta- |wdrozenie | méw wyso- |>90% syste- .
jako,czarne cjamodeli, |XAldla kiego ryzyka | méw z petng mow wyso-
5. Audytowal- | skrzynki’, ! kiego ryzyka
s brak me- wybranych |z podsta- dokumenta-
nos¢ Sl brak doku- o . . . z petna do-
i, chanizméw | modeli, brak | wowa do- Cja, wdrozo- .
mentacji o . . kumentacja,
. .. . |objasnialno- | centralnego |kumentacjg |ne XAliHIL. .
i mozliwosci |, . ) . XAl HIL.
Sci (XA). rejestru. i XAl
audytu.
Petne uza- - L > Silne kom-
L Minimalne | Zdolnos¢ do | Zdolnos¢ X Petna
leznienie od petencje .
kompe- nadzoru nad | do samo- zdolnos¢
zewnetrz- : : . w klu-
6. Kompeten- nvch konsul- tencje do dostawcami, | dzielnego czowvch do samo-
cje wewnetrz- yeh Xo! zarzadzania |kluczowe rozwoju y dzielnego
tantéw i do- . o obszarach .
ne . kontraktami, | role cze- niektérych : zarzadzania
stawcow we . . (architek- -
. brak wiedzy |$ciowo we- |komponen- architektura
wszystkich . : . tura, dane, |. .
technicznej. |wnetrzne. | tow. i rozwoju.
obszarach. cyber).
Monopol Udziat Udziat Zdrow
lub duopol | polskich polskich Préby zamo- Aktywne konkuggn—
jednego/ MSP <10%, | MSP >20%, oby stosowanie )
7.Konkuren- . P . wien mo- .~ . |cyjny rynek
cvinoéé Rynku dwoch glo- | zamoéwienia | ograniczona dularnvch zaméwien | T Lim
y) Y balnych faworyzu- konkurencja, YN modular- 4
IT dostawcéw. | iace dus dominaci rosnacy h. udziat udziatem
, | jace duze, ominacja | = \ep | nych, udzia polskich
brak udziatu | monolitycz- |integrato- " [MSP>40%. | en
firm z PL. ne systemy. |row. )
Zmiany Sredni okres erglkn focrf—\ Gwarancja | Ustawowa
w APl i sche- | przejéciowy |Sredni okres yeh 12-mies. gwarancja
gwarangji
... |matach <3 miesiace, | przejsciowy ' _ | wumowach |min. 12-mie-
8. Stabilnos¢ wprowadza- | brak pu- 3-6 miesiec ale praktyka SLA, ale bez |siecznego
Regulacyjna . €Yr| okresow ! N 9
ne ad-hoc, |blicznego czeste zmia- . umocowa- | okresu
- przejscio- . o
bez vacatio | harmono- ny ad-hoc. wych >6 nia ustawo- | przejsciowe-
legis. gramu. yen wego. go.
miesiecy.

d) Procedura audytu i zbierania dowodow

Ocena IST powinna by¢ przeprowadzana cyklicznie (rekomendacja: co 6 miesiecy)
przez dedykowany zespét (np. Biuro CDO w MF). Proces opiera sie na zbieraniu i ana-
lizie dowoddw z wielu zrédet:

1. Analiza dokumentacji: Przeglad architektury korporacyjnej, dokumentacji
technicznej systemow, polityk bezpieczenistwa.
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2. Analiza prawna: Przeglad uméw z dostawcami, weryfikacja klauzul dotycza-
cych portowalnosci, wtasnosci intelektualnej i strategii wyjscia.

3. Weryfikacja techniczna: Audyt kodu kluczowych komponentow, testy por-
towalnosci, skanowanie konfiguracji ustug chmurowych.

4. Wywiady i ankiety: Ustrukturyzowane wywiady z wiascicielami systemow,
architektami, zespotami deweloperskimi i przedstawicielami rynku IT.

Kazda ocena wymiaru musi by¢ poparta konkretnymi dowodami i otrzymac pisemne
uzasadnienie.

e) Arkusz oceny i przyktadowa ocena bazowa PL 2025

Arkusz oceny IST (PL 2025) — wersja tabelaryczna

Ocena
(0-5)

Uzasadnienie oceny

Czes¢ API (np. KSeF) jest
udokumentowana, ale
brakuje spojnej, central-
nej polityki,Open API
First”i portalu dewelo-
perskiego.

Dokumentacja KSeF
API; Brak centralnego
portalu APl dla KAS.

1. Otwarte API 0,125 2.0

Koncepcja istnieje w pla-
nach, ale brak oficjalne-
2. Prawo jako Kod (LaC) | 0,125 0.5 go repozytorium i sta-
tusu prawnego. Logika
zaszyta w systemach.

Analiza architektury

Poltax; Brak publicz-

nego repozytorium
LaC.

Czedciowe wykorzysta-
nie konteneryzacji, ale | Umowy z dostawcami

3. Neutralnos¢ 0,125 1.5 silne zaleznosci od spe- | chmury; Raporty z au-

chmurowa cyficznych ustug laaS/ dytu technicznego.
Paa$ jednego dostawcy.
Dane krytyczne zlo-
kalizowane w UE, ale Polityka bezpieczen-
4. Kontrola Danych 0,125 30 zarqulzame; kluczami stwa KAS; Umoyvy
szyfrujgcymi w modelu z dostawcami
BYOK bez petnej kontroli chmury.
panstwa.
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Istniejace systemy
analityczne (np. STIR)
dziatajg jako,czarne
skrzynki”bez publicznej
dokumentacji i mechani-
zmoéw XAl

Dokumentacja tech-
niczna STIR; Raporty
NIK.

5. Audytowalnosc Sl 0,125 1.0

Rosnace kompetencje
w obszarze cyberbez-
pieczenstwa, ale wcigz
0,125 25 duze uzaleznienie od
zewnetrznych firm
w zakresie architektury
i rozwoju.

Struktura zatrud-
nienia w pionie IT;
Wyniki przetargéw na
ustugi IT.

6. Kompetencje we-
wnetrzne

Rynek zdominowany
przez kilku duzych, Dane o zamowie-

7. Konkurencyjnos¢ zagranicznych integrato- | niach publicznych

Rynku IT 0125 20 réw. Niski udziat polskich | w IT; Raporty o rynku
MSP w kluczowych pro- IT.
jektach.
Historia wdrazania
zmian (JPK, KSeF) po- Harmonogramy
8. Stabilnos¢ Regula- 0125 05 kazuje brak stabilnosci wdrozen JPK i KSeF:

i krétkie vacatio legis,
co generuje koszty dla
rynku,

cyjna Ankiety wéréd firm IT,

Wynik koncowy IST (PL 2025): 1,625.

10.4. Szczegbtowa analiza kosztow i korzysci
(cBA)

10.4.1. Po co to jest?

Analiza kosztéw i korzysci (CBA) ocenia optacalnos¢ programu transformacji do mo-
delu administracji podatkowej 3.0 (TA 3.0). Program ten obejmuje petne wdrozenie
KSeF, automatyzacje rozliczen (,Prawo jako kod”) oraz zaawansowang analize ryzyka
oparta na sztucznej inteligencji. Analiza poréwnuje przewidywane koszty z oczeki-
wanymi korzysciami (fiskalnymi i gospodarczymi) w horyzoncie 8 lat (2026-2033).
Wynik pokazuje, czy inwestycja jest uzasadniona ekonomicznie i kiedy sie zwrdci.
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Co to znaczy dla decyzji? (Podsumowanie wynikow - scenariusz bazowy)

Koszty faczne (8 lat): 7,70 mid PLN

Korzysci roczne (docelowe): 15,41 mid PLN

Wartos¢ biezgca netto (NPV): 62,85 mid PLN

Okres zwrotu: 1,18 roku (projekt zwraca sie w Il kwartale 2027 r.)

Whniosek: Program jest wysoce optacalng inwestycja strategiczna.

10.4.2. Jak liczymy?

Analiza polega na zbilansowaniu wszystkich istotnych kosztow i korzysci w czasie.
Koszty obejmujg wydatki na IT, wsparcie dla MSP oraz utrzymanie infrastruktury. Ko-
rzysci dzielimy na fiskalne (wieksze wptywy z podatkéw dzieki uszczelnieniu, oszczed-
nosci w KAS) oraz gospodarcze (mniejsza biurokracja dla firm). Korzysci gospodarcze
(redukcje obcigzen administracyjnych) mierzymy za pomocg Modelu Kosztéw Stan-
dardowych (SCM). Model ten szacuje czas poswiecany na obowiazki biurokratyczne
i mnozy go przez stawke godzinowa.

Aby poréwnac¢ koszty ponoszone dzi$ z korzysciami osigganymi w przysztosci (w ce-
nach statych), uzywamy realnej stopy dyskontowej (5,0%). Odzwierciedla ona zmiane
wartosci pienigdza w czasie. Analizujemy trzy scenariusze (ostrozny, bazowy, wysoki),
aby uwzglednié¢ niepewnos¢ zatozen. Metodyka jest zgodna z uznanymi praktykami
oceny skutkéw regulagji.

Wyjasnienie poje¢:
e NPV (Wartos¢ biezaca netto): Catkowity zysk z projektu ,na czysto’, po
uwzglednieniu wszystkich kosztéw, profilu ryzyka i zmiany wartosci pienia-
dza w czasie. Im wyzsze NPV, tym lepsza inwestycja.

e Okres zwrotu: Czas, po ktérym skumulowane korzysci zréwnowaza ponie-
sione nakfady.

10.4.3. Zatozenia wejsSciowe i zrédta

Ponizsza tabela przedstawia kluczowe zatozenia przyjete w scenariuszu bazowym,
ich zrédfa oraz status pewnosci.
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Tabela A. Kluczowe zatozenia wejsciowe i zrodta (scenariusz bazowy)

Parametr

Wartos¢ bazowa

Przedziat wrazli-

Skad to wiemy (zro-

Horyzont analizy

8 lat (2026-2033)

wosci

dlo) i wyjasnienie

Standard dla projek-
téw publicznych

Stopa dyskontowa

5,0%

4% - 6%

Wytyczne MF/MFiPR
dla projektow UE

Terminy KSeF

Luty/Kwiecien 2026

Opdznienie 0-12
mies.

KSeF: wejscie obo-
wigzku 1.02.2026

r. dla podatnikéw

o sprzedazy za 2025

r. powyzej 200 min zt
oraz 1.04.2026 r.dla
pozostatych przedsie-
biorcéw.

Luka VAT (baza 2024)

6,9%

5,0% -10,5%

Stosujemy baze luki
VAT 6,9% (Minister-
stwo Finanséw, 2024).
Dla poréwnania

i wrazliwosci pokazu-
jemy takze (metodo-
logia KE, 2022).

Luka CIT (baza 2024)

25%

20-30%

Oszacowanie na
podst. danych PIE

Redukcja luki VAT
(relatywna)

20%

15% - 35%

Efekt uszczelnienia
liczony jest relatywnie
(=20%), co ogranicza
wptyw wyboru bazy
na wnioski ekono-
miczne.

Redukcja luki CIT
(relatywna)

10%

5% - 15%

Ocena ekspercka
(nizsza niz VAT)

Populacja (Podatnicy
VAT)

1,755 mIn

Populacja do wyceny
SCM i R2P obejmuje 1
755 000 czynnych po-
datnikéw VAT (2024);
w stanie ustalonym
zaktadamy okoto 90%
pokrycia tej populacji.

Czas zgodnosci (SCM)

334 godz./rok

Przyjmujemy, ze czas
zgodnosci (SCM)
wynosi 334 godziny
rocznie na firme
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Przedziat wrazli- Skad to wiemy (zr6-

Parametr Wartosc bazowa , s
wosci dlo) i wyjasnienie
W modelu przyjmu-
. e jemy konserwatywne
EE‘:A“("CCZJ:S‘)"DC'QZQ” 20% 10% - 30% zmniejszenie czasu
0 20% po wdrozeniu
KSeF i digitalizacji.
Krzywa wdrozenia R1: 5%, R2:30%, R3: Szvbka/Wolna Str?)r'flirc’?vfll'? /?euziZIca h
(korzysci) 60%, Ré: 90% Y fyj r{ych 9

10.4.4. lle to kosztuje?

Tabela B. Koszty roczne programu (2026-2033, mld zt, szacunek bazowy)

Kategoria Suma

» 2026 | 2027 | 2028 | 2029 2030 | 2031 2032 2033
kosztow (8 lat)

Koszty
inwestycyjne | 1,10 1,30 0,80 0,50 0,30 0,25 0,20 0,20 4,65
(CapEx)
Koszty
operacyjne | 0,20 0,30 0,35 0,40 0,45 0,45 0,45 0,45 3,05
(OpEx)
SUMA
KOSZTOW

1,30 1,60 1,15 0,90 0,75 0,70 0,65 0,65 7,70

10.4.5. Co z tego mamy?

Docelowe roczne korzysci z programu szacowane s na 15,41 mld zt. Korzysci na-
rastaja stopniowo w miare wdrazania kolejnych etapdw programu i osiggaja petna
wartos$¢ od 2030 roku.

Tabela C. Korzysci roczne programu (2026-2033, mid PLN,
scenariusz bazowy)

Kategoria korzysci

Mechanizm 2026 ‘ 2027 ‘ 2028 ‘ 2029 ‘ 2030+

korzysci (5%) (30%) () (90%) (100%)

Korzysci fiskalne 0,36 2,16 4,31 6,47 7,19

(Budzet)

1. Uszczelnienie (Dane KSeF + anali-

VAT za Slredukuja luke | 0,22 1,32 2,63 3,95 439
VAT 0 20%)
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Kategoria korzysci

Mechanizm
korzysci

(30%)

2028

(90%)

(100%)

‘ 2027

‘ (60%)

‘ 2029

‘ 2030+

(Analiza danych
2. Uszczelnienie CIT | redukuje luke CIT 0,10 0,60 1,20 1,80 2,00
0 10%)
(Automatyzacja
3. Efektywnos¢ KAS | proceséw manual- 0,04 0,24 0,48 0,72 0,80
nych)
Korzysci gospo- 0,41 2,46 4,93 7,40 8,22
darcze (Firmy)
e (Automatyzacja
4. Odcigzenie MSP |\ Lo redukuje | 0,36 2,16 431 6,47 7,19
(SC™) - )
biurokracje)
(Uproszczenie
5. Pfatnosci (R2P) przelewéw, mniej 0,05 0,31 0,62 0,93 1,03
bteddw)
SUMA KORZYSCI 0,77 4,62 9,25 13,87 15,41

10.4.6. Wynik finansowy projektu

Analiza przeptywoéw pienieznych potwierdza wysoka optacalno$¢ projektu we
wszystkich trzech scenariuszach.

Tabela D. Wskazniki optacalnosci w podziale na scenariusze
(horyzont 8 lat, stopa dysk. 5,0%)

Wskaznik Scenar.lusz Scenariusz bazowy | Scenariusz wysoki
ostrozny
Koszty taczne (mld zt) 8,48 7,70 6,94
Korzysci roczne (docelowe, 11,56 15,41 19,26
mid zh)
NPV (mld zt) 44,88 62,85 80,80
Okres zwrotu (lata) 1,50 1,18 1,05

W scenariuszu bazowym projekt zwraca sie po 1,18 roku, czyli w drugim kwartale

2027 roku.

10.4.7. Na co jesteSmy wrazliwi?

Analiza wrazliwosci pokazuje, ktére zatozenia maja najwiekszy wptyw na wynik finan-

sowy (NPV).
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Tabela E. Analiza wrazliwosci - wplyw zmiany parametréow na NPV

(mid PLN)
Parametr ‘ Zmiana parametru ‘ Wptyw na NPV (mid PLN)

. . +10 pkt proc. (z 20% na
Redukcja luki VAT 30%) +9,58

. . -10 pkt proc. (z 20% na )
Redukcja luki VAT 10%) 9,59
Redukcja obcigzer MSP (czas) +20 pkt proc. +8,9
Redukcja obcigzen MSP (czas) -20 pkt proc. -89
Stopa dyskontowa +1 pkt proc. (z 5% na 6%) -2,97
Opdznienie wdrozenia (KSeF) 6 miesiecy (przesuniecie -4,2

korzysci)

Koszty inwestycyjne +20% -0,68

O ER VR Y Skumulowane przeplywy pieniezne i okres zwrotu (scenariusz
bazowy, mid PLN).

80

60

mid zt

40

20

Okres zwrotu: 1,18 roku (Q2 2027)

2026 2027 2028 2029 2030 2031 2032 2033

Rok

Co to znaczy dla decyzji? Wykres pokazuje, ze projekt bardzo szybko zaczyna przy-
nosi¢ zyski, przekraczajac prég rentownosci (linia zero) juz w drugim roku realizacji
(2027).

Instrukcja czytania: Os pionowa (Y) to skumulowany zysk/strata w mld PLN. O$ po-
zioma (X) to lata realizacji projektu. Niebieska linia pokazuje, jak narastajg zyski netto
W czasie.
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10.5. Wptyw regulacji UE na administracje
podatkowq 3.0 w Polsce

Niniejszy aneks przedstawia analize kluczowych aktéw prawnych Unii Europejskiej,
ktére ksztattujg ramy dla transformacji cyfrowej administracji podatkowej w Polsce.
Regulacje te stanowia zaréwno katalizator dla modernizacji, jak i Zrédto konkretnych
wymogow, ktdre musza byc zaimplementowane w architekturze TA 3.0.

a) ViDA (VAT in the Digital Age)

Pakiet ,VAT w erze cyfrowej” (Dyrektywa 2025/516) dotyczy modernizacji VAT. Jego
kluczowe elementy to:

e Cyfrowe Raportowanie (DRR): Wprowadza obowigzek raportowania da-
nych o transakcjach wewnatrzunijnych w czasie zblizonym do rzeczywistego.
Jest to bezposredni impuls do petnego wdrozenia i wykorzystania danych
z KSeF.

e E-fakturowanie: Ustanawia e-fakture jako domyslny system, co jest w petni
zbiezne z polska koncepcja KSeF. Polska, wdrazajac KSeF, wyprzedza i jedno-
czesnie realizuje cele ViDA.

e Gospodarka platform: Naktada na platformy cyfrowe (sektor wynajmu krét-
koterminowego i transportu pasazerskiego) obowiazki ptatnika VAT, co ge-
neruje nowe strumienie danych, ktére musza by¢ obstuzone przez systemy
analityczne KAS.

Wptyw na TA 3.0: ViDA wymusza i legitymizuje architekture oparta na danych w cza-
sie rzeczywistym. Dane z DRR bedg zasila¢ Wspélny Model Danych (CDM) i systemy
analizy ryzyka.

b) DAC7 i DACS8 (Dyrektywy o Wspétpracy Administracyjnej)

e DAC7 (2021/514): Nakfada na operatoréw platform cyfrowych (e-commer-
ce, wynajem, ustugi osobiste) obowigzek gromadzenia i automatycznego ra-
portowania do organdéw skarbowych informacji o dochodach uzyskiwanych
przez sprzedawcow.

e DACS8 (2023/2226): Rozszerza ten obowiagzek na dostawcéw ustug w zakre-
sie kryptoaktywow (gietdy, portfele).

Wptyw na TA 3.0: Obie dyrektywy tworza nowe, cenne zrédta danych o dochodach,

ktére dotychczas byty trudno dostepne. Dla TA 3.0 oznacza to konieczno$¢ stworze-
nia interfejséw APl do przyjmowania tych raportéw oraz integracji danych z CDM.
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c) Akt o SI

Rozporzadzenie 2024/1689 klasyfikuje systemy Sl wedtug poziomdw ryzyka.

e Systemy wysokiego ryzyka: Systemy stosowane w administracji podatko-
wej do oceny wiarygodnosci kredytowej czy typowania do kontroli sg klasy-
fikowane jako systemy wysokiego ryzyka.

e Obowiazki: Taka klasyfikacja naktada na KAS rygorystyczne obowiazki, m.in.
zapewnienie wysokiej jakosci danych, prowadzenie szczeg6towej dokumen-
tacji technicznej, zapewnienie skutecznego nadzoru cztowieka (HIL) oraz
wdrozenie mechanizmow objasnialnosci (XAl).

Wplyw na TA 3.0: Akt o Sl nie blokuje uzycia SI, ale narzuca ramy dla jej odpowie-
dzialnego wdrozenia. Koncepcje takie jak LaC (zapewniajgce determinizm), XAl i HIL,
opisane w raporcie, s3 bezposrednia realizacja wymogoéw Aktu. Architektura TA 3.0
musi posiada¢ wbudowane mechanizmy audytu i logowania dziatania algorytmow.

d) Akt o danych
Rozporzadzenie 2023/2854 ma na celu stworzenie sprawiedliwego rynku danych.

e Dostep do danych: Daje uzytkownikom (zaréwno osobom fizycznym, jak
i firmom) prawo dostepu do danych generowanych przez uzywane przez
nich urzadzenia i ustugi (IoT).

e Portowalnosc¢ w chmurze: Wprowadza przepisy utatwiajgce zmiane dostaw-
¢y ustug chmurowych, co ma zapobiegac¢ uzaleznieniu od dostawcy (vendor
lock-in).

Wptyw na TA 3.0: Akt o danych wzmacnia strategiczny cel suwerennosci technolo-
gicznej. Wymogi dotyczace portowalnosci ustug chmurowych wspieraja rekomenda-
cje budowy systemoéw w architekturze multicloud i unikania zaleznosci od unikal-
nych ustug jednego dostawcy.

10.6. Plan nowelizaciji Ordynacji Podatkowej

Niniejszy aneks przedstawia propozycje kluczowych zmian w ustawie — Ordynacja
podatkowa (OP) oraz w aktach wykonawczych, ktére sa niezbedne do stworzenia
solidnych ram prawnych dla Administracji Podatkowej 3.0. Celem jest umocowanie
nowych mechanizméw cyfrowych, zagwarantowanie pewnosci prawa i stabilnosci
technologicznej dla podatnikéw i przedsiebiorcow.
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a) Prawo jako Kod (LaC) jako zrodto oficjalnej interpretacji

Cel: Nadanie oficjalnego statusu prawnego cyfrowym regutom podatkowym (LaC),
aby zapewni¢ podatnikom ochrone i pewnos¢ prawa.

Propozycja brzmienia przepisu (nowy art. w Dziale Il OP):

JArt. 14x. § 1. Minister wtasciwy do spraw finanséw publicznych publi-
kuje w repozytorium, o ktérym mowa w § 2, maszynowo odczytywalne
reguty wyktadni przepiséw prawa podatkowego, zwane dalej,,Prawem
jako Kodem”.

§ 2. Zastosowanie sie podatnika w danym okresie rozliczeniowym do
Prawa jako Kodu, udostepnionego w publicznym repozytorium w wer-
sji obowigzujacej na ten okres, nie moze mu szkodzic.

§ 3. Repozytorium Prawa jako Kodu prowadzone jest w systemie telein-
formatycznym, zapewniajagcym wersjonowanie, integralno$¢ i dostep-
nos¢ historycznych wersji regut.”’

Planowany skutek: Zmiana radykalnie zwiekszy pewnos¢ prawa, obnizy koszty in-
terpretacji przepiséw dla firm i dostawcow IT oraz zminimalizuje liczbe sporéw. Ry-
zykiem jest potencjalna niska jakos¢ lub btedy w LaC, co wymaga wdrozenia rygory-
stycznych proceséw testowania.

b) Ustawowa stabilnos¢ API (Cyfrowe vacatio legis)

Cel: Zagwarantowanie rynkowi przewidywalnosci i odpowiedniego czasu na dostoso-
wanie systeméw informatycznych do zmian w publicznych API i schematach danych.

Propozycja brzmienia przepisu (nowy art. w Dziale Il OP):

JArt. 14y. § 1. Zmiany w strukturze logicznej, schemacie lub interfejsie
programowania aplikacji (API) systeméw teleinformatycznych, o kté-
rych mowa w art. 3 pkt 3, ktére naktadaja na podatnikéw lub ptatnikow
nowe lub zmienione obowiazki, wchodza w zycie nie wczesniej niz po
uptywie 12 miesiecy od dnia ich ogtoszenia.

§ 2. W przypadkach uzasadnionych waznym interesem publicznym
lub bezpieczenstwem panstwa, minister wtasciwy do spraw finanséw
publicznych moze skréci¢ termin, o ktérym mowa w § 1, jednoczesnie
zapewniajac rozwigzania pomostowe lub alternatywne metody wypet-
nienia obowigzku."
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Planowany skutek: Gwarancja stabilnosci obnizy koszty dostosowawcze dla MSP
i firm IT, pozwoli na lepsze planowanie inwestycji i podniesie jako$¢ oprogramowa-
nia. Ogranicza elastyczno$¢ administracji w szybkim reagowaniu, jednak wyjatek w §
2 mityguje to ryzyko.

c) Obowiazkowa publikacja testéw zgodnosci

Cel: Stworzenie transparentnego i obiektywnego mechanizmu weryfikacji zgodnosci
oprogramowania komercyjnego z wymogami KAS.

Propozycja brzmienia przepisu (w rozporzadzeniu wykonawczym do LaC):

,Minister wiasciwy do spraw finanséw publicznych udostepnia w pu-
blicznym repozytorium, wraz z Prawem jako Kodem, zestaw testow
zgodnosci, umozliwiajacych automatyczng weryfikacje poprawnosci
implementacji regut w systemach teleinformatycznych.”

Planowany skutek: Publiczne testy obnizg bariere wejscia dla dostawcéw IT, promu-
jac konkurencje. Zapewnia wysoka jakos¢ i spojnos¢ dziatania ekosystemu. Kosztem
jest utrzymanie i rozwdj zestawu testéw po stronie administracji.

d) Wymogi HIL/XAI dla decyzji automatycznych

Cel: Zapewnienie zgodnosci z Aktem o Sl i RODO poprzez zagwarantowanie podatni-
kowi prawa do wyjasnienia i interwencji ludzkiej.

Propozycja brzmienia przepisu (nowelizacja art. 127 i dodanie nowego art.
w Dziale IV OP):

,Art.200x. § 1.W przypadku podjecia wobec strony rozstrzygniecia, kto-
re opiera sie wytacznie na zautomatyzowanym przetwarzaniu danych,
strona ma prawo do otrzymania stosownego wyjasnienia co do pod-
staw jego wydania.

§ 2. Stronie przystuguje prawo do zakwestionowania rozstrzygnie-
cia, o ktorym mowa w § 1, i zadania ponownego rozpatrzenia sprawy
z udziatem pracownika organu podatkowego.’

Planowany skutek: Zwieksza ochrone praw podstawowych i buduje zaufanie do

automatyzacji. Moze generowaé dodatkowe obcigzenie dla administracji zwigzane
z obstuga zadan o ponowne rozpatrzenie, jednak jest to wymdg prawa UE.
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e) Publikacja parametrow jakosciowych ustug (SLA/SLO)

Cel: Zwiekszenie transparentnosci i niezawodnosci publicznych ustug cyfrowych, od
ktérych zalezy ciggtos¢ dziatania biznesu.

Propozycja brzmienia przepisu (w Prawie Telekomunikacyjnym lub jako nowy
art. w OP):

,Operatorzy kluczowych publicznych systeméw teleinformatycznych,
w tym Krajowego Systemu e-Faktur, s3 zobowiazani do publikowania
w czasie rzeczywistym na publicznie dostepnej stronie internetowej
kluczowych parametréw jakosci i dostepnosci Swiadczonych ustug (Se-
rvice Level Objectives).”

Planowany skutek: Publiczny monitoring SLA/SLO zwiekszy presje na utrzymanie
wysokiej jakosci ustug i pozwoli rynkowi na lepsze zarzadzanie ryzykiem operacyj-
nym. Nie generuje znaczacych kosztéw, gdyz opiera sie na istniejgcych systemach
monitoringu.

10.7. Karta Praw Podatnika Cyfrowego

Niniejszy aneks redaguje ,Karte Praw Podatnika Cyfrowego’, ktéra przektada wymogi
Rozporzadzenia o Ochronie Danych Osobowych (RODO) oraz Aktu o SI (Al Act) na
konkretne, egzekwowalne gwarancje dla obywateli i przedsiebiorcéw w kontaktach
z cyfrowg administracjg skarbowa.

Karta Praw Podatnika Cyfrowego

a) Prawo do interwencji cztowieka i niepodlegania decyzjom
automatycznym

Zgodnie z art. 22 RODO, masz prawo do tego, by decyzja, ktéra wywotuje wobec Cie-
bie skutki prawne (np. wszczecie kontroli, okreslenie wysokosci zobowigzania), nie
byta podejmowana w sposob wytacznie zautomatyzowany.

e Gwarancja Nadzoru Czlowieka (Human-in-the-Loop, HIL): Kazda decyzja
o istotnym znaczeniu, nawet jesli zostata zainicjowana przez system SIl, musi
by¢ ostatecznie zweryfikowana i zatwierdzona przez pracownika KAS.

e Prawo do ponownego rozpatrzenia: Masz prawo w prosty sposob zakwe-
stionowac decyzje automatyczng i zazgdac jej ponownego, petnego rozpa-
trzenia przez cztowieka.
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b) Prawo do wyjasnienia (XAl - Explainable Al)

Masz prawo wiedzie¢, dlaczego system podjat konkretna decyzje. Koniec z,,czarnymi
skrzynkami”.

e Zakres informacji: W przypadku decyzji automatycznej, administracja ma
obowigzek dostarczy¢ Ci zwiezte i zrozumiate wyjasnienie, ktére obejmuje:
1. Informacje, ze decyzja zostata podjeta z udziatem systemu Sl.
2. Gtéwne czynniki, ktére wplynety na decyzje (np. ,Niezgodnosc¢
w stawkach VAT na fakturach”,,Brak powiazania ptatnosci z fakturg”).

3. Wskazanie regut Prawa jako Kodu (LaC), ktére zostaty zastosowane.
4. Informacje o Twoim prawie do odwofania i zazadania interwencji
cztowieka.

¢) Rezim dla systemoéw wysokiego ryzyka (zgodnie z Aktem o Sl)

Systemy S| uzywane w administracji podatkowej do oceny ryzyka sa klasyfikowane
jako systemy wysokiego ryzyka. W zwiazku z tym podlegajg one rygorystycznym
obowigzkom:

e Dokumentacja: Kazdy system musi posiada¢ szczegotowg dokumentacje
techniczng, opisujaca jego architekture, dane treningowe i wyniki testow.

e Logowanie: Wszystkie operacje i decyzje podejmowane przez system muszg
by¢ automatycznie rejestrowane w niezmienialnych logach, aby zapewnié
petna identyfikowalnos¢ i audytowalnosd.

e Ciagly monitoring: Jakosc¢ i skutecznos¢ dziatania modeli SI musi by¢ stale
monitorowana, aby zapobiegac¢ btedom i tzw. ,dryfowi” modelu.

d) Sciezki skarg i odwotan
Proces odwotawczy musi by¢ prosty, szybki i dostepny cyfrowo.

e Zintegrowany formularz: W e-Urzedzie Skarbowym oraz w certyfikowanym
oprogramowaniu ERP dostepny bedzie prosty formularz,,Zazadaj weryfikacji
przez cztowieka”

e Terminy: Organ podatkowy bedzie zobowigzany do rozpatrzenia takiego za-
dania w ustawowo okreslonym, krétkim terminie.

e Brak negatywnych konsekwencji: Skorzystanie z prawa do odwofania nie
moze powodowac zadnych negatywnych konsekwencji dla podatnika.

e) Wzorce ekranéw i komunikatow

Aby prawa byty realne, musza by¢ komunikowane w sposob zrozumiaty. Ponizej
przedstawiono koncepcyjny wzorzec komunikatu.
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Przyktad komunikatu w systemie ERP:

Tytuk: Propozycja rozliczenia JPK_VAT za 10/2025

Status: Wymaga uwagi

Wyjasnienie Systemu (XAl): System zidentyfikowat potencjalne ryzy-
ko. Gtéwny czynnik: faktura nr 123/10/2025 od kontrahenta XYZ, ktéry na
dzien transakcji nie posiadat statusu czynnego podatnika VAT. System au-
tomatycznie wstrzymat propozycje zwrotu do czasu wyjasnienia.

Twoje Prawa:

(Forrewreatezenie | “2ior wisimenie

' Zazadaj weryfikacji przez cztowieka l

f) Check-lista zgodnosci dla nowych ustug cyfrowych KAS

Ponizsza check-lista powinna by¢ stosowana przy projektowaniu i wdrazaniu kazdej
nowej ustugi cyfrowej w KAS, ktéra wykorzystuje zautomatyzowane podejmowanie

decyzji.

Kategoria

Pytanie Kontrolne

Tak/Nie/Nd

RODO Art. 22

Czy ustuga przewiduje
podejmowanie decyzji wy-
facznie automatycznych?

Jesli tak, czy zapewniono
prosta Sciezke do uzyska-
nia interwencji cztowieka?

Akt o SI (Wysokie Ryzy-
ko)

Czy przeprowadzono oce-
ne zgodnosci i zarejestro-
wano system?

Czy system posiada kom-
pletna dokumentacje tech-
niczna?

Czy wszystkie operacje
systemu s3 logowane
w sposéb niezmienialny?

Czy wdrozono ciggty moni-
toring jakosci i wydajnosci
modelu SI?
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Kategoria

objasnialnos¢ (XAl)

Pytanie Kontrolne

Czy ustuga informuje
uzytkownika o dziataniu
algorytmu?

Tak/Nie/Nd

Czy ustuga dostarcza zwie-
zte i zrozumiate wyjasnie-
nie decyzji?

Jakos¢ Danych

Czy dane uzywane przez
system sg adekwatne, traf-
ne i ograniczone do tego,
co niezbedne?

Czy przeprowadzono
ocene ryzyka wystapienia
uprzedzen (stronniczos$¢
algorytmiczna) w danych?

Nadzér i Odwotania

Czy zdefiniowano jasne
procedury odwotawaw-
cze?

Czy interfejs uzytkownika
w jasny sposob komuniku-
je dostepne prawa?

10.8. Kluczowe zmiany w VAT/PIT/CIT i PZP
dla administracji podatkowej 3.0

Niniejszy aneks przedstawia propozycje zmian w ustawach sektorowych, ktére sa nie-
zbedne do petnego wdrozenia funkcjonalnosci Administracji Podatkowej 3.0, w tym
automatyzacji rozliczen, otwartych standardéw i suwerennosci technologiczne;j.

a) Zmiany w ustawie o VAT

Propozycja:

1. Petna integracja z ViDA/DRR: Wprowadzenie do ustawy o VAT przepisow
w petni implementujacych wymogi Digital Reporting Requirements (DRR)

dla transakcji wewnatrzunijnych, bazujacych na danych z KSeF.

2. Definicja,Wiarygodnego Podatnika”: Stworzenie w ustawie definicji ,wia-
rygodnego podatnika’, ktérego status bytby przyznawany automatycznie na
podstawie obiektywnych kryteriéw (np. terminowos¢ wptat, brak zalegtosci,
historia w KSeF). Podatnicy o tym statusie uzyskiwaliby ustawowe prawo do

zwrotu VAT w skréconym terminie (np. 7 dni).

e Skutek na procesy/APl/LaC:
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e Procesy: Automatyzacja procesu zwrotu VAT dla podatnikéw niskie-
go ryzyka.
e API: Koniecznos¢ rozbudowy API KAS o ustuge weryfikacji statusu
,wiarygodnego podatnika”.
e LaC:Reguty LaC musiatyby zosta¢ rozbudowane o logike przyznawa-
nia i odbierania tego statusu.
e Plan wdrozenia: Réwnolegle z Fala 2 i 3 wdrozenia TA 3.0 (2027-2028).

b) Zmiany w ustawach o PIT/CIT
Propozycja:

1. Rozszerzenie podstawy prawnej dla wstepnego wypetniania zeznan
(Prefill): Wprowadzenie w ustawach o PIT i CIT wyraznej podstawy prawnej
do tworzenia przez KAS wstepnie wypetnionych zeznan dla przedsiebiorcow
(JDG), z wykorzystaniem danych z KSeF, ZUS oraz, za dobrowolnga zgoda po-
datnika, danych z rachunkéw bankowych (w ramach otwartej bankowosci).

2. Uproszczenie kwalifikacji kosztow: Wykorzystanie danych z KSeF do auto-
matycznej propozycji kategoryzacji kosztow uzyskania przychodu, z wyrazng
gwarancjq, ze ostateczna weryfikacja i akceptacja nalezy do podatnika.

e Skutek na procesy/API/LaC:

e Procesy: Automatyzacja przygotowania rozliczen rocznych dla mi-
lionéw przedsiebiorcéw.

e API: Wymaga stworzenia bezpiecznego APl do zarzadzania zgodami
na dostep do danych bankowych oraz rozbudowy Prefill API.

e LaC: Konieczno$¢ stworzenia regut LaC dla PIT/CIT, w tym logiki ka-
tegoryzacji kosztow.

e Plan wdrozenia: Fala 3 wdrozenia TA 3.0 (2028).

¢) Zmiany w Prawie zamoéwien publicznych (PZP)
Propozycja:

1. Wymdg modularnosci i otwartych standardéw: Wprowadzenie do PZP
obowiagzku stosowania zaméwierh modutowych dla duzych systeméw IT oraz
wymogu zgodnosci interfejsow z EIF.

2. Klauzule anty-lock-in: Natozenie na zamawiajgcych publicznych obowigzku
zawierania w umowach na systemy IT klauzul gwarantujgcych petng porto-
walnos¢ danych i oprogramowania oraz przekazanie petni praw autorskich
do kodu wytworzonego na zamdéwienie.

e Skutek na procesy/API/LaC:

e Procesy: Zmiana filozofii zamawiania IT w sektorze publicznym
z monolitycznych systemoéw na elastyczne ekosystemy.
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e API: Wymuszenie stosowania otwartych, dobrze udokumentowa-
nych APl we wszystkich systemach publicznych.
e LaC: Posredni wptyw poprzez promowanie otwartych standardow,
co utatwia integracje LaC.
e Plan wdrozenia: Pilna nowelizacja, do wdrozenia w ciggu 12 miesiecy.

d) Wdrozenie standardu SRTP/R2P w ptatnosciach podatkowych
Propozycja:

1. Uznanie SRTP jako standardu: Uznanie schematu SEPA Request-to-Pay
(SRTP) za standard techniczny realizacji ptatnosci podatkowych, co umozliwi
integracje z systemami KAS.

2. Automatyczne powiazanie ptatnosci: Stworzenie mechanizmu, w ktérym
zadanie zaptaty (R2P) generowane przez system KAS zawiera unikalny iden-
tyfikator zobowigzania, co pozwoli na automatyczne ksiegowanie wpfat.

e Skutek na procesy/API/LaC:

e Procesy: Radykalne uproszczenie i automatyzacja procesu ptatnosci
podatkdw (,ptatnosc jednym kliknieciem”).

e API: Konieczno$¢ stworzenia ,bramki” (R2P Gateway API) taczacej
systemy KAS z infrastrukturg SRTP.

e LaC: Brak bezposredniego wptywu na logike obliczeniowa, ale uta-
twienie egzekucji wyniku obliczen LaC.

e Plan wdrozenia: Fala 3 wdrozenia TA 3.0 (2028).

10.9. Publiczny panel wskaznikéw jakoSci TA 3.0 _

Transparentnos¢ jest fundamentem zaufania do cyfrowej administracji. Niniejszy
aneks przedstawia projekt publicznego dashboardu, ktéry w czasie rzeczywistym
prezentowatby kluczowe wskazniki jakosci i niezawodnosci ustug Administracji Po-
datkowej 3.0.
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a) Katalog Kluczowych Wskaznikow Efektywnosci (KPI)

Danych

D ‘ SO ’ Wraéciciel

Definicja ‘

Procent czasu
w ostatnim miesigcu,

w ktérym API KSeF Ciggta (agre-

Dostepnosc KSeF bvio dostepne i od- Monitoring acia mie- Centrum In-
API (Uptime) ylo dostep SLA API 9ad formatyki MF
powiadato popraw- sieczna)
nie. Zgodne z SLO:
>99,95%.
Sredni czas odpo-
Srednia Latencja n;l)lgeg)z\l/vAnTi:i(Siean_ Monitoring ;:;a}:?;a d(:igae- Centrum In-
KSeF API (RTT) dach. Zgodne z SLO: SLA API na) formatyki MF
<500ms.

Sredni czas w dniach
od ztozenia popraw-

Sredni Czas Zwrotu nego rozliczenia do Systemy KAS Dzienna Departament
VAT zlecenia zwrotu VAT | 2> €M VAT, MF
dla,wiarygodnych
podatnikéw”.
Procent rozliczen
. PIT/CIT/VAT ztozo-
:IJVdZI:::;’as:\?E ?Perge? nych przez MSP, Systemy KAS Miesieczna Departament
ﬁlnp ktore zostaty zaini- y y & Analiz, MF
cjowane przez ustu-
ge Prefill APIL.
Procent faktur od-
Wskaznik Btedow rzuconych przez Centrum In-

KSeF z powodu bte- System KSeF Dzienna
doéw walidacji struk-
tury lub danych.

Walidacji (KSeF) formatyki MF
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b) Makieta Dashboardu (MVP)
Ponizej przedstawiono koncepcyjna, tekstowa makiete dashboardu.

Publiczny Dashboard Jakosci - Administracja Podatkowa 3.0 Ostatnia aktualiza-
¢ja: 03.09.2025, 12:01

Sekcja 1: Status Systemow Kluczowych

Widget: KSeF API

STATUS: ONLINE

Dostepnos¢ (30 dni): 99.98%

Czas odpowiedzi (24h): 450 ms

Wyjasnij te metryke: Pokazuje niezawodnos¢ i szybkos¢ dziatania Krajowe-
go Systemu e-Faktur, kluczowego dla obiegu dokumentdéw w gospodarce.

Widget: Prefill API

STATUS: ONLINE

Dostepnosc (30 dni): 99.99%

Czas odpowiedzi (24h): 720 ms

Wyjasnij te metryke: Pokazuje niezawodnos¢ ustugi automatycznego
przygotowywania rozliczeri dla przedsiebiorcéw.

Sekcja 2: Efektywnos¢ Proceséw Podatkowych

Widget: Sredni Czas Zwrotu VAT

8.5 dnia

(dla wiarygodnych podatnikéw)

Wyjasnij te metryke: Mierzy, jak szybko uczciwe firmy odzyskujq nadpfta-
cony podatek, co jest kluczowe dla ich ptynnosci finansowej. Cel: <7 dni.

Widget: Adopcja Automatyzacji

15.2%

(% rozliczen z uzyciem Prefill)

Wyjasnij te metryke: Pokazuje, jaka czes¢ przedsiebiorcéw korzysta z uta-
twiert oferowanych przez system. Im wyzszy wskaznik, tym mniejsza biu-
rokracja.
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¢) Mapa drogowa Integracji Zrédet Danych

Kwartat Kluczowe dziatania Zrédfa danych do integracji

Q12026 Uruchomienie MVP dashboardu Monitoring SLA dla KSeF API.

z metrykami systemowymi.
. Systemy analityczne KAS (dane

Q2 2026 Integracja danych o procesach VAT. o zwrotach VAT).

Q3 2026 Integracja danych o adopcji ustug Systemy analityczne KAS (dane
automatyzacji. o uzyciu Prefill API).

Q42026 Rozszerzenie o metryki z systemoéw Bramka R2P/SRTP (dane o statusach
pfatnosci. pfatnosci).

10.10. Profil podatnika 360 stopni oraz panel
podatnika

Wspotczesne administracje podatkowe mierzg sie z wyzwaniem przetwarzania, ana-
lizy i prezentacji ogromnej ilosci danych. Pochodzg one z réznych zrédet, zaréwno
wewnetrznych, jak i zewnetrznych.

W Polsce obejmuje to m.in. Jednolity Plik Kontrolny (JPK), system e-faktur (KSeF), Sys-
tem Teleinformatyczny Izby Rozliczeniowej (STIR), a takze informacje od bankéw, in-
stytucji finansowych oraz z miedzynarodowej wymiany informacji.

Problemem Krajowej Administracji Skarbowej jest to, ze dane pochodzace z réznych
zrédet nie sa zintegrowane w jednym miejscu dostepnym dla urzednikéw KAS. Dlate-
go rekomendujemy wprowadzenie profilu podatnika 360 stopni.

Profil podatnika 360 stopni jest to zintegrowany widok podatnika, tworzony na pod-
stawie danych z wielu zrédet - zarbwno wewnetrznych, jak i zewnetrznych. Celem jest
uzyskanie petnego, wiarygodnego obrazu sytuacji podatnika, ktéry umozliwia skutecz-
niejsze zarzadzanie ryzykiem, wykrywanie naduzy¢ i usprawnienie dziatar kontrolnych.

Zamiast analizowac dane w oderwaniu od siebie, administracja podatkowa zyskuje
peten kontekst, co umozliwia dziatanie proaktywne, a nie tylko reaktywne.

Integracja danych w ramach profilu podatnika 360° nie tylko umozliwia petne spoj-
rzenie na podatnika i zaawansowana analityke ryzyka, ale takze znaczaco odcigza sa-

mych urzednikéw. Dzieki centralizacji informacji:

@ urzednicy nie muszg juz recznie przeszukiwa¢ wielu rejestrow i zrédet, aby
zebra¢ obraz sytuacji podatnika;
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® system daje petny obraz dziatalnosci podatnika w czasie rzeczywistym lub
bliskim rzeczywistemu, co pozwala szybciej reagowac i kierowac kontrole
tam, gdzie faktycznie istnieje najwieksze ryzyko.

To wlasnie sprawia, ze profil 360° jest kluczowym elementem nowoczesnej
i efektywnej administracji podatkowej - zwieksza skutecznos¢, a jednoczesnie
oszczedza czas i zasoby.

Jednoczesnie nalezy podkresli¢, ze wiekszos¢ informacji wykorzystywanych w profi-
lach 360° moze mie¢ status tajemnicy skarbowej, a czes¢ z nich moze wymagac kwa-
lifikowanej ochrony z uwagi na kwestie prywatnosci. Dlatego:

@® konieczne jest wprowadzenie graduacyjnych (warstwowych) uprawnien do-
stepowych,

® dostep do najbardziej wrazliwych danych powinien by¢ zarezerwowany wy-
tacznie dla upowaznionych funkcjonariuszy,

@ system musi zapewniac Scistg kontrole logowan i historii wgladu w dane, aby
zagwarantowac zgodnos¢ z przepisami o ochronie informacji i prywatnosci.

Jednoczesnie proponujemy wprowadzenie uproszczona wersji profilu podatnika 360
stopni, ktéra bytaby dostepna dla obywatela lub przedsiebiorcy. Profil taki powinien
by¢ przejrzysty i intuicyjny, a jego podstawowa funkcja jest wizualna prezentacja
kluczowych informacji w formie interaktywnego panelu podatnika. Dzieki temu
podatnik zyskuje petny wglad w swojg sytuacje podatkowa bez koniecznosci prze-
szukiwania dokumentéw czy analizowania tabel liczbowych.

Rycina 10.10. Panel podatnika

e-Urzad Skarbowy / mObywatel Zalogowany: Firma ABC Sp. z 0.0.

Saldo podatkowe Szczegdly Kalendarz i alerty Zobacz wigcej

25.09: Termin ptatnosci VAT-7.

+ 5 230,00 PLN (Pozostaty 3 dni)

0 20.09: Zaliczka PIT optacona.
(Nadptata)

Struktura zobowigzari (2025) Historia ostatnich ptatnosci

[ | VAT (50%) @ 2009: PIT-4R (1500 PLN)
[ ] PIT/CIT (35%)

@ 2508: VAT-7 (12000 PLN)
Inne (15%)

@ 2008:PIT (5000 PLN)
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Jak czytac: Rycina przedstawia makiete (projekt wizualny) proponowanego Panelu
Podatnika. Jest to pulpit nawigacyjny, ktéry agreguje i wizualizuje kluczowe informa-
cje podatkowe dla uzytkownika. Panel sktada sie z czterech gtéwnych sekgji: ,Saldo
podatkowe” pokazujgce aktualny stan rozliczeh (nadptate lub zalegtos¢), ,Kalendarz
i Alerty”informujacy o zblizajacych sie terminach, ,Struktura zobowigzan” prezentuja-
ca udziat poszczegdlnych podatkéw w formie wykresu kotowego oraz,Historia ostat-
nich ptatnosci” w formie osi czasu. Celem jest zapewnienie intuicyjnego i szybkiego
dostepu do danych w jednym miejscu.

Proponowane elementy wizualizacji w panelu podatnika:

® Kalendarz obowigzkéw z zaznaczonymi terminami (np. PIT, VAT, CIT, skfadki
ZUS). Uzytkownik od razu widzi, co i kiedy musi ztozy¢ lub zaptacic.

@ Struktura zobowiazan podatkowych — wykres kotowy pokazujacy udziat po-
szczeg6lnych podatkéw w catkowitych zobowigzaniach. Dzieki temu podat-
nik rozumie, ktére obowiazki dominuja w jego strukturze podatkowe;j.

@ Historia ptatnosci - linia czasu z naniesionymi wptatami, pokazujaca regular-
nosc¢ ptatnosci i ewentualne opdznienia. To narzedzie utatwia monitorowanie
zgodnosci podatkowej.

® Saldo podatkowe — prosty wskaznik wizualny (np. pasek w kolorze zielonym
przy nadptacie i czerwonym przy zalegtosci). Intuicyjna prezentacja zastepu-

je skomplikowane wyliczenia salda.

® Przypomnienia - ikony sygnalizujace zblizajacy sie termin, brakujace dane
w deklaracji lub mozliwos¢ odzyskania nadptaty.

Taki panel jest uproszczong wersjg petnego profilu 360°, dostosowang do potrzeb
podatnika. Nie zawiera zaawansowanych modeli analitycznych (jak analiza sieciowa
czy segmentacja ryzyka), ale udostepnia wizualnie dane kluczowe dla wygody po-
datnika.
Dzieki temu:

@® podatnik ma jeden punkt dostepu do swojej sytuacji podatkowej,

® moze szybko oceni¢, czy jest na biezaco ze zobowiagzaniami,

® zyskuje przejrzystos¢ i pewnos¢, ze urzad dziata w sposdb transparentny.
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Aby zwiekszy¢ wygode korzystania, panel powinien by¢ dostepny takze przez aplika-
cje mobilng e-Urzad Skarbowy lub mObywatel.

10.11. Transparentny ,paragon podatkowy” — polski
~Tax Receipt”

Jak to wpisuje sie w Tax Administration 3.0?

Jednym z filaréw Tax Administration 3.0 jest budowa zaufania i przejrzystosci w rela-
cjach podatnik-panstwo. Nowoczesna administracja podatkowa nie tylko automa-
tyzuje procesy rozliczen, ale takze zapewnia obywatelom zrozumiatg i wiarygodna
informacje zwrotna. W tym kontekscie ,paragon podatkowy” (Tax Receipt) — czyli sper-
sonalizowany raport pokazujacy, jak wptacone podatki sa rozdysponowane w bu-
dzecie panstwa - stanowi naturalne uzupetnienie ustug cyfrowych TA 3.0. Podczas
gdy Publiczny panel wskaznikéw jakosci (zob. Aneks 10.9) dostarcza informacji dla
rynku o jakosci ustug administracji (SLA/SLO), “paragon podatkowy” jest skierowany
bezposrednio do podatnika po zakonczeniu rozliczenia. Obie inicjatywy realizuja fi-
lar transparentnosci TA 3.0.3’Takie rozwigzanie przenosi administracje z roli ,poborcy
podatkéw” do roli partnera i informatora, ktéry w przejrzysty sposéb pokazuje, jak
pienigdze podatnikdéw pracuja na rzecz wspélnoty.

37 OECD. (2020). Tax Administration 3.0: The Digital Transformation of Tax Administration. OECD Publishing, Paris.
Dostep: https://www.oecd.org/tax/forum-on-tax-administration/publications-and-products/tax-administration-3-0-the-
digital-transformation-of-tax-administration.htm
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Przyktad miedzynarodowy: Australia

Australijski Urzad Podatkowy (ATO) udostepnia obywatelom tax receipt - spersonali-
zowany raport pokazujacy, jak ich podatki zostaty rozdysponowane na poszczegdlne
obszary wydatkéw publicznych3®. Typowy raport wyglada w nastepujacy sposéb:

Tax receipts rates Tax Time 2025

Level of Australion Government gross debt

This year: $340 Billion Last year: $207 Billion Interest payments on gross debt this year: $24 Billion
weitre e
Aged b $3074
Disability | $2,568
Families $1466
Unemployed BE $494
Other [l $326
Health [y $3514
Education ] $1,906
Defence — $1,802
General public services =1 $728
Interest an govemment debt i $718
Housing and community $544
Fuel and energy . $494
Transport and communication il $480
Industry assistance [ | $310
Public order and safety $264
Foreign affairs and ecanamic aid . $262
Recreation and culture | 176
Immigration I sN8
Other purposes® =n $756

Your total tax assessed: $20,000

Zrédto:Australian Taxation Office, Tax receipt (ostatnia aktualizacja 16.06.2025).

Celem wdrozenia ,paragonu podatkowego” jest zwiekszenie przejrzystosci finansow
publicznych i budowanie zaufania obywateli do systemu podatkowego. Ten element

38 ATO (Australian Taxation Office). (2025). Tax receipt. (Aktualizacja 16.06.2025). Dostep: https://www.ato.gov.au/
taxreceipt
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ma réwniez istotny wymiar behawioralny, ktéry odgrywa coraz wieksza role w nowo-
czesnych administracjach podatkowych:

Poczucie sprawczosci i kontroli — podatnicy widzac doktadnie, jak ich pie-
nigdze sa wykorzystywane, maja poczucie, ze uczestnicza w finansowaniu
konkretnych débr wspdlnych (szpitali, szkoét, infrastruktury). To zmienia po-
strzeganie podatkow z przykrego obowigzku na inwestycje we wspdlnote.

Normy spoteczne i sprawiedliwos¢ - transparentne raportowanie wydat-
kéw publicznych wspiera narracje, ze system podatkowy jest uczciwy i wszy-
scy dokfadaja sie do finansowania panstwa. Badania OECD nad tax morale®
oraz eksperymenty terenowe z udziatem HMRC i Behavioural Insights Team
(BIT)* wskazuja, ze zaufanie do administracji, postrzegana sprawiedliwos¢
proceduralna i transparentno$¢ wydatkow koreluja z wyzsza sktonnoscia
do dobrowolnej zgodnosci podatkowej. Wykazano réwniez, ze komunikaty
odwotujace sie do norm spotecznych i korzysci publicznych (np. w listach
windykacyjnych) istotnie zwiekszaja terminowos¢ ptatnosci zalegtych podat-
kéw. 4!

Redukcja oporu psychologicznego (tzw. ,tax morale”) — wielu obywateli
niechetnie ptaci podatki, gdy postrzega je jako ,znikajace w czarnej dziurze
panstwa”.,Paragon podatkowy” minimalizuje to zjawisko, pokazujac bezpo-
$rednie przetozenie na ustugi publiczne.

Budowanie dlugoterminowego kapitatu zaufania - administracje podat-
kowe wchodzg coraz bardziej w role instytucji ustugowych, a nie wytacznie
egzekucyjnych. Transparentno$¢ wydatkowa wspiera zmiane relacji urzad-
obywatel z konfrontacyjnej na partnerska.

Wptyw na zgodnos¢ podatkowq (compliance) - badania wskazuja, ze tam,
gdzie administracja podkresla przejrzystosc i sens spoteczny podatkéw, ro-
$nie odsetek dobrowolnych i terminowych rozliczen. Efekt psychologiczny
jest réwnie istotny jak narzedzia kontroli i sankgji*2.

3 OECD. (2019). Tax Morale: What Drives People and Businesses to Pay Tax?. OECD Publishing, Paris. Dostep: https://
www.oecd.org/en/publications/tax-morale_f3d8ea10-en.html

40 BIT (Behavioural Insights Team)/Cabinet Office. (2012). Fraud, error and debt: behavioural insights team paper.
GOV.UK. Dostep: https://www.gov.uk/government/publications/fraud-error-and-debt-behavioural-insights-team-paper

4 Hallsworth, M,, et al. (2017). The behavioralist as tax collector: Using natural field experiments to enhance tax com-
pliance. Journal of Public Economics, 148, str. 14-31. DOI: https://doi.org/10.1016/j.jpubeco.2017.02.003

42 Nalezy jednak zaznaczy¢, ze twarde dowody eksperymentalne dotycza gtéwnie skutecznosci komunikatéw od-
wotujacych sie do norm i dobra publicznego. Sam format “paragonu podatkowego” jest narzedziem wspierajacym trans-
parentnos¢ i budowe zaufania, jednak jego bezposredni, kauzalny wptyw na wzrost zgodnosci podatkowej nie zostat
odrebnie udokumentowany w literaturze.
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Propozycja dla Polski

Wdrozenie polskiego ,paragonu podatkowego” mogtoby nastapi¢ réwnolegle z cy-
fryzacja rozliczen (KSeF, PIT/CIT online) w modelu TA 3.0. System po dokonaniu auto-
matycznego rozliczenia mogtby generowac automatyczny raport, w ktérym:

pokazuje strukture wydatkéw publicznych sfinansowanych z podatkéw,
korzysta z aktualnych danych budzetowych Ministerstwa Finanséw,
udostepnia wersje graficzng (dashboard, wykresy) i do pobrania (PDF, XML),
zapewnia objasnienia generowane przez Al (np. co oznacza dana kategoria,
jakie programy sg nig finansowane).
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proste

podatki

Jacek Sasin - polityk, menedzer i lider administracji publicz-
nej. Poset na Sejm RP od 2011 roku. W latach 2019-2023 wice-
prezes Rady Ministréw oraz minister aktywoéw panstwowych,
odpowiedzialny za nadzér nad spotkami Skarbu Panstwa
generujacymi ok. 15% polskiego PKB. Przeprowadzit konsoli-
dacje PKN Orlen z Grupg Lotos, Energa i PGNiG, tworzac mul-
tienergetyczny koncern narodowy o wartosci ok. 100 mid zt.
Nadzorowat strategiczne projekty z zakresu bezpieczenstwa
energetycznego, w tym rozwoj energetyki jagdrowej, mor-
skich farm wiatrowych oraz technologii SMR. Wspierat budo-
we partnerstw technologicznych z koncernami z USA i Korei
Potudniowej. W czasie pandemii COVID-19 i wojny w Ukrainie
koordynowat dziatania spotek Skarbu Panstwa na rzecz sta-
bilnosci gospodarki i bezpieczenstwa energetycznego kraju.
Wczesniej wojewoda mazowiecki, zastepca szefa Kancelarii
Prezydenta Lecha Kaczyniskiego oraz kierownik Urzedu Stanu
Cywilnego m.st. Warszawy.

Janusz Kowalski - absolwent na kierunkach prawo i admini-
stracja na Uniwersytecie £6dzkim. Poset na Sejm IX i X kaden-
¢ji. Cztonek Prawa i Sprawiedliwosci. Wiceprzewodniczacy
sejmowej Komisji do spraw Energii, Klimatu i Aktywoéw Pan-
stwowych i cztonek sejmowej Komisji Finanséw Publicznych
oraz sejmowej Komisji do Spraw Deregulacji. Przewodnicza-
cy Parlamentarnego Zespotu Proste Podatki oraz Parlamen-
tarnego Zespotu Ruch Obrony Granic. W latach 2019-2021
sekretarz stanu w Ministerstwie Aktywoéw Panstwowych.
W latach 2022-2023 sekretarz stanu w Ministerstwie Rolnic-
twa i Rozwoju Wsi. W latach 2002-2006 radny miasta Opola
oraz w latach 2014-2015 wiceprezydent Opola. Wiceprezes
Zarzadu Polskiego Goérnictwa Naftowego i Gazownictwa
(2016) oraz cztonek Zarzadu Polskiej Wytworni Papieréw
Wartosciowych (2018-2019). Cztonek rad nadzorczych spét-
ek: Poczta Polska S.A. (2017-2018) i KGHM Polska Miedz S.A.
(2017-2019). Autor ksigzki naukowej ,Prezydent Warszawy.
Lech Kaczynski (2002-2005)"

Parlamentarny Zespot Proste Podatki — zespot poselski
dziatajacy w Sejmie RP, ktérego celem jest uproszczenie i ra-
cjonalizacja polskiego systemu podatkowego. Zajmuje sie
opracowywaniem propozycji zmian w ustawach dotyczacych
m.in. podatkéw lokalnych, podatku dochodowego, optaty
skarbowej oraz zasad przedawnienia zobowigzan podatko-
wych. Przewodniczacym zespotu jest poset Janusz Kowalski,
a w jego pracach uczestniczg parlamentarzysci réznych klu-
béw oraz eksperci z dziedziny finanséw publicznych i prawa
podatkowego. Zespdt wspiera inicjatywy na rzecz prostych,
przejrzystych i przyjaznych dla obywateli oraz przedsiebior-
coéw rozwigzan podatkowych.





