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The company was born
focused on providing

services to the Aeronautical
Sector

Engineering 
Business Unit

Defence 
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Cibersecurity 
Business Unit
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OUR COMPANY

More than
15 years

More than 
10 years

More than
5 years

Officers 9 20 30

Technicians 5 35 13

Graduates 38 28 22

Total 52 83 65

Human capital Business Growth Excellence

ISO 9001:2015
ISO 14001:2015
ISO 45001:2018 
ISO/IEC 20000-1:2018
ISO 22301:2014
ISO 27001:2013
EN 9100:2018
EN 9110:2018

INNOVATIVE SME
Q1 AND Q2 COMPANY CLASSIFICATION
CERTIFICATE OF COMPLIANCE WITH THE
NATIONAL SECURITY SCHEME

200

2019 2020 2021 2022 2023

20 

15 

10 

5 

0 

Millions

7,5

8,9

11,5

13,3

15,2
Projection



MORE THAN 40 YEARS OF ACCUMULATED
EXPERIENCE

We are a reference in electrical, mechanical and
hydraulic maintenance in the DEFENCE sector,
as well as in the supply of complete solutions for
logistics support.
We develop special projects adapted to the
needs of the client.

MORE THAN 25 YEARS OF ACCUMULATED
EXPERIENCE

ENGINEERING is the result of the evolution of our
business and it was created to provide
transversal support to all our activity areas:
Robotics, Naval, Aeronautics, Transport,
Defense, Industry and Large Installations.

MORE THAN 20 YEARS OF ACCUMULATED
EXPERIENCE

Since 2017 our CIBERSECURITY business unit
has been helping companies and organisations
to assess their IT security status and move
towards higher levels of information and
operational protection.

STRUCTURE



MAJOR BUSINESS RISKS IN SPAIN IN 2020

Cyber incidents 
(48%)

Legislation changes 
(29%)

Business interruption 
(39%)

Fire and explosions
(27%)

Environmental risks
(22%)

Climate change
(20%)

Loss of reputation and brand
value (16%)

Natural disasters 
(34%)

Market volatility 
(11%)

Impact of new technologies
(10%)



ESTABLISHED FACTS

The reality is they will enter by stealth and through the weakest point.

The question is not whether we will suffer a cyberattack, but when.

The question is whether we are adequately prepared to minimise
its impact.



CIBERSECURITYConsulting Cybersecurity
and GRC

Advanced Support
Services

Training and Laboratories Industrial Cybersecurity
& IIoT

Since 2017, we have been working to
ensure IT Security, protecting the data
of companies and organisations in the
face of cyber-attacks.

Managed Security
Services



CIBERSECURITY
CONSULTING

Information Security 
ISO 27001

Business continuity 
ISO 22301

Critical Infraestructure
Protection

ICT Governance

IT Service Management

Risk Analysis

GOVERNANCE, RISK
AND COMPLIANCE

GRC

GDPR and LOPD GDD
Compliance

Conformity and
Compliance with the

ENS

CONSULTING CYBERSECURITY AND GRC



ADVANCED SUPPORT SERVICES

Preventive
service

Advanced
Incident

Diagnostics

Dedicated
incident

resolution team

24/7 priority
response

Managed
security services

Personalised
advice

Benefits

Reduction of
Operational Cost and
Risks.

Rapid return on
investment.

High data protection
and operations.



Day/hours bags for remote
and/or OnSite services

Development and
maintenance of the
management plan

Platform managed by our
engineers

Management and
updating of EDR, EPDR

Multi-factor authentication
- (MFA)

Patching and Encryption

 

Threat hunting services

365x24x7 Service

Migration and Upgrade
Visibility Analysis

Security Audit
Red Team Services
Blue Team Services

Internal Testing

Expert Packages

Definition and Review of Architectures
Corporate Security Plan

Contingency and Recovery Plan
Crisis Management and Incident

Response
Implementation and Deployment

Design and Implementation of Security
Policies

Vulnerability Analysis/Management
Mobile Application Auditing

Penetration Testing
Forensic Analysis

Task Force and SWAT Team
Cyber exercises

MANAGED SECURITY SERVICES



TRAINING AND LABORATORIES

Cybersecurity
awareness

Customised
training

Specialised training
with courses and

products 1

Training in installation,
configuration and
maintenance.

Validation of products and
environments in
development and pre-
production.

Development of proof-of-
concept and validation
documentation and
procedures.

Training during
implementation,
migration and
management.
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Laboratories for the
execution of proofs of
concept (PoC) of
products and services.

Security environment validation
testing (On-Cloud and On-Site)



INDUSTRIAL CYBERSECURITY & IIoT



Solution Design

Validation of the
Architecture

Technology
Optimisation

Product
Implementation

Monitoring and
Management

We accompany
security projects

from start to finish

CYBERSECURITY TECHNOLOGY INTEGRATION

We minimise risk in the implementation of each technology, supporting, monitoring and managing assets
until the solution is stable and secure.

We are technology and business partners of leading
cybersecurity technology platforms.



THANKS Calle Pitágoras, 7
28906, Getafe, Madrid

info@ite-es.com

+34 914 916 505

Calle Marie Curie, 9
28521, Rivas-Vaciamadrid, Madrid


